
1 Protocol Reference Model

1.1 Network Reference Model
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Figure 4‑1
Network Reference Model

The function of each entity is listed below:
BCMCS Controller
This entity is a core network function that is responsible for managing and providing the BCMCS session information to the BSN (via the SAAA), the BCMCS Content Server, the MS (via the PDSN function) and the RN (via the BSN function). The BCMCS Controller serves the function of BAK Distributor and may serve the function of BAK Generator (see [3]). The BCMCS Controller may perform discovery operations to assist the MS to find desired content.
BCMCS Content Server
This entity is a function that makes BCMCS content available within an IP Multicast stream. The BCMCS Content Server in the serving network is not necessarily the creator or source of the content. It is the last application level entity to manipulate (e.g., reformat) the content prior to the content reaching the BSN. The BCMCS Content Server may store and forward the content from the BCMCS Content Provider, and/or merge the content from the multiple content providers. If higher layer encryption is enabled, the BCMCS Content Server encrypts the stream content. In this case, the BCMCS Content Server also serves the function of SK manager (see [3]). 
BCMCS Content Provider
This entity is the creator or source of the content.
BCMCS Subscriber Profile Manager
This entity is an application that updates the subscriber profile in the Databases regarding subscribed BCMCS services. The user may interface to this application directly, or the operator may reserve access to this application to their customer service agents. The interface between the user and the BCMCS Subscriber Profile Manager, and the interface between the BCMCS Subscriber Profile Manager and the Subscriber Profile Database are outside the scope of this Document.
AAA
This entity is responsible for BCMCS authentications, authorizations, and accounting. It accesses the Subscriber Profile Database to obtain information from the BCMCS user profile. 
Subscriber Profile Database
This entity is responsible for storing the BCMCS user profile. The interface between the Subscriber Profile Database and the HAAA is outside the scope of this Document.
PDSN
The PDSN communicates with the MS using the unicast packet data service [4] for packet data session establishment, to add and remove IP flows, etc. as described in [4]. The PDSN function acts as the first-hop router for IP traffic to and from the MS.
BSN
The BSN communicates with the BSC/PCF to add and remove Multicast IP Flows. It may use IP multicast protocols to manage bearers supporting Multicast IP Flow between itself and the nearest router connecting back to the BCMCS Content Server. It also applies the flow treatment received from the BCMCS Controller to the Multicast IP Flows. The procedure for selecting BSN is specified in [5].

MR
This optional entity is a multicast router. If the content is transmitted over a provisioned tunnel between the BSN and the BCMCS Content Server, this entity is omitted.
MS:

In adding to the requirements specified in [6] and [7], this entity is responsible for performing the BCMCS Information Acquisition, BCMCS registration, and receiving Multicast IP flows.
BSC/PCF
These entities are responsible for signaling, establishing, and tearing down bearer channels between the BSN and the MSs. If the link layer encryption is enabled, the BSC also serves the function of SK manager [3]. The BSC chooses the “best” bearer channel to the MS based on considerations such as optimization of resources, required QoS, etc.
Within the BCMCS architecture, the following interfaces are defined:
The interface between BCMCS Controller and BSN via SAAA
This interface provides BCMCS session related information such as Flow Treatment (e.g., Header Compression), relevant QoS parameters such as required bandwidth, the mapping between BCMCS Flow ID and Multicast IP address and port number from the BCMCS Controller to the BSN via RADIUS protocol. This interface also exchanges the BCMCS authorization information for BCMCS registration. SAAA is shown as an example of the first hop of RADIUS proxy. Use of proxy is optional. If it is used, it may be different from the one that is used by the PDSN.
The interface between BSN and SAAA
This interface allows the BSN to generate accounting information for the content flows.
The interface between BCMCS Controller and SAAA
This interface provides the BCMCS Controller with authentication and authorization information. The SAAA may send BCMCS user profile received from the HAAA to the BCMCS Controller during BCMCS Information Acquisition triggered by the MS. The BCMCS Controller may send accounting information to the SAAA. The SAAA may also be used to relay the BCMCS session related information between the BSN and BCMCS Controller.
The interface between BCMCS Controller and BCMCS Content Provider
This interface exchanges information including Content Provider Name, Program Name, session description (e.g., codec type), and security information etc. This interface may also exchange the start time of the BCMCS session and duration of the BCMCS session. This interface is outside the scope of this document.
The interface between BCMCS Controller and BCMCS Content Server
This interface may exchange the security information, multicast IP Address and port number, and content management information (e.g., the start time of the BCMCS session and duration of the BCMCS session). This interface is out of scope of this document.
The interface between BCMCS Controller and MS/UIM
This interface provides the BCMCS client application in the MS with access to information about available BCMCS sessions: including Program Name, BCMCS Flow ID(s), BAK(s) and BAK Expiry time if the Multicast IP Flow(s) are encrypted, start time of the BCMCS session, duration of the BCMCS session, flow treatment (e.g., header compression), and session description (e.g., codec type), etc.
1.2 Protocol Stack

The BCMCS Controller provides protocol options and miscellaneous parameters to the MS during the BCMCS Information Acquisition (see section 7). The MS shall use those protocol options and parameters without negotiation. Figure 4‑2 and Figure 4‑3 show the protocol reference model for BCMCS.
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Figure 4‑2
Protocol Reference Model for BCMC Bearer Path (when Segment-based framing is applied)
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Figure 4‑3
Protocol Reference Model for BCMC Bearer Path (when HDLC-Like Framing is applied)

As shown in Figure 4‑2 and Figure 4‑3, the PPP control protocol is not needed for BCMCS. However PPP-like encapsulation (see [8] section 2) shall be supported by both the MS and the BSN to distinguish IP packets with or without header compression, and indicate which header compression algorithm if header compression is used. The BSN shall not send the address and the control field (FF03), see [9]. The BSN may encode Protocol ID as one byte or two bytes as specified in [8].
Broadcast Framing uses the segment-based framing [6] or HDLC-like framing [9]. The framing is performed either in BSN or RN, but not both.

The BSN shall support the HDLC-like framing with 0x00000000 ACCM if it interoperates with PCFs using [5]. The BSC/PCF may support the segment-based framing. The BSN shall use an operator configured policy to determine which framing method to use for the program per PCF when framing to use for the program when both framing capabilities are available. In a given GRE frame over the R-P connection, the PDSN shall include octets from only one IP packet.  If the size of the GRE frame doesn't exceed the MTU of the R-P connection, the PDSN shall not split one IP packet across two GRE frames.
The MS shall support both the segment-based framing and the HDLC-like framing with 0x00000000 ACCM. All flows in a specific RN shall use the same framing mechanism (i.e., either segment-based framing or HDLC-like framing, but not both). When the BSN and the MS use the HDLC-like framing, they shall use a default Frame Check Sum (FCS) length of 2 octets.
If encryption is applied, encryption may be performed either in link layer or higher layer, but not both. If higher layer encryption is applied, SRTP [10] shall be used.

RTCP [11] shall not be used between the BCMCS Content Server and the MS.
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