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1 Reason for Contribution

REL has requested BAC to look at a number of enablers considered to be in the “dead zone”. This does not mean the enablers have no value etc., simply that they are not progressing through the IOP validation via test cases, test based validation in test fests etc. One of these enablers in the Browser Protocol Stack V2.1
This input contribution provides an initial base for discussion within BAC on how to progress the Browsing Protocol Stack V2.1. It outlines some possibilities and makes a recommendation

2 Summary of Contribution

See above
3 Detailed Proposal

To understand the proposal its worth considering what the Browser Protocol V2.1 enabler is, whether it is used, the current status re interoperability validation, and the choices before us.

Browser Protocol V2.1 contents:

The Browser Protocol Stack V2.1 comprises the following:
 

	OMA Browser Protocol Stack Version 2.1 - Status: Candidate Enabler – Release date: 2005-02-04

	Enabler Package
	OMA-Browser_Protocol_Stack-V2_1-20050204-C.zip  [3.5 MB]   

	ERELD
	Enabler Release Definition for Browser Protocol Stack
	OMA-ERELD-Browser_Protocol_Stack-V2_1-20050204-C.pdf

	Specifications
	Wireless Session Protocol Version 1.0
	OMA-WAP-TS-WSP-V1_0-20020920-C.pdf

	
	WDP and WCMP Wireless Data Gateway Adaption 
	WAP-159-WDPWCMPAdapt-20010713-a.pdf

	
	WAP Transport Layer End-to-end Security
	WAP-187-TransportE2ESec-20011009-a.pdf

	
	Client ID
	WAP-196-ClientID-20010409-a.pdf

	
	Wireless Control Message Protocol
	WAP-202-WCMP-20010624-a.pdf

	
	WAP Over GSM USSD 
	WAP-204-WAPOverGSMUSSD-20010813-a.pdf

	
	Wireless Transaction Protocol
	WAP-224-WTP-20020827-a.pdf

	
	Wireless Profiled TCP
	WAP-225-TCP-20010331-a.pdf

	
	Wireless Profiled HTTP
	WAP-229-HTTP-20011031-a.pdf

	
	Wireless Datagram Protocol
	WAP-259-WDP-20010614-a.pdf


The specifications originate in the WAP Forum and were managed by the OMA Mobile Protocols Group (MPG) until their cessation and transfer of the work to BAC for maintenance. While some of the specifications have their origins pre WAP 2.0, the WAP 2.0 release contained minor updates for all the WAP 1.x protocol specs and introduces some new specifications. The WAP 2.0 protocol spec suite is listed below

	WAP 2.0 Wireless Protocols suite and Client ID

	Functional area
	Specification 

	Wireless Protocols 
	Wireless  profiled TCP Specification 
	WAP-225-TCP-20010331-a 

	
	Wireless profiled HTTP Specification 
	WAP-229-HTTP-20010329-a 

	
	Wireless profiled HTTP SIN 001 
	WAP-229_001-HTTP-20011031-a 

	
	WDP/WCMP Wireless Data Gateway Adaptation Specification 
	WAP-159-WDPWCMPAdapt-20010713-a 

	
	Wireless Datagram Protocol Specification 
	WAP-259-WDP-20010614-a 

	
	Wireless Control Message Protocol Specification 
	WAP-202-WCMP-20010624-a 

	
	WAP over GSM USSD Specification 
	WAP-204-WAPOverGSMUSSD-20010730-a 

	
	WAP over GSM USSD Specification 
	WAP-204_103-WAPOverGSMUSSD-20010813-a 

	
	Wireless Transaction Protocol Specification 
	WAP-224-WTP-20010710-a 

	
	Wireless Transaction Protocol Specification 
	WAP-224_002-WTP-20020827-a

	
	Wireless Session Protocol Specification 
	WAP-230-WSP-20010705-a 

	
	End-to-end Transport Layer Security Specification 
	WAP-187-TransportE2ESec-20010628-a 

	
	End-to-end Transport Layer Security SIN 101 
	WAP-187_101-TransportE2ESec-20011009-a 

	Client ID
	WAP Client ID Specification
	WAP-196-ClientID-20010409-a


What are the differences between the OMA Browser Protocol Stack V2.1 enabler and the WAP 2.0 protocol specifications + Client ID specification ?
i. Client ID is included as part of Browsing Protocol Stack V2.1 whereas WAP 2.0 showed it separate. There is no difference in the spec so no change

ii. A number of specs had their SINs (Specification Information Notes, or fixes) rolled up, i.e. Wireless Profiled HTTP, WAP over GSM USSD, WTP, TransportE2ESec, and the resulting rollup assumes the date of the SIN

iii. An OMA version of WSP. This is a OMA template and restructuring of the SCRs but no functional change that I am aware of from looking at the history and the MPG archive.

iv. A new ERELD to describe the package.

So functionally the WAP 2.0 protocol suite (specs + SINs) plus the WAP 2.0 Client ID specification is the same as Browser Protocol Stack V2.1.
Is the Browser Protocol Stack V2.1 being used?
The short answer is yes. At least the following enablers cite the protocol stacks defined in WAP 2.0 and hence in Browser Protocol Stack V2.1

· OMA Browsing V2.1 – which has been subject to IOP testing

· OMA Browsing V2.2 – which has been subject to IOP testing

· OMA Browsing V2.3 – which is subject to IOP testing

· OMA MMS 1.1 – which is approved after IOP validation 
· references WSP WAP-230-WSP
· OMA MMS 1.2 – which is approved after IOP validation 
· references WSP WAP-203-WSP which pulls in all SINs including 005 which appears to baseline WAP-203 to that of WAP-230-WSP
· OMA MMS 1.3 – which is subject to IOP testing

· References OMA WSP V1.0

· OMA SyncML Common Spec 1.1.2 – which is approved after IOP validation

· Etc.

· And in addition the following WAP features

· WAP 2.0 Browser 

· Push

· MMS

· etc 

What is the status of its interoperability validation?

The Browser Protocol Stack V2.1 has not been the subject of specific client and server testing from the reports provided to date. It has been listed as being in the “dead zone” in the sense that no IOP has been done due to lack of clients and servers or test cases being run.
Does this mean the specifications in the Browser Protocol Stack V2.1 are therefore not used and have not been tested ? The answer to this must surely be no given the above list of enablers that use these specifications (either these or their functional equivalents from WAP 2.0) by reference and are already approved after IOP validation or are undergoing IOP validation.

The choices before us

The choices seem to be
i. to leave the Browser Protocol Stack V2.1 as candidate until such time as interoperability testing on the protocol stack alone is performed

a. this may be via test fests or some other vehicle IOP-Browsing have advised on such as bilateral testing of implementations

ii. To find some other way to justify the Browser Protocol Stack V2.1 has been exercised during the testing of other enablers and therefore has been shown to be interoperable as no problems have been found requiring changes to the specs.

Option i) may be challenging. For the protocol suite to be tested on its own requires interfaces to be provided at the WSP interface to the application environment at the very least and scaffolding not defined by OMA to be implemented to allow testing to occur. 

To address this same challenge the WAP Forum’s conformance testing invested in a protocol analysis so the protocols could be exercised from the application layer and the behaviour examined by the protocol analyzer. This was used to prove the specifications at their pre WAP J2K (1.2.1) level I believe which is pretty close to that of the WAP 2.0 specs now used. I am not sure whether it has been updated since.

Regarding option ii) there is evidence from the above that enablers are using the Browser Protocol Stack V2.1 specifications in OMA enablers that have been subject to IOP validation, whether approved at this point in time or nearing so, without problems being raised warranting service of the protocol specifications and hence OMA Browser Protocol Stack V2.1.
The proposal

While the option to leave the OMA Browser Protocol Stack enabler V2.1 as a candidate until IOP validation is performed on the protocol stack alone via either test fests or bilateral testing or some other means is clearly identified it is seen as unlikely to happen in the near future. The Browser Protocol Stack V2.1 became a candidate in  2005 but the specifications themselves were released first on September 2002 or earlier and even this latest version is functionally the same as a 2001 version so there has been ample opportunity to test it albeit that the formal enabler testing would not have begun before early 2005.
Thus it is proposed that indirect evidential testing results be used to justify OMA Browser Protocol Stack V2.1 becomes approved. This means the interoperability evidence from testing other enablers that use the specifications in the OMA Browser Protocol Stack V2.1 is used to justify interoperability of the Browser Protocol Stack V2.1. It is suggested IOP WG performs due diligence re the number of OMA enablers and implementations that have tested the WSP and W-HTTP based stacks defined in OMA Browser Protocol Stack V2.1, or the preceding specs for the reasons given above, and looks at the number of problems raised and whether they are resolved satisfactorily to recommend approval if they are satisfied nothing is outstanding; and from the submitters perspective there are no outstanding CRs or PRs against the Browser Protocol Stack V2.1 enabler.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

BAC is asked to review this document and the proposal. 

BAC is asked to recommend indirect evidential testing results be used to justify the OMA Browser Protocol Stack V2.1 interoperability.

Given BAC’s understanding that there are no outstanding PRs or CRs against the Browser Protocol Stack V2.1 BAC recommends IOP and REL seek approval of the OMA Browser Protocol Stack V2.1 as soon as possible.
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