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1 Reason for Change

This contribution provides the resolution of the following CONR comment:
	C057
	2010.08.27
	T
	5.2.2.1, 

5.2.5.1, 8.2.18
	Source: Telecom Italia
Form: doc #098
Comment: the User-Id was inserted for the authentication purpose but it is better to leave this information at protocol layer (and not at application layer) also to have more flexibility in the authentication mode to be used. 

This decision impacts on the section related to the Http Bindings.
Proposed Change: see the related CR for the resolution proposal
	Status: OPEN / CLOSED

<provide response>


2 Impact on Backward Compatibility

None 
3 Impact on Other Specifications

None 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to review the contribution and to agree to integrate the consolidated version into the TS and close the related CONR comment.
6 Detailed Change Proposal

Change 1:  Delete User-ID from the message SearchRequest and from the data structure section
5.2.2.1 SearchRequest

	Information Element
	XML Type
	Cardinality
	Type
	Description

	SearchRequest
	E
	1
	
	Indicate the name of the message.

	Query-word
	A
	1
	Structure
	Structure specifying requested search content (e.g. Keywords, Free Text, Multimedia)

Editor Note: The structure will be defined later consisting different search input allowed.

	
	
	
	
	

	Domain-Name
	A
	0…1
	String
	This element specifies the search domain of the search request.

Editor Note: List of Standard Search-Domain name is yet to be specified

	Filtration-Criteria
	E1
	0…1
	Structure
	Structure specifying the filtration criteria for this particular request.

Editor Note: Structure will be specified later.

	Client-ID
	
	1
	String
	See the description in section 5.1

	Target-client-ID
	
	Optional
	String
	The parameter specifying the ID for the MSF-Client who should be receiving the results.

	RecommendationAl
	
	0…N
	String
	List of recommendation algorithm(s) (one or more) to be applied while computing Recommendation


Table 3 Information elements in SearchRequest message

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Change 2:  Add a new text related to the authentication on 6.1 MSF-Client Functionalities
6.1 MSF-Client Functionalities

When sending requests on MSF-1 interface, MSF-Client MAY insert user authentication and authorization information. If challenged by MSAS, it SHALL insert user authentication and authorization information in the request.
Change 3:  Add a new text related to the authentication on 6.2 MSAS Functionalities

6.2 MSAS Functionalities

When receiving requests on MSF-1 interface, MSAS MAY require user authentication and authorization information and challenge the MSF-Client.
Change 4:  Add a new subsection on 7.1 HTTP Binding 
7.1.1.3 HTTP Authentication 

The MSF-Client and MSAS SHALL support HTTP Digest Authentication mechanisms (HTTP1.1 [RFC2617]) on MSF-1 interface.
Change 5:  add a new data structure in section 8
7.1.2 MSF-1 Interface Message Bindings
The table below gives an overview of how MSF-1 interface messages are bound to the HTTP based protocol stack.
The MSF-1 interface messages MAY include HTTP Digest Authentication information.
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