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1 Reason for Change

This CR proposes MobAd Delivery – Transport binding details for the MobAd Core TS document.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is requested to review this contribution, for inclusion into the MobAd Core TS spec.

6 Detailed Change Proposal

8. Ad Delivery – Transport bindings

The Ad delivery mechanism of MobAd Enabler can be implemented to run on top of HTTP1.1 [RFC2616], as described in section 8.1 or on top of Broadcast, as described in section 8.2.

8.1 Point-to-Point Mode

8.1.1 PUSH

The MobAd Server SHOULD support either the Push Access Protocol (PAP) [PUSH-PAP] or the Push-OTA protocol [PUSH-OTA] for point-to-point Content Push via the MobAd-3 interface, and point-to-point system message Push via the Delv-1 interface.

For Push messages destined to Ad Engine, the MobAd Server SHALL include the Push Application ID header – “X-Wap-Application-Id: x-wap-application:mobad.ua” and the following mime types used for various Push protocols.
	S. No
	Push Protocol
	MIME content type

	1
	Push Access Protocol(PAP)
	application/vnd.oma.mobad

	2
	Push Over The Air protocol(Push-OTA)
	application/vnd.oma.mobadc


Table 1: Ad content mime types for different PUSH mechanisms
The Push Client on the terminal MUST use the X-Wap-Application-Id value to route the push request to the intended application, i.e. Ad Engine in this case.
8.1.2 PULL
8.1.2.1 MobAd Server-Client Interfaces
MobAd Client-Server interface SHALL support Hypertext Transfer Protocol version 1.1 (HTTP1.1 [RFC2616]) for Delv-1 and MobAd-3 interfaces.

MobAd Server and MobAd Client SHALL support Delv-1 and MobAd-3 interface messages formatted as entity-bodies with the application/vnd.oma.mobad media type. The application/vnd.oma.mobad media type is used when a single MobAd interface message is included in the HTTP request/response.

MobAd Server and MobAd Client SHALL support Delv-1 and MobAd-3 interface messages formatted as entity-bodies with the multipart/related media type. The multipart/related media type is used when MobAd interface messages are delivered as several inter-related body parts in a single HTTP request/response. 

MobAd Server and MobAd Client SHALL support Delv-1 and MobAd-3 interface messages formatted as entity-bodies with the multipart/mixed media type. The multipart/mixed media type is used when multiple MobAd interface messages are concatenated in a single HTTP request/response.
MobAd Client (i.e. Ad Engine) SHALL send all MobAd-3 interface messages as HTTP POST method requests, including:

· the MobAd Server address in the request line, per the applicable connection profile for the MobAd-3 interface

· the Host request-header set to the hostname or IP address of the MobAd Server, per the applicable connection profile for the MobAd-3 interface

· the User-Agent request-header set to identify the host device (e.g. “vendor-model/version”), and the name and version of the MobAd Client(i.e. Ad Engine) as user agent initiating the request

· the Accept request-header with value “application/vnd.oma.mobad, multipart/related, multipart/mixed”

· the Accept-Charset request-header with value per the supported HTTP supported content types character sets(e.g. UTF8) 
· the Accept-Encoding request-header with value per the supported HTTP compression encodings, i.e. deflate and / or gzip
· the Accept-Language request-header with value per the supported HTTP supported languages(e.g. en, *)
· the Accept-MsgSize is the maximum message size that terminal can handle.
· the X-Wap-Profile request-header set to the URI of the User Agent Profile for the host device

· the Content-Length entity-header set to the length of the entity-body

· the Content-Type entity-header with value “application/vnd.oma.mobad”, “multipart/related”, or “multipart/mixed”, as applicable 

· the MobAd-3 message(s) as message-body
All above headers are OPTIONAL, and if any of these headers are not present in the response to the request, the MobAd Server MUST assume their default values.

MobAd Server (i.e. Ad Server) SHALL send all MobAd-3 interface message sent as responses to earlier MobAd Client(i.e. Ad Engine) messages as the entity-body of HTTP 200 OK responses, including:

· Status-Line header reflects the outcome of the HTTP POST request

· the ETag entity-header set to a unique value within the scope of the MobAd Server

· the Content-Encoding entity-header set to the type of HTTP compression applied, if any
· the Content-Length entity-header set to the length of the entity-body

· the Content-Type entity-header with value “application/vnd.oma.mobad”, “multipart/related”, or “multipart/mixed”, as applicable

· the MobAd-3 message(s) as message-body

When there is no MobAd message to send in response to a MobAd Client request, the MobAd Server SHALL send a 204 No Content response. Other allowed status codes, reflecting the outcome of the HTTP POST request, are defined in [RFC2616]. The Status-Line header MUST be included in the response to reflect the outcome of the HTTP POST submission.

[Editor’s Note: Error codes to be finalised after the functionalities are defined]
In addition, MobAd Server (i.e. Ad Server) SHALL send HTTP PUSH messages over Delv-1 interface for any notifications.

8.1.2.2 Messages and Information Elements (IEs)
The table below gives an overview of how MobAd message requests/responses over different interfaces are bound to the HTTP based protocol stack.
	Message
	Implementation
	Direction

	HTTP POST
	Mandatory
	Ad Engine ( Ad Server 

	Response to HTTP POST
	Mandatory
	Ad Engine (Ad Server

	HTTP GET (for message PULL)
	Mandatory
	Ad Engine ( Ad Server

	Response to HTTP GET
	Mandatory
	Ad Engine (Ad Server


Table 2: Message directions for HTTP GET/POST and request/responses between MobAd Client and MobAd Server
	Information Element
	Req
	Type
	Description

	Method
	Mandatory
	See [Error! Reference source not found.]
	POST

	Request-URI
	Mandatory
	See [RFC2616]
	MobAd Server address, per the applicable connection profile for the MobAd-3 interface

	Host request-header
	Mandatory
	See [RFC2616]
	the hostname or IP address of the MobAd Server, per the applicable connection profile for the MobAd-3 interface

	User-Agent request-header
	Mandatory
	See [RFC2616]
	set to identify the host device (e.g. “vendor-model/version”), and the name and version of the Ad Engine as user agent initiating the request

	Accept request-header
	Mandatory
	See [RFC2616]
	MIME media type of supported responses, i.e. “application/vnd.oma.mobad, multipart/related, multipart/mixed”.

	Accept-Charset request-header
	Conditional
	See [RFC2616]
	List of supported content types character sets

	Accept-Encoding request-header
	Conditional
	See [RFC2616]
	Present if HTTP compression is supported. Set to the supported encodings, i.e. deflate and/or gzip

	Accept-Language request-header
	Conditional
	See [RFC2616]
	List of supported languages

	Accept-MsgSize
	Conditional
	See [RFC2616]
	Maximum size of a push message that the terminal can handle

	X-Wap-Profile request-header
	Mandatory
	See [Error! Reference source not found.]
	URI of the User Agent Profile for the host device

	Content-Length entity-header
	Mandatory
	See [RFC2616]
	set to the length of the entity-body

	Content-Type entity-header
	Mandatory
	See [RFC2616]
	MIME media type of the entity-body, one of “application/vnd.oma.mobad”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	Mandatory
	TBD
	MobAd-3 or Delv-1 message(s)


Table 3: Content of initial HTTP POST request

	Information Element
	Req
	Type
	Description

	Status-Line
	Mandatory
	See [RFC2616]
	200 OK or 204 ‘No Content’ or HTTP error code upon HTTP Layer error

	ETag entity-header
	Mandatory
	See [RFC2616]
	A response header including an entity tag value uniquely identifying (in the scope of this MobAd Server) the content file variant included in the message body

	Content-Encoding entity-header
	Mandatory
	See [RFC2616]
	set to the type of HTTP compression applied, if any

	Content-Length entity-header
	Mandatory
	See [RFC2616]
	set to the length of the entity-body

	Content-Type entity-header
	Mandatory
	See [RFC2616]
	MIME media type of the entity-body, one of “application/vnd.oma.mobad”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	Mandatory
	TBD
	MobAd-3 message(s)


Table 4: Response to the HTTP POST request
8.1.3 DCD Adaptation

MobAd entities operating over the OMA DCD enabler SHALL comply with [MOBAD-TS-DCD] in addition to this specification.

8.2 Broadcast Mode

8.2.1 CBS

 [Editor’s Note: Is CBS Adaptation needed for MobAd?]
8.2.2 BCAST

MobAd entities operating over the OMA BCAST enabler SHALL comply with [MOBAD-TS-BCAST] in addition to this specification.
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