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5 Reason for Change

This CR proposes initial text for a new section describing addition Ad Server operations, functions and expected behaviour.
6 Impact on Backward Compatibility

None.
7 Impact on Other Specifications

None.
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

The group is requested to review this contribution, for inclusion into the MobAd AD document.
10 Detailed Change Proposal

Change 1:  Add the new section 5.2. Ad Server Operations, Functions and Behaviours
5.2 Ad Server Operations, Functions and Behaviors
The purpose of the Ad Server is mainly to distribute Ads to Users. It does not do it directly, but through either SP Apps or through Ad Engines. These 2 entities request it for ads, passing along contextual information to enhance its Ad Selection functions. From them, the Ad Server obtains Ad Metrics to know what they and the Users did with the provided Ads. The Ad Server has also support functions to configure Ad Engines with MobAd Rules and manage (delete/update) ads stored on them.
The Ad Server communicates with both SP App(s) residing in the Service Provider network and with Ad Engine(s) deployed on devices.  This specification does not provide standardized interfaces and messages between the Ad Server and Ad App(s). Exchanges between the Ad Server and Ad App(s) occur via the Ad Engine, or via out of band means which are out of scope of this specification.
An Ad Server implementation may provide an interface to a Service Provider authority for the purpose of configuring the MobAd services. This is out of scope of this version of the specification.

An Ad Server implementation may communicate with other entities such as Ad-Networks and Advertisers among others for the purposes of requesting, receiving and/or storing Ads and campaigns. This is a deployment choice and is out of scope of this specification. 
The Users identity SHALL be kept confidential within the SP domain. In the case the principal identity was provided to the Ad Server (e.g. by an SA App, Ad Engine, Ad App, other network resources) , it SHALL be anonymized by the Ad Server if information regarding that principal is sent to an external entity (e.g. Advertiser, Ad Network etc).

5.2.1 Ad Server specific functions

5.2.2.1  Ad Selection, contextualization and personalization

Upon reception of an AdRequest the Ad Server SHALL perform an Ad Selection. The ad selection process compares information provided in the AdRequest with information available at the Ad Server. The Ad Selection process makes use of the following information:

· AdRequest parameters

· Ad Metadata

· Contextualization and personalization resources that could be available in the SP network (e.g. location, presence, XDM, user preference database, etc)

· Rules and Policies

In the case the Ad Server is able to return an Ad that matches the ContextualData of the AdRequest, in which a ContextualData Identifier was provided, the Ad Server SHALL return the Ad (or reference to it) with the ContextualDataID. Editor’s note: TBD if other Contextkeywords are also provided based on the result of discussion of related CR.
In the case the Ad Server is not able to return an Ad that matches the Contextualdata of the AdRequest, in which a ContextualData Identifier was provided, the Ad Server SHALL return the Ad (or reference to it) without the ContextualDataID and with other parameters qualifying the Ad (e.g. contextualKeywords, Location, AdValidity, etc)
In the push case, the Ad Server SHALL provide contextual data along with the Ad.
Upon reception of an AdRequest message that includes an AdUrgency parameter, the AdServer SHALL return an Ad as soon as possible to the source of the request. The expectation from the Ad Server is that it may not contextualize or personalize the Ad selection and may return a less targeted ad in the response. The Ad Server may perform a certain level of personalization or contextualization (e.g. when such data do not request a lot of processing). The expectation from the requestor is that this ad will be presented to the User immediately.
Editor’s note: this text should be consistent with the AdUrgency text in the AdEngine and SP App section and may be updated with the notion of default Ad if related CR are agreed.
In the case the Ad Server is not able to return an Ad that matches parameters of the AdRequest and/or Contextualization and personalization data relevant for that requestor, the Ad Server may return a default Ad (Editor’s note: it is TBD how to indicate a default Ad and this text is pending agreement on related CR) or an indication for no Ad.
5.2.1.2 Delete and Replace Ads

In some rare cases, the Ad Server can request an Ad or campaign provided in a previous message to be deleted and/or replaced by another Ad or campaign. This may be triggered by an Advertiser or Ad-Network request or per internal functions of the Ad Server. The trigger for the deletion and replacement of ads is out of scope of this specification.

The Ad Server may use the pull AdResponse messages toward the Ad Engine and SP App to convey this delete and replace request or may use the pushAdmessage toward the Ad Engine for that purpose.

 Editor’s note: it is TBD if notification for Ad cancelation is still needed if the related parameter is included in the PushAdmessage
5.2.1.3 Metrics data
Editor’s note: some text are needed to describe how the event codes/interactivity actions should be shared/common between the AdApp/AdEngine/SPApp and Ad Server
The Ad Server can receive metrics data from various sources that include Ad Engine(s), and Sp App(s). The frequency of reporting metrics reports depends on SP Policies.
The Ad Server receives metrics reports organized on a per Application basis (SP App metric report, Ad Engine metrics reports is structured per Ad App). This may be directly used by the Ad Server to aggregate the metrics over time for each application, in order to provide that report to each application developer. The function of providing an aggregated metrics report to external entities such as application developers is out of scope of the specification.

The Ad Server should be able to aggregate the metrics data from the various sources and to create a metrics report organized on a per Ad basis. This may be used by the Ad Server to provide that report to the Ad-Network or Advertisers. This function of providing an aggregated metrics report to external entities such as Advertiser or Ad-Networks is out of scope of the specification.

Editor’s note: additional text may be needed if group decide to include Ad Server notification for metric reporting, per AdID, per AppID or general metric report.
Upon reception of an Ad Metric report that indicates that the metrics data were incorrect, the Ad Server may perform additional metrics validation based on information contained in the metric report, data known at the Ad Server side.
Upon reception of an Ad Metric report that indicates that the metrics data were not validated, the Ad Server may or may not perform additional metrics validation based on information contained in the metric report (i.e. not validated as Ad App has a trustworthiness status), information and rules known at the Ad Server.
The algorithms used by an Ad Server for the aggregation and validation steps are out of scope of the MobAd core TS.

5.2.1.3 Delivery method
For various Ad Server related activities such as Ad(s)/Ad(s) Metadata delivery, sending rules and notification, the specification defines possible mechanisms mentioned below:

· Pull - HTTP 1.1 [RFC2616] support by the Ad Server
· Push – one of WAP Push, OMA DCD, optional

· Broadcast – optional support of OMA BCAST
5.2.2      Ad Server functions toward Ad Engine.

Editor’s note: Here goes the text of contribution 308 or agreed revision.
5.2.3     Ad Server functions toward SP App(s)

5.2.3.1 Selecting and Delivering Ad(s) or Ad Reference(s) to the SP App
The Ad Server SHALL be able to select and deliver Ad(s) or reference(s) to Ads based upon the receipt of an SPAppAdRequest message from a SP App

5.2.3.2 Receiving Ad Metrics Data from the SP App

The Ad Server SHALL be able to receive the Ad Metrics Data from the SP App. 

Upon receiving the Ad Metrics Data from the SP App, the Ad Server MAY perform further aggregation and validation of collected Ad Metrics data with data (e.g. source ID, time-stamp) known to the Ad Server.

5.2.2.3 Delivering Rules and Policies
The SP rules and policies are provided by out of band means by the Ad Server to the SP App.
Editor’s note: The SP App is currently not performing RuleRequest function. The group to discuss the need for the SP App to support rule request/response  
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