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1 Reason for Change

Currently in the MBA spec, it is indicated (in several places) that the mechanism for delivering Ad Metadata/Contextual Data from the Ad Server to the BSD/A as ‘Service’ or ‘Content fragment, over BCAST-2, is FFS.  The reason being BCAST-2/SG-2 is undefined in the BCAST Service Guide TS.  This CR proposes a solution by emulating the method specified in the BCAST Service Guide TS for the delivery of SG fragments from BSM to BSD/A over the BCAST-4/SG-4 interface.  In addition, details of the mapping between parameters of the Delv-1 ‘AdServerPushAds’ message and the <TargetUserProfile> and/or <BroadcastArea> elements of the Service Guide are described.  The proposed solution should be appropriate because, similar to BCAST-4/SG-4, BCAST-2/SG-2 is a server-to-server TCP/IP interface that should make no assumption on the security aspects of such interface.  Upon adopting this proposal (or similar solution), we can remove the several instances of related Editor’s Notes.  Also, the overall MBA architecture diagram should be revised to show the relevant role of the SG-2 component of BCAST-2.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree on this contribution for incorporation into the MobAd over BCAST TS.
6 Detailed Change Proposal

Change 1:  Proposed changes to Sec. 6.3
6.3 Delivery of Ad Metadata and Contextual Data (for filtering purposes)

The Ad Server SHALL send to the BSD/A, via BCAST-2/SG-2, Ad Metadata and Contextual Data to be carried in the associated containers in the BCAST Service Guide.  
Ad Metadata and Contextual data transmitted from the BSD/A and intended for the BCAST Client SHALL be carried in the ‘Service’ and/or ‘Content’ fragment of the BCAST Service Guide ([BCAST11-SG]), in the form of  <TargetUserProfile> and/or <BroadcastArea>.  
6.3.1
Protocol Stacks

The following protocol stack SHALL be used for exchanging Service Guide (SG) delivery messages between the Ad Server and the BSD/A over BCAST-2/SG-2.  HTTP, or HTTPS based on TLS 1.1 [RFC4346], over TCP/IP SHALL be used for the delivery of these messages.
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Messages to and from BSD/A or Ad Server are transported using HTTP by placing both the requests and responses addressed to BSD/A or Ad Server in the payload of the HTTP messages. The requests SHOULD be transported using HTTP POST and the responses SHOULD be transported using the HTTP responses corresponding to the HTTP POST requests.  The syntax for the requests SHOULD be as follows:

· POST <host>/oma/bcast1.1/sg HTTP/1.1\r\n<request>

where the <host> denotes the part of the URI representing the address of the host and the <request> denotes the XML element providing the request parameters.
Both the HTTP POST message and the corresponding HTTP response MAY also contain the following HTTP header fields:

· ‘Content-Length’,

· ‘Content-Type’ which if used SHALL be set to “text/xml” and

· ‘Host’ in case the ‘Request-URI’ is not in the absolute form specified in [RFC 2616].
6.3.2
Service Guide content delivery

This section specifies the delivery message for the ‘Service’ and/or ‘Content’ SG fragments from the Ad Server to the BSD/A over the BCAST-2/SG-2 interface.
6.3.2.1
Service Guide Delivery Message 

The following is the SG delivery message sent from Ad Server to BSD/A over the interface BCAST-2/SG-2.
	Name
	Type
	Cardinality
	Description
	Data Type

	SGDelivery
	E
	
	Specifies the delivery message of BCAST Service Guide data, namely the ‘Service’ and/or ‘Content’ fragments, over interface BCAST-2/SG-2.  This data is in turn used by the BSD/A to generate the Service Guide. 

Contains the following element:

SGData
	

	SGData
	E1
	1..N
	Contains source information to be included in the Service Guide. This information SHALL be delivered in the form of the BCAST Service Guide’s ‘Service’ or ‘Content’ fragment.

Contains the following attributes:

id

transportID

version

validFrom

validTo

encoding

type

Contains the following element:

Body
	

	id
	A
	0..1
	Identifier of the data enclosed in element ‘Body’. See also the description of the ‘id’ attribute in the ‘SGDeliveryRes’ message. 
	anyURI

	transportID
	A
	0..1
	Transport identifier of the data enclosed in element ‘Body’.
	unsignedLong

	version
	A
	1
	Version of the data enclosed in element ‘Body’.
	unsignedInt

	validFrom
	A 
	1
	Start time of the validity of the data enclosed in element ‘Body’.
	unsignedInt

	validTo
	A
	1
	End time of the validity of the data enclosed in element ‘Body’.
	unsignedInt

	encoding
	A
	1
	Fragment encoding type of the data enclosed in element ‘Body’. 


0 – XML encoded OMA BCAST Service Guide fragment 
1 –127 Reserved for future use

128-255 Reserved for proprietary use
	unsignedByte

	type
	A
	0..1
	Fragment type of the data enclosed in element ‘Body’. This SHALL be present and set to one of the values listed below if the ‘Body’ contains a Service Guide XML fragment and the value of ‘encoding’ is set to ‘0’.

0 – Service Fragment

2 – Content Fragment
	unsignedByte

	Body
	E2
	1
	Contains the delivered Service Guide data. The value SHALL be an instance of ‘Service’ or ‘Content’ element as specified in 5.1.2.1 and 5.1.2.3 of [BCAST11-SG].
	complexType


6.3.2.2
Response Message

The following is the message returned from BSD/A to Ad Server in response to the ‘SGDelivery’ request message, and delivered over interface BCAST-2/SG-2.

	Name
	Type
	Cardinality
	Description
	Data Type

	SGDeliveryRes
	E
	
	Specifies the response message to be used in the response to ‘SGDelivery’ HTTP request.

Contains the following elements:

SGDataResult
	

	SGDataResult
	E1
	0..N
	Represents the status for each of the ‘SGData’ elements of the corresponding HTTP request. If there is more than one ‘SGData’ element present in the HTTP request, these elements SHALL correspond to the ‘SGData’ elements of the HTTP request in the same order as in the HTTP request.

Contains the following attributes:

id

statusCode
	

	id
	A
	1
	Identifier of the Service Guide data contained in the ‘SGData’ element of the HTTP request. The assignment of this identifier is performed based on two possible cases as follows:

CASE 1: The value of the ‘id’ attribute in the ‘SGData’ element of the ‘SGDelivery’ HTTP request equals ‘oma-bcast-unknown’. In this case the identifier of the fragment SHALL be assigned by the BSD/A and the value of the identifier SHALL be set as the value of the ‘id’ in this response.

CASE 2:  The value of the ‘id’ attribute in the ‘SGData’ element of the HTTP request does not equal ‘oma-bcast-unknown’. In this case the identifier of the fragment SHALL be interpreted as the value assigned by the Ad Server in the HTTP request and the BSD/A SHALL simply copy the value of the ‘id’ attribute of the request into the ‘id’ attribute of the response.

The Ad Server SHALL use this returned identifier in any future ‘SGDelivery’ HTTP requests representing updates on the information in the ‘SGData’ element of concern.
	anyURI

	statusCode
	A
	1
	Indicates the outcome of the processing of the ‘SGData’ element with matching value of ‘id’ attribute. The value SHALL be set as specified in [BCAST11-Services] for global status codes.
	unsignedByte 


6.3.2.3
Mapping to Modified ‘AdServerPushAds’ Message
This section specifies the mapping of relevant parameters in the ‘AdServerPushAds’ message defined in Section 6.5.2.1 of the Core TS to those in the ‘Service’ and/or ‘Content’ fragments of the BCAST Service Guide as carried in the ‘Body’ E2 element of the Service Guide Delivery Message.
	Parameter in ‘AdServerPushAds’ message
	Applicable to ‘Body’ in Service Guide Delivery Message?
	Mapped parameter(s)

	AdServerID
	No
	

	PushProvidedAd
	Yes (AdID)
	

	AdID
	Yes
	<globalContentID>  in Content fragment

	Outdated-AdID
	No
	

	AdAppID
	No
	

	AdUnit
	No
	

	ContextualData
	Yes (ContextKeyword)
	‘ContextKeyword’ which are user preference or profile related are mapped to <TargetUserProfile> (in the Service and/or Content fragments) and SHALL be specified in terms of ‘attributeName’ and ‘attributeValue’ pairs

‘ContextKeyword’ which target a user’s location are mapped to <BroadcastArea> in the Service and/or Content fragments.  Furthermore, location-related contextual keywords SHALL be mapped to child elements of <BroadcastArea>  in one of two ways:

a) Specifying ‘TargetArea’, and which may be accompanied by ‘lev_conf’ to represent simple location  filtering rule, or
b) Specifying ‘LocationFilter’ to represent more complex location filtering rule.
Note: The presence of <TargetUserProfile> and/or <BroadcastArea> in the Service and/or Content fragments imply the following content filtering behavior by the BCAST Client:

· Presence of <TargetUserProfile> and/or <BroadcastArea> solely in the Service fragment means that these filtering data apply to all Ad Content items belonging to the Ad Service.

· Presence of <TargetUserProfile> and/or <BroadcastArea> solely in the Content fragment means that these filtering data apply to the referenced Ad Content items belonging to the Ad Service.

· Presence of <TargetUserProfile> and/or <BroadcastArea> in both the Service and Content fragments  means that these filtering data applies to all Content items belonging to the Ad Service except for those Ad Content(s) which are additionally referenced by Content fragment(s) .  The filtering data in  those Content fragment(s) apply to the referenced Ad Contents, overriding the filtering data contained in the Service fragment.

	AdContentData
	No
	

	AdUsage
	No
	


Change 2:  Proposed removal of Editor’s note in Sec. 5.1

5.1
Architecture Diagram
The following diagram represents the architecture of MobAd over BCAST adaptation (MBA).  

The interfaces between the MobAd and BCAST Enablers are shown in the following architecture diagram:
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Figure 1: Overall MobAd over BCAST Architecture 

The Ad Server SHALL operate as the Service Guide Application Source (SGAS) function of the BCAST Service Application (BSA) component in creating ‘Service’ fragment and/or ‘Content’ fragment and possibly ‘Access’ fragment (FFS) using Ad Metadata. Subsequently, it delivers the created fragments to the Service Guide Generation (SG-G) function of the BCAST Service Distribution/Adaptation (BSD/A) component. 


The Ad Server SHALL operate as the File Application (FA) function of the BCAST Service Application (BSA) in delivering Ad and Ad Metadata to the File Delivery (FD) function of the BCAST Service Distribution/Adaptation (BSD/A) component. The Ad Server SHALL provide Ad and Ad Metadata to the BCAST Server for Service Guide and Ad(s) broadcast channel creation. 
The Ad Engine SHALL act as a client of the BCAST Client to a) discover and register for the MobAd service, and b) rely upon the BCAST Client to perform selective Ad download, and provide the selected Ad contents to the Ad Engine.  To assist/control Ad selection by the BCAST Client, the Ad Engine SHALL provide, as it deems appropriate, Ad filtering data to the BCAST Client that SHALL overwrite equivalent filtering data, or complement similar filtering data, known to the BCAST Client.  Subsequently, the BCAST Client SHALL employ the appropriate Ad filtering data to selectively download broadcast Ad contents delivered over the broadcast channel, and pass those Ad contents to the Ad Engine.  

Ad Metadata and Contextual Data transmitted from the BCAST Server and intended for the BCAST Client SHALL be carried in the Service and/or Content fragment of the BCAST Service Guide ([BCAST11-SG]), in the form of  <TargetUserProfile> and/or <BroadcastArea>.  

Ad Metadata and Contextual Data provided by the BCAST Service Guide are compared to the Ad filtering data known by the BCAST Client (i.e. those locally accessible to BCAST Client, or provided by the Ad Engine) to filter out irrelevant Ads, by identifying relevant Ad Metadata.
Change 3:  Proposed removal of highlighted note in Sec. 5.2.2

5.2.2
BCAST-2 Interface
The BCAST-2 interface SHALL enable the Ad Server to interact with the BCAST Service Distribution / Adaptation function to provision broadcast sessions and to insert Ad(s) and the relevant Ad Metadata for BCAST filtering. 
This interface is expected to enable the Ad Server to perform the following functions:

· Establish a BCAST file delivery session 
· Submit Ad(s) to be distributed
· Provide the relevant Ad Metadata for BCAST filtering in the Service Guide 
· Terminate a BCAST file delivery session

· Provide file delivery session transmission parameters Transmission Session Identifier (TSI) and multicast IP address and port, that are sent in for the Service Guide Access fragment 
Change 4:  Proposed removal of Editor’s note in Section 6, necessary corrections, plus clarification text regarding SG-2

7. Network Side Operations

Network-side interactions between the MobAd and BCAST Enabler entities, i.e., the Ad Server and BSD/A SHALL occur over the BCAST-defined BCAST-2 reference point for the establishment, data transmission, and termination of broadcast file delivery sessions that carry Ad contents and/or Ad Metadata. 
Note:  The BCAST Service Guide TS [BCAST11-SG] does not explicitly define the SG-2 interface.  However, it is required for the Ad Server to deliver Ad Metadata/Contextual Data, along with delivery schedule and access information to the BSD/A to provide the necessary Service Guide information pertaining to the delivery of Ad contents over FD-2.  Sections 6.3 and 6.4 represent MobAd’s specification of SG-2.  In the scope of the MobAd over BCAST specification, the BSD/A SHALL support the SG-2 interface defined herein for interworking with the Ad Server.
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