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1 Reason for Contribution

This input contribution proposes a baseline for MobSocNet architecture, based on the draft proposed in MSN Whitepaper and on the related feedback received from ARC group in Budapest.

2 Summary of Contribution

The contribution proposes a reference architecture for MobSocNet enabler, including the description of interfaces and components.
3 Detailed Proposal

8. Architectural Model

6.1. Dependencies

The MobSocNet Enabler has the following dependencies to other OMA Enablers:

· The OMA Push Enabler as described in [OMAPUSH] and [OMAPUSH-PAP]
;

In addition, deployments of the MobSocNet Enabler can use other OMA Enablers, such as:

The XXX Enabler as described in [OMA-XXX-AD].

6.2. Architectural Diagram

The following diagram illustrates the Functional Components and Interfaces of the MobSocNet Enabler. 
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Figure 2: Mobile Social Network reference model

6.3. Functional Components and Interfaces definition

The MobSocNet Enabler consists of mandatory components (MSN Server and MSN Client) and interfaces exposed by those components. All other depicted components and interfaces are not specified in this document, but are shown for a better understanding of the interactions with the MobSocNet Enabler. 

Both MSN Server and MSN Client are mandatory functional components of the MobSocNet Enabler. 
6.3.1. MobSocNet Enabler Functional Components

6.3.1.1. MSN Server

The MSN Server is a MobSocNet Enabler component resident in the network (outside the device) and is the entry point to the enabler for all the requests coming from an MSN Client. It represents the central node of an OMA Compliant SN that federates with other OMA Compliant SNs. It also exposes Network APIs to 3rd party applications (MSN Enabled Applications) through the MSN-2 interface.

The MSN Server exposes MSN-1, MSN-2 and MSN-3. It uses MSN-5 exposed by MSN Client and MSN-3 exposed by other MSN Servers for federation.

When using the MSN-5 interface, the MSN Server acts as Push Initiator when using OMA-PAP or as Push Server when using PUSH-OTA.

The MSN Server can be logically decomposed in two high level internal functions as follows:

· Core function; 

· Gateway function.

Note: the grouping of the high level functions above is an illustrative example and not normative.

6.3.1.1.1. Core function

The Core function is the main functionality of the MSN Server responsible for providing mobile social network service to the end user. As user social data centre, it provides management features for user accounts and user activity & follow-up actions (including content management), and the related access to this data to third party applications based on user permissions. It provides native federation features with other MSN Servers, allowing “local” users to interact with users on other OMA Compliant SNs.

The Core Functionality can further provide user profile management, social relationship management, and the like, although these features are out-of-scope of this enabler.

6.3.1.1.2. Gateway function

The Gateway function is an optional functionality responsible for interacting with External SNs. It enables users to interconnect with external SNs on which they already have an account (e.g. Facebook, Twitter) using the proprietary interfaces of such networks. 

The Gateway function supports inbound interactions to aggregate activities and media from External networks, and outbound interactions for the ability of cross-posting activities and/or media to multiple External SNs. In this sense the Gateway function implements the required protocol & data format translation capabilities in relation with the supported External SNs. It also provides the related management features so that users can associate their “local” account with their account on External SNs.

For these reasons there is no common interface with such External SNs identified in this enabler (the interface varies across the specific External SNs), which is thus out-of-scope. Nevertheless, the Gateway function itself is defined in the MobSocNet Enabler and is optional.

6.3.1.2. MSN Client

The MSN Client is a MobSocNet Enabler component resident on the device, which enables the user to connect to the MSN Server of an OMA Compliant SN and interact with users on the same or other OMA Compliant SNs, or on External SNs (if the Gateway function is provided by the MSN Server).

It has the responsibility for interacting bidirectionally with MSN Server to exchange social network service information, by using MSN-1 interface and by exposing MSN-5 interface to receive push notifications. It also exposes Device APIs to 3rd party device applications (Mobile Enabled Device Applications) through the MSN-4 interface.

The MSN Client exposes MSN-4 and MSN-5 and uses MSN-1 exposed by the MSN Server.

6.3.2. Entities External to the MobSocNet Enabler (Informative)

6.3.2.1. MSN Enabled Applications

MSN Enabled Applications represent 3rd party applications using the MSN Network APIs exposed by an MSN Server.

6.3.2.2. MSN Enabled Device Applications

MSN Enabled Device Applications represent 3rd party applications residing on the device using the MSN Device APIs exposed locally by the MSN Client.

6.3.2.3. Other MSN Server

Other MSN Server represents an MSN Server entity belonging to another OMA-Compliant SN.

6.3.2.4. External Social Networks

See definition.

6.3.3. Interfaces definition

6.3.3.1. MSN-1

This interface is exposed by the MSN Server and is used by the MSN Client to interact with the OMA Compliant SN.

The supported functions of this interface include:

· User account management,

· User authentication,

· User authorization to 3rd party applications to access data,

· User activity & follow-up actions management

6.3.3.2. MSN-2

This interface is exposed by the MSN Server to the network-side MSN Enabled Applications. As such, MSN-2 represents a Network API.

Editor’s note: Need to mention how access to this API is controlled

6.3.3.3. MSN-3

This interface is exposed by the MSN Server to other MSN Servers for realizing the federation between OMA Compliant SNs. It enables the activity, follow-up actions and media exchange between two different OMA Compliant SNs.

As such, this interface is both exposed, and used, by MSN Servers.
6.3.3.4. MSN-4

This interface is exposed by the MSN Client to MSN Enabled Device Applications running on the device, according to their specific needs and permissions. As such, MSN-4 represents a Device API.

Editor’s note: Need to mention how access to this API is controlled

6.3.3.5. MSN-5

This interface is exposed by the MSN Client and is used by the MSN Server to push notification/information (e.g. content, user activities, follow-up actions) to the MSN Client and through it to MSN Enabled Device Applications.

MSN-5 relies on Push-OTA protocol [PUSH-OTA] as underlying interface for receiving push on the MSN Client side. On the MSN Server side, MSN-5 can rely either on the Push Access Protocol (PAP) [PUSH-PAP] or on Push-OTA for point-to-point delivery.

Editor’s note: Need to define & register a Push Application ID for MSN, e.g. x-oma-application:mobsocnet.ua
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed section in the latest version of the Mobile Social Network ER document.
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