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1 Reason for Change

This contribution provides the description of the MobSocNet Functional Components and External Entities by adding some more details on section 6.3.1 and 6.3.2.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes.
6 Detailed Change Proposal

5.2.1 MobSocNet Enabler Functional Components

5.2.1.1 MSN Server

The MSN Server is a MobSocNet Enabler component resident in the network (outside the device) and is the entry point to the enabler for all the requests coming from an MSN Client. It represents the central node of an OMA Compliant SN that federates with other OMA Compliant SNs. It also exposes Network APIs to 3rd party applications (MSN Enabled Applications) through the MSN-2 interface.

The MSN Server exposes MSN-1, MSN-2 and MSN-3. It uses MSN-5 exposed by MSN Client and MSN-3 exposed by other MSN Servers for federation.

When using the MSN-5 interface, the MSN Server acts as Push Initiator when using OMA-PAP or as Push Server when using PUSH-OTA.

The core function is the main functionality of the MSN Server responsible for providing mobile social network service to the end user. As user social data centre, it provides management features for user accounts and user activity & follow-up actions (including content management), and the related access to this data to third party applications based on user permissions. It provides native federation features with other MSN Servers, allowing “local” users to interact with users on other OMA Compliant SNs.

The core Functionality can further provide user profile management, social relationship management, and the like, although these features are out-of-scope of this enabler.

The gateway function is an optional functionality responsible for interacting with External SNs. It enables users to interconnect with external SNs on which they already have an account (e.g. Facebook, Twitter) using the proprietary interfaces of such networks. 

The gateway function supports inbound interactions to aggregate activities and media from External networks, and outbound interactions for the ability of cross-posting activities and/or media to multiple External SNs. In this sense the gateway function implements the required protocol & data format translation capabilities in relation with the supported External SNs. It also provides the related management features so that users can associate their “local” account with their account on External SNs.

For these reasons there is no common interface with such External SNs identified in this enabler (the interface varies across the specific External SNs), which is thus out-of-scope. Nevertheless, the gateway function itself is defined in the MobSocNet Enabler and is optional.

5.2.1.2 MSN Client

The MSN Client is a MobSocNet Enabler component resident on the device, which enables the user to connect to the MSN Server of an OMA Compliant SN and interact with users on the same or other OMA Compliant SNs, or on External SNs (if the gateway function is provided by the MSN Server).

It has the responsibility for interacting bidirectionally with MSN Server to exchange social network service information, by using MSN-1 interface and by exposing MSN-5 interface to receive push notifications. 
It also exposes Device APIs to 3rd party device applications (Mobile Enabled Device Applications) through the MSN-4 interface in order to exchange social network service information requested by these applications. The MSN Client is responsible for providing the appropriate information to each Mobile Enabled Device Application based on the information requested by them and the authorization from the user.

The MSN Client caches information coming from Mobile Enabled Device Applications, in addition to posting it to the MSN Server, in order to make it available to any other interested Mobile Enabled Device Application on the same device, without the need to download this piece of information from the MSN Server later on.

Thus the information provided by the MSN Client to the Mobile Enabled Device Applications may come either from the MSN Server or from information locally cached. The decision on whether providing cached information or downloading it from the MSN Server is up to the MSN Client, based on policies relevant for that specific application (e.g. requested by the application itself or enforced by service provider policies).
The MSN Client exposes MSN-4 and MSN-5 and uses MSN-1 exposed by the MSN Server.

5.2.2 Entities External to the MobSocNet Enabler (Informative)

5.2.2.1 MSN Enabled Applications

MSN Enabled Applications represent 3rd party applications using the MSN Network APIs exposed by an MSN Server. 
These MSN Enabled Applications typically require some social network service information for their operation and obtain it by interacting with an MSN Server, which depending on the nature of the required information (e.g. information required is not managed by this specific MSN Server) may interact with other federated OMA-Compliant SN or External Social Network on their behalf.
5.2.2.2 MSN Enabled Device Applications

MSN Enabled Device Applications represent 3rd party applications residing on the device using the MSN Device APIs exposed locally by the MSN Client. 

These MSN Enabled Device Applications typically require some social network service information for their operation and rely on the MSN Client on the device to interact on behalf of a user with the MSN Server corresponding to that user. Thus the MSN Client relieves the various MSN Enabled Device Applications running in the same device from implementing social network-related functionalities singularly and optimizes their operation.
Examples of MSN Enabled Device Applications are described in section B.4
5.2.2.3 Other MSN Server

Other MSN Server represents a peer MSN Server entity belonging to another OMA-Compliant SN.

5.2.2.4 External Social Networks

See definition.
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