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1 Reason for Contribution

MSN-5 interface relates to Push from MSN Servers to MSN Clients, and is based on OMA Push. However, besides a generic description at architecture level, technical details of this interface are missing. 

2 Summary of Contribution

This input contribution proposes a detailed description of MSN-5 interface, and related procedures at MobSocNet components.

3 Detailed Proposal

Change 1: Add the following references to section 2.1 “Normative references”

	[OMAPUSH-PAP]
	“Push Access Protocol”, Open Mobile Alliance™, OMA-TS-PAP-V2_3, URL:http://www.openmobilealliance.org/

	[OMAPUSH-REST]
	“RESTful Network API for OMA Push. Open Mobile Alliance(. OMA-TS-REST_NetAPI_Push-V1_0, URL:http://www.openmobilealliance.org/

	[OMAPUSH-MSG]
	“Push Message”, Open Mobile Alliance™, OMA-TS-Push_Message-V2_3, URL:http://www.openmobilealliance.org/

	[OMAPUSH-SL]
	“ServiceLoading”, WAP Forum(, WAP-168-ServiceLoad-20010731-a, URL:http://www.openmobilealliance.org/


Change 2: Insert the following text in section 7.5
7.5 MSN-5
The MSN Server SHALL support either the Push Access Protocol (PAP) [OMAPUSH-PAP] (with the RESTful Network API for OMA Push [OMAPUSH-REST] as an optional PAP binding) or the Push-OTA protocol [OMAPUSH] for point-to-point delivery over the MSN-5 interface.

MSN Clients SHALL support direct and indirect Push delivery of MobSocNet messages over MSN-5 interface.

Unless otherwise specified, Push Content represents MobSocNet notifications/information messages related to e.g. content, user activities, follow-up actions and as such SHALL be represented in JSON format according to [OS-Social-Data].

Whether to use PAP or Push-OTA is a deployment choice. Among other advantages, use of PAP prevents the MSN Server from needing to implement most of the basic functions of OMA Push Proxy Gateway (PPG), e.g. the various Push-OTA protocols and target client context/capabilities awareness (as needed to select the appropriate transport bearer and protocol).  Conversely, for high-volume search services limited to Push delivery over a single specific bearer (e.g. WAP1 Push over SMS), use of Push-OTA is fairly simple and avoids dependency upon a Push Proxy Gateway (PPG).

MobSocNet messages may not be directly deliverable over connectionless bearers such as WAP Push over SMS (limited to about 512 bytes) or SIP Push via the SIP MESSAGE method (limited to about 1300 bytes), as compared to WAP Push over HTTP or SIP Push via the INVITE/MSRP method (both of which support essentially unlimited content size). The alternative to direct delivery is “indirect delivery”, which involves the delivery of a Push notification message carrying a content location URL, from which the client retrieves the response. 

When using PAP for direct MobSocNet messages delivery, the MSN Server SHALL submit the MobSocNet messages using the MIME content type “application/json”, and MAY support various target client address schemes, e.g. PLMN, USER, SIP URI, IP address, etc.

Editor’s note: There may be the need to restrict the address scheme to the ones supported by MobSocNet, or to the specific targeted  identity of the destination user.

When directly delivering MobSocNet messages via Push-OTA, the MSN Server SHALL send the MobSocNet message encapsulated into a “message/vnd.oma.push” media type as described in [OMAPUSH-MSG].

To deliver MSN-5 messages indirectly, the MSN Server SHALL use the ServiceLoading (SL) [OMAPUSH-SL] content type, via either PAP or Push-OTA as applicable, and include a URL from which the MSN Client can retrieve the actual MobSocNet message. MSN Clients SHALL support indirect delivery of MobSocNet messages, triggered by reception of ServiceLoading notifications.

Note that the “slc” MIME type for the Push SL events would be delivered as “sl” (i.e. in plain format) with headers, and the “MobSocNet messages” in their unwrapped form.
Editor’s note: FFS the exact definition of the “MobSocNet message” content (headers and body)
Push Clients in MobSocNet supporting terminals SHALL support routing of Push messages with the Push Application ID header “X-Wap-Application-Id: x-oma-application:mobsocnet.ua” to the MSN Client. If there is no Push Client in the device, the MSN Client SHALL implement the necessary Push Client functions for the supported Push-OTA protocol variants per [OMAPUSH].

Editor’s note: Need to register the “x-oma-application:mobsocnet.ua” Push Application ID for MSN with OMNA.
7.5.1 MSN-5 Interface Bindings
The table below gives an overview of how MSN-5 messages are bound to the OMA Push-OTA protocol.

	Message
	MSN Client  (( MSN Server
	HTTP Method
	Push-OTA Binding
	PAP Binding

	MSF-5: Information
	(
	
	Push Message (Information)
	Push Message (Information)

	OR

	MSF-5: Information Notification
	(
	
	ServiceLoading  (Information URL)
	Push Message (ServiceLoading  (Information URL))

	
	(
	HTTP GET
	
	

	MSF-5: Information
	(
	HTTP Response (including 200 OK of the underlying method)
	
	


Table 29: MSN-5 interface bindings to OMA Push
7.5.2 SIP Push OTA binding

In addition to the general SIP Push requirements of [OMAPUSH], the additional procedures defined below apply for MobSocNet:

· at Push Servers (i.e. either the MSN Server acting as Push Server, or the PPG via which the OMA Push enabler is leveraged for MobSocNet);

· at Push Clients (i.e. either the MSN Client acting as Push Client, or the Push Client via which the OMA Push enabler is leveraged for MobSocNet).

The Push Resource Identifier for MobSocNet SHALL be “mobsocnet.ua”. Use of this value applies in all procedures which involve setting or processing of Push Resource Identifiers.

Change 3: Insert the following subsection 8.2.X
8.2 Procedures at MSN Server
8.2.X Sending notifications to MSN Clients

The MSN Server use MSN-5 interface to deliver asynchronous  notifications/information messages to MSN Clients related to e.g. content, user activities, follow-up actions.

This notification process can be activated towards one or more users upon reception of any MSN-1 request (from an MSN Client) or MSN-3 request (from another MSN Server). In particular, this process MAY be triggered to notify local users when receiving follow-up actions (e.g. comments, replies, mentions) that relate to activities of local users, or when receiving activities performed by other users that are followed by local users.

Editor’s note: FFS to strengthen triggering of this process (e.g based on specific requests from users/applications).
When the information to be notified corresponds to an activity or follow-up action received from a local user over MSN-1, or from a remote user on MSN-3, the MSN Server SHALL perform the following steps:

· The MSN Server SHALL convert the information in JSON format according to [OS-Social-Data] unless already formatted as such.

· The MSN Server SHALL include the Push Application ID header “X-Wap-Application-Id: x-oma-application:mobsocnet.ua”.

· The MSN Server SHALL forward the information as Push Content to the MSN Client over MSN-5 according to section 7.5.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes in the latest version of the Mobile Social Network ER document.
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