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1 Reason for Change
	B099
	2012.03.28
	T
	zzz
	Source: Huawei

Form: OMA-CONR-2012-0053
Comment: 
1, missing login interface between 

   Client and server;

2, missing some server side service capablity , like opensocial service xrd;

Proposed Change:
Add above information
	Status: OPEN / CLOSED

<provide response>


This comment is regard to section 10.1.1 and interface MSN-1. 
This contribution is related with this comment but not address the whole comment. It suggests to add informative description for client handle http digest authentication process.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes.

6 Detailed Change Proposal

Change 1:  Add nonce expiration case solution
10.1.1 User authentication based on username and password

The MSN Server MAY choose to authenticate the user based on username and password mechanisms.

In particular, the MSN Client and the MSN Server SHALL support the HTTP Digest authentication mechanism for client authentication over MSN-1 interface as specified in [RFC2617] with the following clarifications:

1) The “rspauth” parameter MAY be used to provide mutual authentication;

2) The “username” parameter SHALL have the value of the URI identifying the user (see section 9.1.1.1).

NOTE:
The credentials (including the “username”, password, etc) may be derived from a variety of sources, e.g. user-provided/stored or provisioned on the device. 
An authentication failure response can be returned as HTTP 401 response, e.g. upon wrong credentials or expired nonce value.  The MSN Client MAY attempt to re-authenticate after receiving an authentication failure response.

An HTTP "403 Forbidden" error response SHALL be sent to the MSN Client after one or more authentication failure responses to a challenge. The exact number of failure responses before issuing such error depends on Service Provider policy.
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