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Reason for Change
This contribution proposes to address the following comment:

	B039
	2012.03.29
	Q
	6.3.1.2
	Source: Huawei
Form: OMA-CONR-2012-0052
Comment: Do we need to consider add PUSH function related description or requirement to MSN Client? 
Proposed Change: same as the comment.
	Status: OPENCLOSED
Response: clarifies that MSN Client acts as a Push Client if not yet present in section 6.3.1.2
Resolved by: this CR
Recorded in:



and the following editor’s notes:

In section 7.1.5:
Consider adding: In case a Push API Server is locally available on the device, MSN Client SHALL instead issue a subscription request to the local Push API Server according to [OMAWRAPI] including the subscription endpoint URL (including the URL-encoded “hub.*” parameters) as “push-accept-source” parameter

In section 7.5:
There may be the need to restrict the address scheme to the ones supported by MobSocNet, or to the specific targeted  identity of the destination user.
,
Editor’s note: FFS the exact definition of the “MobSocNet message” content (headers and body)
and
Need to register the “x-oma-application:mobsocnet.ua” Push Application ID for MSN with OMNA.

In appendix H.1:
Editor’s note: need for ABNF & OMNA registration for these headers
Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Agree the proposed changes and close the related comment(s).
Detailed Change Proposal
Add normative reference in section 2.1
	[OMAPUSH-PPG]
	“Push Proxy Gateway Service”, Open Mobile Alliance™, OMA-TS- PPGService –V2_3, URL:http://www.openmobilealliance.org/

	[OMAPUSH-WRAPI]
	“Web Runtime API (WRAPI) – Push”, Open Mobile Alliance™, OMA-TS-WRAPI_Push-V1_0, URL:http://www.openmobilealliance.org/

	[RFC5234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. January 2008,
URL:http://www.ietf.org/rfc/rfc5234.txt


Clarify MSN Client description re Push support
6.3.1.2	MSN Client
The MSN Client is a MobSocNet Enabler component resident on the device, which enables the user to connect to the MSN Server of an OMA Compliant SN and interact with users on the same or other OMA Compliant SNs, or on External SNs (if the gateway function is provided by the MSN Server).
It has the responsibility for interacting bidirectionally with MSN Server to exchange social network service information, by using MSN-1 interface exposed by the MSN Server and by exposing MSN-5 interface to receive push notifications, acting as a Push Client in case there is no Push Client in the device. 
It also exposes Device APIs to 3rd party device applications (MSN Enabled Device Applications) through the MSN-4 interface in order to exchange social network service information requested by these applications. The MSN Client is responsible for providing the appropriate information to each MSN Enabled Device Application based on the information requested by them and the authorization from the user.
The MSN Client caches information coming from MSN Enabled Device Applications, in addition to posting it to the MSN Server, in order to make it available to any other interested MSN Enabled Device Application on the same device, without the need to download this piece of information from the MSN Server later on.
Thus the information provided by the MSN Client to the Mobile Enabled Device Applications may come either from the MSN Server or from information locally cached. The decision on whether providing cached information or downloading it from the MSN Server is up to the MSN Client, based on policies relevant for that specific application (e.g. requested by the application itself or enforced by service provider policies).
Furthermore, when receiving requests from MSN Enabled Device Applications to be sent to the MSN Server, the MSN Client relies on the cache to temporarily queue information prior to send it to the MSN Server, for example to defer the request until back online (in case of server or connectivity problems) or for throttling purposes (e.g. regulate bandwidth over the air).
Remove and address editor’s note in section 7.1.5
[bookmark: _Toc325464507]7.1.5	Subscription-mode support
MSN Clients SHOULD indicate support for subscription-mode in retrieval requests (GET) over MSN-1 targeting dynamic sets of information (e.g. activities & reactions) to avoid polling of resources, which may be rate-limited by MSN Servers.
To indicate support for subscription-mode, MSN Clients SHALL insert an additional Accept: header value “text/event-stream” in such requests.

When providing responses to retrieval requests (GET) over MSN-1, MSN Servers SHOULD further indicate support for subscribing to the related information. 
To indicate support for subscription-mode in such responses, MSN Servers:
· SHALL insert at least one Link Header [RFC5988] with rel=hub indicating the URL of the endpoint where to subscribe to this information (subscription endpoint),
· SHOULD insert one Link Header with rel=self referencing the permanent URL of the information to be used as “topic” when subscribing.
In particular the subscription endpoint SHALL act as hub according to [PubSubHubbub] section 6 with the following clarifications:
· MSN Servers SHALL accept subscription requests containing no “hub.callback” parameter if such requests contain an “Accept” header with value “text/event-stream” and/or an “X-Oma-Push-Accept-Source” header as defined in Appendix H
· When issuing subscription responses, MSN Servers MAY insert additional headers as defined in Appendix H to indicate the type of Push notifications they support for this subscription. 

When indicated by an MSN Server in the response, an MSN Client SHOULD subscribe to the related information. In this case, MSN Clients SHALL act as subscriber according to [PubSubHubbub] section 6 with the following clarifications:
· When creating a subscription request, MSN Clients:
· SHALL include a “hub.topic” parameter set to the value provided in the “self” Link header. If no such link was provided by the MSN Server, the URL of the original retrieval requests SHALL be used.
· SHALL include an “Accept” header with value “text/event-stream” and/or an “X-Oma-Push-Accept-Source” header as defined in Appendix H.
Note that the inclusion of both headers may allow seamless switching of notification bearer
· SHOULD NOT include a “hub.callback” parameter
· In case a Push API Server is locally available on the device according to [OMAPUSH-WRAPI], MSN Clients SHALL issue the subscription request to the local Push API Server by including the subscription endpoint URL (containing the related “hub.*” parameters in URL-encoded format) as “push-accept-source” parameter. 
Otherwise, MSN Clients SHALL issue thea subscription request directly to the endpoint indicated in the “hub” Link header.
Editor’s note: Consider adding: In case a Push API Server is locally available on the device, MSN Client SHALL instead issue a subscription request to the local Push API Server according to [OMAWRAPI] including the subscription endpoint URL (including the URL-encoded “hub.*” parameters) as “push-accept-source” parameter
· In absence of a local Push API Server, Wwhen receiving subscription responses that contain additional headers as defined in Appendix H, MSN Clients SHALL prepare the related Push notification filters for this subscription. When a Push API Server is locally available on the device it is expected that a similar behaviour be performed by the Push API Server instead.
An example of such mechanism is shown in Appendix G.1.6.

Remove and address editor’s notes in section 7.5
7.5	MSN-5
[bookmark: _Toc304287508]The MSN Server SHALL support either the Push Access Protocol (PAP) [OMAPUSH-PAP] (with the RESTful Network API for OMA Push [OMAPUSH-REST] as an optional PAP binding) or the Push-OTA protocol [OMAPUSH] for point-to-point delivery over the MSN-5 interface.
MSN Clients SHALL support direct and indirect Push delivery of MobSocNet messages over MSN-5 interface.
Unless otherwise specified, a MobSocNet message is a Push Content that represents a MobSocNet notifications/information in the context of this enabler messages related to e.g. contentpersons, user activities, reactions and as such SHALL be represented in JSON format according to [OS-Social-Data].

Whether to use PAP or Push-OTA is a deployment choice. Among other advantages, use of PAP prevents the MSN Server from needing to implement most of the basic functions of OMA Push Proxy Gateway (PPG), e.g. the various Push-OTA protocols and target client context/capabilities awareness (as needed to select the appropriate transport bearer and protocol).  Conversely, for high-volume search services limited to Push delivery over a single specific bearer (e.g. WAP1 Push over SMS), use of Push-OTA is fairly simple and avoids dependency upon a Push Proxy Gateway (PPG).
MobSocNet messages may not be directly deliverable over connectionless bearers such as WAP Push over SMS (limited to about 512 bytes) or SIP Push via the SIP MESSAGE method (limited to about 1300 bytes), as compared to WAP Push over HTTP or SIP Push via the INVITE/MSRP method (both of which support essentially unlimited content size). The alternative to direct delivery is “indirect delivery”, which involves the delivery of a Push notification message carrying a content location URL, from which the client retrieves the response. 
When using PAP for direct MobSocNet messages delivery, the MSN Server SHALL submit the MobSocNet messages using the MIME content type “application/json”, and MAY SHALL support various at least the “URI” target client address scheme defined in [OMAPUSH-PPG] to identify users s, e.g. PLMN, USER, SIP URI, IP address, etc.according to section 9.1.1.1. Additional target address schemes ( e.g. PLMN, USER) MAY further be supported.
Editor’s note: There may be the need to restrict the address scheme to the ones supported by MobSocNet, or to the specific targeted  identity of the destination user.
When directly delivering MobSocNet messages via Push-OTA, the MSN Server SHALL send the MobSocNet message encapsulated into a “message/vnd.oma.push” media type as described in [OMAPUSH-MSG].
To deliver MSN-5 messages indirectly, the MSN Server SHALL use the ServiceLoading (SL) [OMAPUSH-SL] content type, via either PAP or Push-OTA as applicable, and include a URL from which the MSN Client can retrieve the actual MobSocNet message. MSN Clients SHALL support indirect delivery of MobSocNet messages, triggered by reception of ServiceLoading notifications.
Note that the “slc” MIME type for the Push SL events would be delivered as “sl” (i.e. in plain format) with headers, and the “MobSocNet messages” in their unwrapped form.
Editor’s note: FFS the exact definition of the “MobSocNet message” content (headers and body)
Push Clients in MobSocNet supporting terminals SHALL support routing of Push messages with the Push Application ID header “X-Wap-Application-Id: x-oma-application:mobsocnet.ua” to the MSN Client. If there is no Push Client in the device, the MSN Client SHALL implement the necessary Push Client functions for the supported Push-OTA protocol variants per [OMAPUSH].
Editor’s note: Need to register the “x-oma-application:mobsocnet.ua” Push Application ID for MSN with OMNA.
[bookmark: _Toc325464598]Define headers ABNF
H.1 Headers definition
Editor’s note: need for ABNF & OMNA registration for these headers
H.1.1 [bookmark: _Toc325464599]X-Oma-Push-Accept-Source 
This header indicates a comma-separated list of acceptable push sources (Push channels) supported by the entity inserting the header. This header is specifically used for negotiating the Push channel(s) to be used between client & server.
Each push source MUST be identified by one of the following form:
· a SMS source addresses in the format “sms:sms-recipient” where sms-recipient is as defined by [RFC5724], which indicates a support for delivery of events from a specific SMS address
· a SIP source addresses in the format “sip:user@domain”, which indicates a support for delivery of events from a specific SIP address
· the OMNA-registered URN “urn:oma:xml:push”, which indicates a support for delivery of any OMA Push message received from the supported OMA Push bearers
· other arbitrary source address values in the form of a URI, enabling the use of other eventing or messaging systems (e.g. OS-specific) or application-specific source addressing
[bookmark: _Toc325464600]
The ABNF [RFC5234] format is:
X-Oma-Push-Accept-Source = "X-Oma-Push-Accept-Source" ":" absolute-URI *("," absolute-URI)
; absolute-URI is as defined in [RFC3986]
H.1.2 X-Oma-Push-Application-Id
This header indicates a comma-separated list of acceptable push application ids.

The ABNF [RFC5234] format is:
X-Oma-Push-Application-Id = "X-Oma-Push-Application-Id" ":" app-id *("," app-id)
; app-id is as defined in [OMAPUSH-MSG]
H.1.3 [bookmark: _Toc325464601]X-Oma-Push-Server-Address
This header indicates a comma-separated list of acceptable IP addresses or FQDNs of the servers issuing notifications. This header is specifically used for client-side configuration of filters of incoming notifications.

The ABNF [RFC5234] format is:
X-Oma-Push-Server-Address = "X-Oma-Push-Server-Address" ":" ppg-specifier *("," ppg-specifier)
; ppg-specifier is as defined in [OMAPUSH-PPG]
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