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Reason for Change
This contribution proposes to address the following comment:
R01: revised during 11/06/2012 conf call
	B034
	2012.03.27
	T
	5.6
	Source: Huawei
Form: OMA-CONR-2012-0052
Comment: MSN-NAPI-002 and MSN-NAPI-004 haven’t been fully addressed.
Proposed Change: Based on OMA ARC opinion, check whether to enhance the function in ER or modify the requirements.
	Status: OPENCLOSED
Response: wrt MSN-NAPI-002, clarifies that subscription mechanisms over MSN-1 can be applied over MSN-2. Wrt MSN-NAPI-004, it is already addressed by section 10.2
Resolved by: 
Recorded in:


Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Agree the proposed changes and close the related comment(s).
Detailed Change Proposal
Clarify NAPI-002 requirement
[bookmark: _Toc326613147]5.6 Network API Requirements
This section identifies the requirements for the Mobile Social Network Enabler related to Network APIs.
	MSN-NAPI-001
	The MobSocNet Enabler SHALL provide a Network API to third-party applications that allows them to perform activities, reactions and/or receive information/notifications with an OMA Compliant SN.
	1.0

	MSN-NAPI-002
	The MobSocNet Enabler SHALL provide a Network API to third-party applications that allows them to specify which kind of information/notifications it wants to receive and which kind of activities and/or reactions it wants to perform (see MSN-HLF-001 to MSN-HLF-004) from/towards an OMA Compliant SN.
	1.0

	MSN-NAPI-003
	The MobSocNet Enabler SHALL ensure third-party applications be authorized before interacting through the MobSocNet Network API.
	1.0

	MSN-NAPI-004
	The MobSocNet Enabler SHALL ensure that third-party applications using the MobSocNet Network API obtain user authorization for the requested interactions (see MSN-NAPI-002) with an OMA Compliant SN. 
	1.0


Clarify that subscription mode is also supported over MSN-2 Network API
[bookmark: _Toc326613165]7.2.2	Network API
MSN Servers SHALL expose a Network API over MSN-2 interface to access at least user activities and reactions.
In particular, this Network API over MSN-2 MSN Servers SHALL conform to section 7.1 with the following clarifications:
· With reference to the ActivityStreams Service, MSN Servers SHALL support retrieving activity entries and SHOULD support the creation, deletion, and update of activity entries.
· MSN Servers SHOULD further support the subscription mechanisms defined in section 7.1.5 over MSN-2 Network API with the exception that they SHALL NOT accept subscription requests containing no “hub.callback” parameter over MSN-2 interface.
· MSN Servers MAY NOT expose other functionalities of MSN-1 over MSN-2 Network API.
[bookmark: _Toc326613188]Clarify handling of subscription requests
8.2.6	Handling requests from MSN Clients and/or MSN Enabled Applications
The MSN Server SHALL authenticate the user according to one of the procedures defined in section 10.1 upon reception of a request:
· from MSN Client over MSN-1,
· from MSN Enabled Application over MSN-2 Network API,
· from MSN Enabled Application (e.g. web application) over MSN-2 OExchange endpoint.
Depending on the semantics of the request received, the MSN Server may act differently, e.g. by performing local processing (e.g. updating its internal database) and/or by issuing one or more requests on, MSN-3 or MSN-5 interfaces (e.g. an MSN Client is subscribed to receive notifications when a specific user updates her status). 
Furthermore, in case the Gateway functionality is supported by the MSN Server, the request received may trigger additional requests towards External SNs according to their own mechanisms that are out of scope of this specification. The issuing of such requests may further depend on the information related to the user’s connections with External SNs (e.g. access token and account information on the associated External SN) available at the MSN Server and may be aimed at either retrieving (inbound) or posting (outbound) information. See section 7.1.4 for more information about the Gateway functionality.
The following table illustrates a mapping between incoming requests and outgoing requests.
	Request semantics
	Incoming interface
	MSN-1Incoming request(s)
	Outgoing interface 
	Outgoing request(s)
	Notes

	Retrieving (or subscribing)a user’s feed
	MSN-1 / MSN-2 Network API
	OpenSocial ActivityStreams Service / GET

Subscription endpoint (see section 7.1.5)
	MSN-3
	See section 8.2.3
	Only applicable if target user is remote

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported

	Publishing an activity or reaction
	MSN-1 / MSN-2 Network API

MSN-2 OExchange endpoint
	OpenSocial ActivityStreams Service / POST

OExchange Offer / GET
	MSN-3
	PubSubHubbub notification 
	

	
	
	
	
	Salmon notification(s)
	Only applicable for reactions towards remote users

	
	
	
	MSN-5
	See section 8.2.7
	Applicable towards subscribed MSN Clients and/or applications

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported

	Retrieving (or subscribing) a user’s information
	MSN-1
	OpenSocial People Service / GET

Subscription endpoint (see section 7.1.5)
	MSN-3
	See section 8.2.4
	Only applicable if target user is remote

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported


In case the request needs to be forwarded to one or more recipients, the MSN Server SHALL follow the address resolution procedures defined in section 9.1.1.2.
Furthermore, when sending a request to an MSN Client or to another MSN Server that contains a reference to the originator’s address, the MSN Server SHALL insert the asserted user identity in the form of a global identifier according to section 9.1.1.1 into the corresponding field in the request. As such, it MAY override the originator’s address provided by the originator MSN Client.
Note that the MSN Server may need to transcode information between incoming and outgoing interfaces. For example, incoming requests over MSN-1 to retrieve activities of a remote user need the related response to be transcoded from Atom (received over MSN-3 after forwarding the request) into Json format (sent back over MSN-1).
When issuing the corresponding response, the MSN Server MAY specify cache control directives and/or cache validators to control expiration times and/or conditional requests by clients as per [RFC2616] section 13, and MAY further indicate support for subscription-mode according to section 7.1.5.
[bookmark: _Toc326613209]Fixed authorization introduction
10.2	Authorization
As per section 7.1, MSN-1 interface (as per section 7.1) and MSN-2 Network API (as per section 7.2.2) rely on [OS-Social-API], which is further based on [OS-Core-API]. 
As such, MSN Servers and MSN Clients SHALL conform to [OS-Core-API] section 3 except that they MAY NOT support OAuth1.0a as authorization framework.
Furthermore, MSN Servers and MSN Clients MAY support the authorization framework defined in [Autho4API_10].
In any case, MSN Servers and MSN Clients SHALL further support at least the scopes defined in section 10.2.1. Additional scope values not defined in this specification MAY also be supported.
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