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Reason for Contribution
SCRs are missing from the current MobSocNet ER
R01. As agreed during CC on 28/06/2012
Summary of Contribution
Introduces SCRs for the enabler that covers section 8 and section 7.1.1. It is acknowledged that more SCRs are needed and will be provided in a future contribution.
Detailed Proposal
Replace current (empty) sections C.3 and C.4
[bookmark: _Toc326613234]C.3 SCR for MobSocNet SNEW Client
	Item
	Function
	Reference
	Requirement

	MobSocNet SNEW-C-001-M
	Storage of pending requests in a local queue
	Section 8.1.1
	

	MobSocNet SNEW-C-002-O
	Send the queued requests in chronological order
	Section 8.1.1
	

	MobSocNet SNEW-C-003-O
	Optimize the queue to avoid conflict and/or duplication of requests
	Section 8.1.1
	

	MobSocNet SNEW-C-004-M
	Support authentication
	Section 8.1.1 and section 10.2.
	

	MobSocNet SNEW-C-005-M
	Update the local cache when receiving responses from MSNSNEW Server
	Section 8.1.2
	

	MobSocNet SNEW-C-006-M
	Forward the retrieved information to the requesting application(s) on the device
	Section 8.1.2
	

	MobSocNet SNEW-C-007-M
	Upon reception of a request from MSNSNEW Enabled Device Applications aiming at retrieving information, check the information cached locally for this information
	Section 8.1.3
	

	MobSocNet SNEW-C-008-M
	If the requested information is not present in the cache, or if such information does not match the relevant policies (e.g. deprecated information), issue the associated request to the MSNSNEW Server
	Section 8.1.3
	

	MobSocNet SNEW-C-009-M
	If the requested information is present in the cache and valid, return the related information cached locally and do not issue request to MSNSNEW Server
	Section 8.1.3
	

	MobSocNet SNEW-C-010-M
	Upon reception of a request from MSNSNEW Enabled Device Applications aiming at providing information, either in the form of a creation or an update (e.g. posting an activity), issue the request to the MSNSNEW Server and insert the related information in the local cache, or update it if already present, 
	Section 8.1.3
	

	MobSocNet SNEW-C-011-O
	When inserting information in the local cache, or updating it if already present, specify a duration of validity of this information 
	Section 8.1.3
	

	MobSocNet SNEW-C-012-M
	Upon reception of a request from MSNSNEW Enabled Device Applications aiming at deleting information, issue the request to the MSNSNEW Server and delete the related information from the local cache, if present
	Section 8.1.3
	

	MobSocNet SNEW-C-013-M
	Retrieve, create and delete accounts and relationships (People Service)
	Section 7.1 and section 7.1.1
	

	MobSocNet SNEW-C-014-M
	When deleting a person, allow any other Group-Id value than “@self” in the REST-URI-Fragment
	Section 7.1.1.1
	

	MobSocNet SNEW-C-015-O
	use PUT to update a person
	Section 7.1.1.1
	

	MobSocNet SNEW-C-016-O
	update accounts and relationships (People Service)
	Section 7.1 and section 7.1.1
	MobSocNet SNEW-C-015-O

	MobSocNet SNEW-C-017-M
	Support sending multipart/related content when creating a person
	Section 7.1.1.2 and section 7.1.3
	

	MobSocNet SNEW-C-018-M
	Be prepared to receive responses informing that the request was accepted (e.g. 202 response code) but is not yet completed and typically expect some out-of-band procedures for completion
	Section 7.1.1.3
	

	MobSocNet SNEW-C-019-M
	Support sending multipart/related content when creating an activity
	Section 7.1.2 and section 7.1.3
	

	MobSocNet SNEW-C-020-O
	Support sending search requests using parameters “filterBy”, “filterOp” and “filterValue”
	Section 7.1.1.4
	

	MobSocNet SNEW-C-021-O
	Support users joining and leaving groups as People Service
	Section 7.1.1.5
	

	MobSocNet SNEW-C-022-O
	Retrieve, create and delete groups (Groups Service)
	Section 7.1
	

	MobSocNet SNEW-C-023-O
	Update groups (Groups Service)
	Section 7.1
	MobSocNet SNEW-C-022-O
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	Item
	Function
	Reference
	Requirement

	MobSocNet SNEW-S-001-M
	Exposure of XRD descriptors 
	Section 8.2.1
	

	MobSocNet SNEW-S-002-M
	Retrieve an XRD descriptor describing how to find a user's public metadata from that user's email address or email address like identifier, performing a Webfinger query
	Section 8.2.2
	

	MobSocNet SNEW-S-003-O
	Cache the information provided in retrieved descriptors
	Section 8.2.2
	

	MobSocNet SNEW-S-004-O
	Issue conditional requests at a later stage to check for updates of retrieved descriptors
	Section 8.2.2
	

	MobSocNet SNEW-S-005-O
	Read additional content from the retrieved descriptor depending on the action requested by the MSNSNEW Client 
	Section 8.2.2
	

	MobSocNet SNEW-S-006-M
	Retrieving user activities and/or reactions at remote server and validate the retrieved feed as valid ActivityStreams Atom feed
	Section 8.2.3
	

	MobSocNet SNEW-S-007-O
	If the retrieved feed contains a hub relation link, subscribe to that feed
	Section 8.2.3
	

	MobSocNet SNEW-S-008-M
	Retrieving user information at remote server sending a request to that endpoint based on the required operation (e.g. retrieve a user profile information, retrieve user relationships, etc). 
	Section 8.2.4
	

	MobSocNet SNEW-S-009-M
	Handling requests from remote MSNSNEW Servers accordingly to table in Section 8.2.5 
	Section 8.2.5
	

	MobSocNet SNEW-S-010-M
	Handling requests from MSNSNEW Clients and/or MSNSNEW Enabled Applications accordingly to table in Section 8.2.6
	Section 8.2.6
	

	MobSocNet SNEW-S-011-M
	Authenticate the user
	Section 8.2.6
	

	MobSocNet SNEW-S-012-O
	Gateway function for interacting with External SNs
	Section 8.2.6
	

	MobSocNet SNEW-S-013-O
	Trigger additional requests towards External SNs according to their own mechanisms
	Section 8.2.6
	MobSocNet SNEW-S-012-O

	MobSocNet SNEW-S-014-M
	In case a request needs to be forwarded to one or more recipients, follow the address resolution procedures
	Section 8.2.6
	

	MobSocNet SNEW-S-015-M
	When sending a request to an MSNSNEW Client or to another MSNSNEW Server that contains a reference to the originator’s address, insert the asserted user identity in the form of a global identifier
	Section 8.2.6
	

	MobSocNet SNEW-S-016-O
	Override the originator’s address provided by the originator MSNSNEW Client
	Section 8.2.6
	

	MobSocNet SNEW-S-017-O
	Transcode information between incoming and outgoing interfaces.
	Section 8.2.6
	

	MobSocNet SNEW-S-018-O
	Specify cache control directives and/or cache validators to control expiration times and/or conditional requests
	Section 8.2.6
	

	MobSocNet SNEW-S-019-M
	Deliver asynchronous  notifications/information messages to MSNSNEW Clients, converting the information in JSON format, include the appropriate Push Application ID header, forward the information as Push Content to the MSNSNEW Client 
	Section 8.2.7
	

	MobSocNet -S-020-M
	When importing a social data package, decompress (and/or extract) the social data package descriptor
	Section 8.2.8
	

	MobSocNet -S-021-M
	Verify the social data package descriptor XRD signature, if present
	Section 8.2.8
	

	MobSocNet -S-022-O
	Check the http://www.openmobilealliance.org/mobsocnet/package/prop/version property element to understand the data formats used in the package, in case the social data package descriptor is verified
	Section 8.2.8
	

	MobSocNet -S-023-O
	Import the user data, if the package version is supported
	Section 8.2.8
	

	MobSocNet SNEW-S-0240-M
	Support receiving multipart/related content when creating a person
	Section 7.1.1.2 and section 7.1.3
	

	MobSocNet SNEW-S-025021-M
	Support receiving multipart/related content when creating an activity and/or  reaction
	Section 7.1.2 and section 7.1.3
	

	MobSocNet SNEW-S-026022-O
	include the number of “followers”, “following” and “friends” in Person objects
	Section 7.1.1.1
	

	MobSocNet SNEW-S-027023-O
	Apply restrictions and/or additional security mechanisms based on service provider policies when creating and/or deleting a user account
	Section 7.1.1.3
	

	MobSocNet SNEW-S-028024-M
	when a user requests to delete his account, upon acceptance, delete all related user information (including activities and reactions, etc) unless there are legitimate reasons to retain it
	Section 7.1.1.3
	

	MobSocNet SNEW-S-029025-O
	Support understanding parameters “filterBy”, “filterOp” and “filterValue” as search requests
	Section 7.1.1.4
	

	MobSocNet SNEW-S-030026-O
	Support at least “displayName” as search criteria
	Section 7.1.1.4
	MobSocNet SNEW-S-029025-O

	MobSocNet SNEW-S-031027-O
	Support search requests over local users
	Section 7.1.1.4
	MobSocNet SNEW-S-030026-O

	MobSocNet SNEW-S-032028-O
	Apply restrictions and/or additional security mechanisms to search requests based on service provider policies
	Section 7.1.1.4
	MobSocNet SNEW-S-031027-O

	MobSocNet SNEW-S-033029-O
	Allow users joining and leaving groups as People Service
	Section 7.1.1.5
	

	MobSocNet SNEW-S-034030-O
	Retrieve, create and delete groups (Groups Service)
	Section 7.1
	

	MobSocNet SNEW-S-035031-O
	Update groups (Groups Service)
	Section 7.1
	MobSocNet SNEW-S-034030-O
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Agree on the proposed SCRs.
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