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Reason for Contribution
SCRs are missing from the current MobSocNet ER
Summary of Contribution
Introduces SCRs for the enabler that covers section 7 (other than 7.1.1) and sections 9 & 10.
Detailed Proposal
Add the following to C1
	Item
	Feature / Application
	Requirement

	OMA-ERDEF-SNeW-C-002-O
	Client gateway functionality
	SNeW-GW-C-MCF

	OMA-ERDEF-SNeW-C-003-O
	Subscription-mode functionality
	SNeW-SUB-C-MCF


Add the following to C2
	Item
	Feature / Application
	Requirement

	OMA-ERDEF-SNeW-S-002-O
	Server gateway functionality
	SNeW-GW-S-MSF

	OMA-ERDEF-SNeW-S-003-O
	Subscription-mode functionality
	SNeW-SUB-S-MSF

	OMA-ERDEF-SNeW-S-004-O
	Social data import/export functionality
	SNeW-IE-S-MSF


Add the following scrs to sections C.3 (Client)
	Item
	Function
	Reference
	Requirement

	SNeW-C-024-M
	Retrieve, create and delete activities & reactions (ActivityStreams Service)
	Section 7.1
	

	SNeW-C-025-O
	Update activities & reactions
	Section 7.1
	

	SNeW-C-026-O
	Support abuse reporting as activity/reaction
	Section 7.1 and section 9.2.4.1
	

	SNeW-C-027-M
	Support privacy settings and target audience in activities & reactions
	Section 7.1.2 and section 9.2.3
	

	SNeW-C-028-M
	include Activity-Id in REST-URI-Fragment when deleting and updating an activity
	Section 7.1.2
	

	SNeW-C-029-M
	Retrieve, create and delete messages (Message Service)
	Section 7.1
	

	SNeW-C-030-O
	Update messages
	Section 7.1
	

	SNeW-C-031-M
	support IRIs as a valid Global-Id format
	Section 7.1
	

	SNeW-C-032-M
	Support “@following” and “@followers” as additional Group-Id values
	Section 7.1
	

	SNeW-C-033-M
	support indirect delivery of push content, triggered by reception of ServiceLoading notifications
	Section 7.5
	[OMAPUSH]:MCF AND
[OMAPUSH-SL]:MCF

	SNeW-C-034-M
	support device-internal routing of Push messages with the Push Application ID “x-oma-application:snew.ua” to the SNEW Client
	Section 7.5
	[OMAPUSH]:MCF

	SNeW-C-035-M
	If there is no Push Client in the device, implement the necessary Push Client functions for the supported Push-OTA protocol variants
	Section 7.5
	[OMAPUSH]:MCF

	SNeW-C-036-M
	[bookmark: _Toc327822141]support “snew.ua” as Push Resource Identifier for SIP Push OTA binding (when supported)
	Section 7.5
	[OMAPUSH]:MCF

	SNeW-C-037-M
	Support tel: and “acct:” URIs as user identifiers
	Section 9.1
	

	SNeW-C-038-M
	Support activities and reactions as ActivityStreams json and atom format
	Section 9.2
	

	SNeW-C-039-M
	Support activity streams base schema:
· Verbs: checkin, follow, like, share, stop-following, unlike
· Object types: application, comment, image, note, person, place, video

	Section 9.2.1
	

	SNeW-C-040-O
	represent location according to activity streams base schema extension in json, and georss-point in atom.
	Section 9.2.5
	

	SNeW-C-041-O
	Support location information in activity entries
	Section 9.2.1
	SNeW-C-040-O

	SNeW-C-042-O
	represent tags according to activity streams base schema extension in json, and category in atom.
	Section 9.2.5
	

	SNeW-C-043-O
	Support tags information in activity entries
	Section 9.2.1
	SNeW-C-042-O

	SNeW-C-044-M
	include “id” and “displayName” attributes in person information
	Section 9.3
	

	SNeW-C-045-O
	include “thumbnailUrl” attributes in person information
	Section 9.3
	

	SNeW-C-046-M
	Support TLS
	Section 10.1
	

	SNeW-C-047-M
	Support OAuth2 “authorization code” grant type
	Section 10.2
	

	SNeW-C-048-M
	Support the Oauth2 refresh token pattern
	Section 10.2
	

	SNeW-C-049-M
	Use “snew://oauth2-callback” as redirection endpoint URI
	Section 10.2
	

	SNeW-C-050-M
	Support standard scope values
	Section 10.2.1.1
	


[bookmark: _Toc84123009][bookmark: _Toc326613235]Add the following scrs to section C.4 (Server)
	Item
	Function
	Reference
	Requirement

	SNeW-S-036-M
	Retrieve, create and delete activities & reactions (ActivityStreams Service)
	Section 7.1
	

	SNeW-S-037-O
	Update activities & reactions
	Section 7.1
	

	SNeW-S-038-O
	Support abuse reporting as activity/reaction
	Section 7.1 and section 9.2.3.1
	

	SNeW-S-039-M
	Support privacy settings and target audience in activities & reactions
	Section 7.1.2 and section 9.2.3
	

	SNeW-S-040-O
	default privacy setting for activities and reactions is restricted only to the users, whom the actor has explicitly approved relationships
	Section 7.1.2
	

	SNeW-S-041-M
	Support Activity-Id in REST-URI-Fragment when receiving an activity update/deletion
	Section 7.1.2
	

	SNeW-S-042-M
	Retrieve, create and delete messages (Message Service)
	Section 7.1
	

	SNeW-S-043-O
	Update messages
	Section 7.1
	

	SNeW-S-044-M
	support IRIs as a valid Global-Id format
	Section 7.1
	

	SNeW-S-045-M
	Support “@following” and “@followers” as additional Group-Id values
	Section 7.1
	

	SNeW-S-046-M
	expose at least one OExchange Target endpoint and reference it in its descriptor
	Sections 7.2, 7.2.1 and 8.2.1
	

	SNeW-S-047-M
	support retrieving activity entries over Network API
	Section 7.2.2 and section 7.1
	

	SNeW-S-048-O
	support the creation, deletion, and update of activity entries over Network API
	Section 7.2.2 and section 7.1
	

	SNeW-S-049-M
	Support Salmon protocol to send/receive notifications and reference the related endpoint(s) in the user descriptor
	Section 7.3.1 and 8.2.1
	

	SNeW-S-050-M
	Support PubSubHubbub protocol to send/receive notifications and expose at least one callback endpoint
	Section 7.3.2
	

	SNeW-S-051-O
	Act as PubSubHubbub hub
	Section 7.3.2
	

	SNeW-S-052-M
	expose at least one ActivityStreams Atom endpoint that contains a hub link and atom activity entries and reference it in the user descriptor
	Sections 7.3.3, 8.2.1 and 9.2
	

	SNeW-S-053-O
	Include a link to salmon endpoint in activitystreams atom feeds
	Section 7.3.3
	

	SNeW-S-054-M
	expose at least one PoCo endpoint and reference it in the user descriptor
	Section 7.3.4 and 8.2.1
	

	SNeW-S-055-M
	Support PAP, PushREST and/or Push-OTA for sending push notification
	Section 7.5
	[OMAPUSH]:MSF OR
[OMAPUSH-PAP]:MSF OR
[OMAPUSH-REST]:MSF

	SNeW-S-056-M
	support direct and indirect Push delivery
	Section 7.5
	

	SNeW-S-057-M
	Represent SNEW push content as Json
	Section 7.5
	

	SNeW-S-058-M
	support at least the “URI” target client address scheme
	Section 7.5
	

	SNeW-S-059-M
	encapsulate push content into a “message/vnd.oma.push” media type for direct delivery over OTA
	Section 7.5
	[OMAPUSH-MSG]:MSF

	SNeW-S-060-M
	use the ServiceLoading content type for indirect delivery
	Section 7.5
	[OMAPUSH-SL]:MSF

	SNeW-S-061-M
	support “snew.ua” as Push Resource Identifier for SIP Push OTA binding (when supported)
	Section 7.5
	[OMAPUSH]:MSF

	SNeW-S-062-M
	Support tel: and “acct:” URIs as user identifiers
	Section 9.1.1.1
	

	SNeW-S-063-M
	Resolve user identifiers into local/remote domain
	Section 9.1.1.2
	

	SNeW-S-064-O
	Use ENUM for tel: URI resolution
	Section 9.1.1.2 and appendix F
	

	SNeW-S-065-M
	Support activities and reactions as ActivityStreams json and atom format
	Section 9.2
	

	SNeW-S-066-M
	Support activity streams base schema:
· Verbs: checkin, follow, like, share, stop-following, unlike
· Object types: application, comment, image, note, person, place, video

	Section 9.2.1
	

	SNeW-S-067-O
	represent location according to activity streams base schema extension in json, and georss-point in atom.
	Section 9.2.5
	

	SNeW-S-068-O
	Support location information in activity entries
	Section 9.2.1
	SNeW-S-067-O

	SNeW-S-069-O
	represent tags according to activity streams base schema extension in json, and category in atom.
	Section 9.2.5
	

	SNeW-S-070-O
	Support tags information in activity entries
	Section 9.2.1
	SNeW-S-069-O

	SNeW-S-071-M
	include “id” and “displayName” attributes in person information
	Section 9.3
	

	SNeW-S-072-O
	include “thumbnailUrl” attributes in person information
	Section 9.3
	

	SNeW-S-073-M
	Support TLS
	Section 10.1
	

	SNeW-S-074-O
	[bookmark: _Toc327822173]Support user authentication based on authentic network information
	Section 10.1.1
	

	SNeW-S-075-M
	Support OAuth2 “authorization code” grant type
	Section 10.2
	

	SNeW-S-076-M
	Support the Oauth2 refresh token pattern
	Section 10.2
	

	SNeW-S-077-M
	Support standard scope values
	Section 10.2.1.1
	

	SNeW-S-078-O
	In case of authorization requests for “oma_rest_mobsocnet.all_{apiVersion}” scope restrict the granted scope to:
“oma_rest_mobsocnet.people_read”
“oma_rest_mobsocnet.activitystreams_read”
	Section 10.2.1.2
	


Delete the following SCRs in section C.4 (Server)
	MobSocNet -S-020-M
	When importing a social data package, decompress (and/or extract) the social data package descriptor
	Section 8.2.8
	

	MobSocNet -S-021-M
	Verify the social data package descriptor XRD signature, if present
	Section 8.2.8
	

	MobSocNet -S-022-O
	Check the http://www.openmobilealliance.org/mobsocnet/package/prop/version property element to understand the data formats used in the package, in case the social data package descriptor is verified
	Section 8.2.8
	

	MobSocNet -S-023-O
	Import the user data, if the package version is supported
	Section 8.2.8
	


Add the following scrs sections
C.5	SCRs for Gateway functionality

	SNeW-GW-C-001-M
	Associate protocol scheme “snew:” to the SNEW Client on the device to detect the response from browser
	Section 7.1.4.4
	

	SNeW-GW-C-002-M
	Represent connection information in json
	Section 9.4.1
	

	SNeW-GW-C-003-M
	include references to connections in activities & reactions when posting
	Section 9.4.2
	

	SNeW-GW-C-004-M
	Gateway functionality
	Section 7.1 and Section 7.1.4
	



	SNeW-GW-S-001-M
	Reject requests for deletion of connections using the “@all” value as Connection-Id
	Section 7.1.4.3
	

	SNeW-GW-S-002-M
	include “connectionId” and “domain” in responses to successful connection creation
	Section 7.1.4.4
	

	SNeW-GW-S-003-M
	Represent connection information in json
	Section 9.4.1
	

	SNeW-GW-S-004-M
	include references to connections in activities & reactions
	Section 9.4.2
	

	SNeW-GW-S-005-M
	Gateway functionality
	Section 7.1 and Section 7.1.4
	


C.6	SCRs for Subscription-mode functionality

	SNeW-SUB-C-001-M
	insert Accept: header value “text/event-stream” in retrieval/subscription requests
	Section 7.1.5
	

	SNeW-SUB-C-002-O
	issue the subscription request to the local Push API Server
	Section 7.1.5
	[OMAPUSH-WRAPI]:MCF

	SNeW-SUB-C-003-O
	issue the subscription request directly to the subscription endpoint and when receiving subscription responses, prepare the related Push notification filters for this subscription
	Section 7.1.5 and Appendix H
	

	SNeW-SUB-C-004-M
	include a “hub.topic” and (an “Accept” header with value “text/event-stream” and/or an “X-Oma-Push-Accept-Source” header) in the subscription request
	Section 7.1.5 and Appendix H
	SNeW-SUB-C-002-O OR SNeW-SUB-C-003-O

	SNeW-SUB-C-005-M
	Subscription-mode
	Section 7.1 and Section 7.1.5
	



	SNeW-SUB-S-001-O
	Accept subscription requests containing no “hub.callback” parameter if such requests contain an “Accept” header with value “text/event-stream” and/or an “X-Oma-Push-Accept-Source” header
	Section 7.1.5 and Appendix H
	

	SNeW-SUB-S-002-O
	Reject subscription requests containing no “hub.callback” parameter over Network API
	Section 7.2.2 and section 7.1.5
	

	SNeW-SUB-S-003-O
	insert at least one Link Header with rel=hub indicating the URL of the subscription endpoint in retrieval responses
	Section 7.1.5
	

	SNeW-SUB-S-004-O
	Subscription-mode over MSN-1
	Section 7.1 and Section 7.1.5
	SNeW-SUB-S-001-O AND SNeW-SUB-S-003-O

	SNeW-SUB-S-005-O
	Support subscription-mode over Network API
	Section 7.2.2 and section 7.1.5
	SNeW-SUB-S-002-O AND SNeW-SUB-S-003-O

	SNeW-SUB-S-006-M
	Support subscription-mode
	
	SNeW-SUB-S-004-O OR SNeW-SUB-S-005-O OR
(SNeW-SUB-S-004-O AND SNeW-SUB-S-005-O)


C.7	SCRs for Social data import/export functionality

	SNeW-IE-S-001-M
	Support social data package format
	Section 7.2
	

	SNeW-IE-S-002-M
	When importing a social data package, decompress (and/or extract) the social data package descriptor
	Section 8.2.8
	

	SNeW-IE-S-003-M
	Verify the social data package descriptor XRD signature, if present
	Section 8.2.8
	

	SNeW-IE-S-004-O
	Check the http://www.openmobilealliance.org/mobsocnet/package/prop/version property element to understand the data formats used in the package, in case the social data package descriptor is verified
	Section 8.2.8
	

	SNeW-IE-S-005-M
	Import the user data, if the package version is supported
	Section 8.2.8
	

	SNeW-IE-S-006-M
	allow users to import and/or export their social information
	Section 7.2 and 7.2.3
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