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	Doc to Change:
	OMA-ER-MobSocNet-V1_0-20120611-D
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	n/a


Reason for Change
This contribution is to resolve following comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	B080
	2012.03.28
	T
	9
	Source: Huawei
Form: OMA-CONR-2012-0053
Comment: 
Up to now, according current spec , it is not clear enough to guide a implementer on how to complete a cross domain user follow, it involved use different kinds of interfaces or protocols (pubsubhubbub, salmon ) to complete this  use case, so a sample sequence is rightly recommended ;
Further , besides cross-domain follow,  other use cases such as cross-domain {unfollow, publish-feeds , publish-comment, delete-feeds , delete-comment}, at least , we should add more sample salmon message sample to guide implementer , what exact message they should create for each typical case.
  Proposed Change: 
Add sequence reference description in section 9, and put sequence flow 


	Status: OPENCLOSED
Response: give some samples in the appendix.
Resolved by: 
Recorded in:



Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Accept the proposed changes.
Detailed Change Proposal
[bookmark: _Toc327822149]Add reference of example flow in 8.2.3.
8.2.2 Discovering user descriptor at remote server
MSN-3 interface relies on  the discovery of user information across SNs.
This discovery process can be activated upon reception of any MSN-1 request (from an MSN Client) asking to interact with a user belonging to another MSN-compliant SN. In particular, this process SHALL be triggered when receiving requests to follow remote users or when receiving reactions (e.g. comments, replies, mentions) that relate to activities of remote users, unless the equivalent data is already locally available to the MSN Server.
The goal of this process is to retrieve an XRD descriptor describing how to find a user's public metadata from that user's email address or email address like identifier.
In particular, the MSN Server SHALL perform a Webfinger query according to [WebFingerProtocol] sections 4.1 and 8. MSN Servers MAY cache the information provided in retrieved descriptors and/or issue conditional requests at a later stage to check for updates of this information, subject to the mechanisms defined in [RFC 2616] section 13.
After this process, the MSN Server MAY read additional content from the retrieved descriptor depending on the action requested by the MSN Client.
[bookmark: _Toc327822150]8.2.3 Retrieving user activities and/or reactions at remote server
In order to retrieve the activities and/or reactions of a remote user over MSN-3 interface, the MSN Server SHALL first perform user descriptor discovery according to section 8.2.2, unless previously cached.
Once retrieved and validated the user descriptor , the MSN Server SHALL read the http://schemas.google.com/g/2010#updates-from relation link of type “application/atom+xml” representing the URL of the user’s activity stream feed.
If the MSN Server is not yet subscribed to this feed:
1. It SHALL send a request to that URL and validate the retrieved feed as valid ActivityStreams Atom feed according to [AS-ATOM] and [ATOM] with the clarifications provided in section 9.2.
2. If the feed contains a hub relation link, the MSN Server MAY subscribe to that feed according to [PubSubHubbub] section 6
The end to end example flow of discovering user descriptor and subscribing to the user’s activity stream feed is given in Appendix X.1.
[bookmark: _Toc327822152]Add reference of example flow in 8.2.5 and 8.2.6.
8.2.5 Handling requests from remote MSN Servers
Depending on the semantics of the request received on MSN-3, the MSN Server may act differently, e.g. by performing local processing (e.g. updating its internal database) and/or by issuing one or more requests on MSN-2, MSN-3 or MSN-5 interfaces (e.g. an MSN Enabled application or another MSN Client are subscribed to receive notifications when a specific user updates her status). 
The following table illustrates a mapping between incoming MSN-3 requests and outgoing requests.
	Request semantics
	MSN-3 request
	Outgoing interface 
	Outgoing request(s)
	Notes

	Notification about remote user reactions
	Salmon callback
	MSN-3
	Salmon notification(s)
	Only applicable to propagate reactions towards remote users

	
	
	MSN-5
	See section 8.2.7
	Applicable towards subscribed MSN Clients and/or applications

	Notification about remote user activity
	PubSubHubbub callback
	MSN-5
	See section 8.2.7
	Applicable towards subscribed MSN Clients and/or applications


In case the request needs to be forwarded to one or more recipients, the MSN Server SHALL follow the address resolution procedures defined in section 9.1.1.2.
As per [POCO] specifications, support for incoming requests to the OpenSocial People Service on MSN-3 (indicated by http://ns.opensocial.org/2008/opensocial/people rel type in the MSN Server’s XRD descriptor according to section 8.2.1) MAY be restricted to GET requests only.
The end to end example flow of cross domain activities dispatching is given in Appendix X.2, and the example flow of cross domain reactions in Appendix X.3.
[bookmark: _Toc327822153]8.2.6 Handling requests from MSN Clients and/or MSN Enabled Applications
The MSN Server SHALL authenticate the user according to one of the procedures defined in section 10.1 upon reception of a request:
· from MSN Client over MSN-1,
· from MSN Enabled Application over MSN-2 Network API,
· from MSN Enabled Application (e.g. web application) over MSN-2 OExchange endpoint.
Depending on the semantics of the request received, the MSN Server may act differently, e.g. by performing local processing (e.g. updating its internal database) and/or by issuing one or more requests on, MSN-3 or MSN-5 interfaces (e.g. an MSN Client is subscribed to receive notifications when a specific user updates her status). 
Furthermore, in case the Gateway functionality is supported by the MSN Server, the request received may trigger additional requests towards External SNs according to their own mechanisms that are out of scope of this specification. The issuing of such requests may further depend on the information related to the user’s connections with External SNs (e.g. access token and account information on the associated External SN) available at the MSN Server and may be aimed at either retrieving (inbound) or posting (outbound) information. See section 7.1.4 for more information about the Gateway functionality.
The following table illustrates a mapping between incoming requests and outgoing requests.
	Request semantics
	Incoming interface
	Incoming request(s)
	Outgoing interface 
	Outgoing request(s)
	Notes

	Retrieving (or subscribing) a user’s feed
	MSN-1 / MSN-2 Network API
	OpenSocial ActivityStreams Service / GET

Subscription endpoint (see section 7.1.5)
	MSN-3
	See section 8.2.3
	Only applicable if target user is remote

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported

	Publishing an activity or reaction
	MSN-1 / MSN-2 Network API

MSN-2 OExchange endpoint
	OpenSocial ActivityStreams Service / POST

OExchange Offer / GET
	MSN-3
	PubSubHubbub notification 
	

	
	
	
	
	Salmon notification(s)
	Only applicable for reactions towards remote users

	
	
	
	MSN-5
	See section 8.2.7
	Applicable towards subscribed MSN Clients and/or applications

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported

	Retrieving (or subscribing) a user’s information
	MSN-1
	OpenSocial People Service / GET

Subscription endpoint (see section 7.1.5)
	MSN-3
	See section 8.2.4
	Only applicable if target user is remote

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported


In case the request needs to be forwarded to one or more recipients, the MSN Server SHALL follow the address resolution procedures defined in section 9.1.1.2.
Furthermore, when sending a request to an MSN Client or to another MSN Server that contains a reference to the originator’s address, the MSN Server SHALL insert the asserted user identity in the form of a global identifier according to section 9.1.1.1 into the corresponding field in the request. As such, it MAY override the originator’s address provided by the originator MSN Client.
Note that the MSN Server may need to transcode information between incoming and outgoing interfaces. For example, incoming requests over MSN-1 to retrieve activities of a remote user need the related response to be transcoded from Atom (received over MSN-3 after forwarding the request) into Json format (sent back over MSN-1).
When issuing the corresponding response, the MSN Server MAY specify cache control directives and/or cache validators to control expiration times and/or conditional requests by clients as per [RFC2616] section 13, and MAY further indicate support for subscription-mode according to section 7.1.5.
Appendix X illustrates example flows of some federation functions across SNs (e.g. cross domain following, activities & reactions dispatching) triggered by SNEW Client over SNEW-1 and propagated over SNEW-3 interface.
[bookmark: _Toc327217178]Add the example follows in the Appendix 
Appendix X  Cross domain example flows (Informative)
[bookmark: _Toc327822210]X.1 Cross domain following
The following is an example flow of a user who requests to follow a user belonging to another OMA Compliant SN.

 
[bookmark: _Toc298149321]Figure x: Example flow of cross domain subscription
1) User1 uses the SNEW Client to start follow User2 belonging to another OMA compliant SN through SNEW-1 interface, the request is sent from SNEW Client to SNEW Server 1.
2) SNEW Server 1 as the host server of User1 performs a Webfinger query, getting User2’s Hub Server, Salmon and user descriptor
3) Once retrieved and validated the user descriptor, after checking that user activity stream feed hasn’t been subscribed and the feed contains a hub relation link, the SNEW Server 1 subscribes to the feed based on [PubSubHubbub].
4) Based on [Salmon-Protocol], SNEW Server 1 sends Salmon notification to SNEW Server 2 about User1 following, SNEW Server 2 verifies the source server and source user identity and records the following information.
5) After successful subscription, SNEW Server 1 sends the success message to SNEW Client.

X.2 Cross domain activities dispatching
The following is an example flow of getting the activities from another OMA Compliant SN. The previous condition is User1 on SNEW Server 1 had successfully subscribed User2’s activities(see X.1).

 
Figure x: Example flow of cross domain activities dispatching
1) User2 uses SNEW Client to publish an activity in SNEW Server 2, e.g: post a new entry of microblog.
2) SNEW Server 2 checks the target audience for this activity and identifies that User1 is a follower belonging to another SN domain (SNEW Server 1). As this activity is public it, use PubSubHubbub notification method to send the activity information to the Hub.
3) Since User1 in SNEW Server 1 had subscribed to User2 activity stream feed, SNEW Server 1 receives the notification about User2 from the Hub by PubSubHubbub callback mechanism.
4) SNEW Server 1 saves the receiving activity from User2. Optionally, SNEW Server 1 can notify the SNEW client of User1 that a new activity was published by User2.

X.3 Cross domain reactions
The following is an example flow of a user to comment an activity in another OMA Compliant SN. The previous condition is User1 on SNEW Server 1 received User2’s activities in SNEW Server 2 (by push notification or retrieval).

 
Figure x: Example flow of cross domain reactions
1) User1 comments on User2’s microblog, SNEW Client post the comment to SNEW Server 1.
2) User2 is a remote user in SNEW Server 2 and the comment needs be propagated towards User2’s microblog: SNEW Server 1 transcodes the received JSON data to ATOM data; based on [Salmon-Protocol] SNEW Server 1 sends Salmon notification to SNEW Server 2 about the comment, SNEW Server 2 verifies the source server and source user identity and records the comment.
3) The success response is sent back to SNEW Client 1 through SNEW Server 1.
4) Since there may be other subscribers in other SN domain, SNEW Server 2 uses PubSubHubbub notification method to send the reaction information to the Hub.
5) Hub dispatches the information to all subscribers.
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