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Reason for Change
This contribution proposes to clarify the phone number resolution procedure in latest ER.
In addition, it further provides additional – informative- details about possible deployment alternatives and autoconfiguration scenarios.
Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
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Recommendation
Agree the proposed changes.
Detailed Change Proposal
Update section
9.1.1.2	Address resolution
For each recipient that appears in a request, the SNEW Server SHALL be able to resolve whether it is authoritative for the recipient (i.e. its phone number orbelongs to a local SN domain is (i.e. “locally” managed by this SNEW Server) or whether it pertains to another remote SN domain/provider and, if applicable, identify the recipient’s SNEW Server.
If a recipient’s address corresponds to a “acct:” address, the SNEW Server SHALL check whether the domain-part corresponds to a local domain or a remote domain. If so,  the SNEW Server can locate the recipient's SNEW Server based on this domainpart and trigger the discovery process as defined in section 8.2.2. 
If a recipient’s address corresponds to a “tel:” address, the SNEW Server SHOULD use the DNS-ENUM protocol to identify the recipient’s SNEW Server as defined in [RFC6116] and [ENUM-ACCT] (see Appendix F). In the absence of an ENUM-based solution, SNeW service providers MAY use solutions out of scope of this specification, which may include static tables or other lookup methods (e.g. MSISDN-to-IMSI lookup, composition of remote server URL based on recipient’s home mobile network operator information).
This “tel:” address resolution process may discover associated recipient’s addresses of any type, either belonging to a local SN domain or to a remote SN domain, over which the resolution process may be recursively performed as defined in this section.

If a recipient’s address corresponds to another type of address, the SNEW Server MAY use mechanisms out of scope of this specification to resolve this address and identify the recipient’s SNEW Server.
[bookmark: _Toc329077116]
move section 10.2.2 as new appendix)
Appendix X.	Autoconfiguration of mobile devices	(Informative)
10.2.2	Discovery (Informative)
The following sequence illustrates an example of how a SNEW Client can self-configure on the device to obtain the OAuth2 token needed for SNEW-1 interface, and the related endpoint, on behalf of an application.
X.1	Domain/server discovery
At first start (or as long as no token exists for this application), the SNEW Client needs to identify the authoritative domain and/or SNEW Server for the user account. Whilst this information could be pre-provisioned, this process could be achieved in the following alternative modes:
1. by offering the user a selection of predefined domains/providers,
2. by prompting the user is prompted for its his/her identity (e.g. user@domain),
3. by automatically identifying the server address based on mobile network operator information, in case of MSISDN-based identification of the user.

In scenario 1, each domain/provider could easily be associated with a predefined server, which can be used as input to the next step.
In scenario 2, note that the domain-only part of the identity is sufficient for the purposes of domain discovery, so it may be queried instead of the entire identity, also for privacy purposes. In this case the domain can be used as input to the next step.
In scenario 3, it is assumed that the network can implement the necessary procedures to resolve the user’s MSISDN and that the SNEW Client can access the home operator’s Mobile Country Code (MCC) and Mobile Network Code (MNC) of the SIM currently used on the device. The server address to be used as input to the next step will be composed based on this information (e.g. “snew.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org”) and as such will only be routable within the operator’s network.
	Note that this addressing can be reused for routing of SNeW requests across operators.
X.2	Endpoint discovery and configuration
Once the SNEW Client has identified a domain and/or server address related to the user:

1. The SNEW Client performs host-meta discovery (similarly to the process described in section 8.2.2 for SNEW Servers) by sending a request to http://domain<DOMAIN>/.well-known/host-meta to discover three (3) links:
0. Tthe “oauth2-authorize” link relation type,
0. tThe “oauth2-token” link relation type, and
0. tThe “http://ns.opensocial.org/2008/opensocial” link relation type
1. The SNEW Client then opens the device’s native browser on the link #1 according to OAuth2 to start the authorization process for that application according to OAuth2 and obtain an authorization code. This process may ask the user to authenticate himself or may automatically authenticate him e.g. based on mobile network information. Once the user has authorized the application tThe redirect uri URI allows to return back from the browser to the SNEW Client.
1. Once the authorization code is obtained, the SNEW Client issues the token request to link #2 according to OAuth2 and obtains the related token for that application
1. The application can now open regularly and use the SNEW Client to access SNEW-1 interface using base URL #3.
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