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1 Reason for Contribution
This input contribution proposes to add requirements for the new NFC interface in SNEW 1.1.
2 Summary of Contribution
This contribution suggests the requirements intended to be fulfil using the NFC interface in the device side.

The proposal is to add two high level requirement in section 5.1 so if the NFC interface exist the SNeW client can access and ot be invoked by it.

Secondly it is proposed to add a new group of requirements just of the NFC interface.
3 Detailed Proposal

	Label
	Description
	Release

	SNEW-HLF-xxx
	The SNEW Enabler SHALL be able to access the NFC interface, if existing in the device hosting the SNEW client.
	1.1

	SNEW-HLF-yyy
	The SNEW Enabler MUST be invoked with the relevant information on the device hosting the SNEW client, through the NFC interface, if existing, when requested
	1.1


5.5 NFC Functionality Requirements
This secion

	Label
	Description
	Release

	SNEW-NFC-001
	The SNEW client if hosted on a device that has an NFC interface MUST allow to sent a friendship request via the NFC interface.
	1.1

	SNEW-NFC-002
	The SNEW enabler MUST implement some security mechanism to prove the identity of the frienship requester and targeted that can be cached and later be used by the SNEW server to settle automaticaly the friendship
	1.1


	SNEW-NFC-003
	With the friendship request sent via the NFC interface some information MUST be allowed to be sent attached with the request. Some of that information CAN be protected.
	1.1

	SNEW-NFC-004
	A device with an NFC interface hosting a SNEW client MUST invoke the SNEW client when another NFC enabled device or NFC tag activate the NFC interface for SNEW related actions
	1.1

	SNEW-NFC-005
	When the SNEW client is invoked due to the proximity of another NFC enabled device the SNEW client MUST alert the SNEW user to the corresponding  action namely:

· Accept the friendship proposed;

· React to NFC shared activities that can be multimedia content, links, interactive material and loyalty or payments debits or credits
	1.1

	SNEW-NFC-006
	The SNEW enabler MUST allow the friendp and reactions transferred via the NFC interface to be cached at the device if no connectivity with the SNEW server is possible and later to be processed with the security level appropriated to the sensivity of the information transported
	1.1

	SNEW-NFC-007
	When the SNEW client is invoked due to the proximity of a SNEW NFC tag the SNEW client MUST alert the SNEW user to the corresponding action namely:

· Accept to follow the entity identified in the tag;

· Allow the user to check-in oir check-out at one or several locations stored on the tag;

· Allow the user to post and react to any content inside the tag;

· Allow the user to “like” the entity or content identified in the tag
	1.1


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Review, rework and include the proposed requirements in the Social Network Web 1.1 ER document.
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