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1 Reason for Contribution
This input contribution proposes to add requirements for the new NFC interface in SNEW 1.1.
R01 after the off line discussion between NEC and Telecom Italia.
2 Summary of Contribution
This contribution suggests the requirements intended to be fulfil using the NFC interface in the device side.

The proposal is to add two high level requirement in section 5.1 so if the NFC interface exist the SNeW client can access and ot be invoked by it.

Secondly it is proposed to add a new group of requirements just of the NFC interface.
3 Detailed Proposal

	Label
	Description
	Release

	SNEW-HLF-xxx
	The SNEW Enabler SHALL be able to access the NFC interface, if existing in 
the device hosting the SNEW Client.
	1.1

	SNEW-HLF-yyy
	The SNEW Enabler MUST be able to be invoked with the relevant information on the device hosting 
the SNEW Client, through the NFC interface, if existing
OR 

A device with an NFC interface hosting a SNEW Client MUST invoke the SNEW Client when another NFC enabled device or NFC tag activate the NFC interface for SNEW related actions

	1.1


5.5 NFC Functionality Requirements
This section identifies the detailed NFC-related requirements for the Social Network Web Enabler. These requirements are only applicable when the NFC functionality is supported as per SNEW-HLF-xxx and SNEW-HLF-yyy
.

	Label
	Description
	Release

	
	
	


	SNEW-NFC-001
	The SNEW Enabler SHALL allow to perform at least the following actions over the NFC interface:

· Follow the entity identified in the tag;

· Check-in at the entity/location identified in the tag;

· Post and react to a content identified in the tag;

· “like” the entity or content identified in the tag

	1.1

	SNEW-NFC-002
	The SNEW Enabler MUST implement some security mechanism to control 
the identity of the interacting user and of the targeted entity. 

	1.1


	SNEW-NFC-003
	With the friendship request sent via the NFC interface some information 
MUST be allowed to be sent attached with the request. Some of that information CAN be protected.
	1.1

	
	
	


	SNEW-NFC-005

	When the SNEW client is invoked due to the proximity of another NFC enabled device the SNEW Client MUST alert the SNEW user to the corresponding  action namely:

· Accept 
the friendship proposed;

· React to NFC shared activities that can be multimedia content, links, interactive material and loyalty or payments debits or credits

	1.1

	SNEW-NFC-006
	The SNEW Enabler MUST allow the actions triggered via the NFC interface to be enqueued as per SNEW-DEV-006 if connectivity with the SNEW Server is not available at that time.
	1.1

	SNEW-NFC-007
	When the SNEW Client is invoked due to the proximity of a SNEW NFC tag (standalone or hosted in another NFC-enabled device) 
the SNEW Client MUST alert 
the SNEW user to accept 
the corresponding action .





	1.1


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review, rework and include the proposed requirements in the Social Network Web 1.1 ER document.
�What about if nfc is supported through an external device connected somehow to the device? Can we generalize a bit the text?


<HC>Yes we can :-) But... should it be mandatory to expose the NFC interface to the SNEW client? That is the essence of the requirement. We can change "if existing" to "if made available"


�Same as above


�This is your proposed text from -004, that maybe can be merged with the previous one. Seems more or less equivalent to me


<HC>Please understand my lack of experience in producing requirements. I was thinking in a more "tree" approach. First the definition of the branch and later on a separated section the details of branch. If you don't think this is coherent with the current document philosophy we can remove the high level requirements.


Here the requirement is that if there is NFC and a SNEW client, the presence of SNEW related information at the NFC interface SHALL trigger the instanciation of the SNEW client and the information passed to the client.


�Thanks, I forgot this in the first place…


�I tried to generalize it below


�These were the actions on requirement 007 for the interaction with a passive tag… on 005 we should detail the actions / reactions against other SNEW client…


�Meant as verifying and ensuring that it is the currently logged user


�Caching is already addressed in 006 right?


�What type of information? Can you provide an example? Otherwise suggest to remove the requirement


�Deleted as it is more a high-level requirement 8see yyy)


�Not clear what the difference is wrt 007 is. Suggest to remove otherwise


<HC>Like I said in the call, there would be two main use casees:


	1 - Direct interaction between SNEW Clients via the NFC interface for:


		a) sharing contacts information and automatic authorization of the friendship


		b) transfer of information like (need to be matured):


			Share of activities or content to comment or tag


			Invitations to events including the tickets


			Payments and loyalty points related information


			Any digital content to be shared or consumed


	2 - Easy input of stationary information to the SNEW client like:


		a) Indentity of something / someone to follow not needing acknowledge from the followed entity


		b) Check-in, check-out at locations


		b) To express a "like" or any type of evaluation;


		c) To input easilty information to posted.


I think you are only interested on the second, but we can increase the scope no? Then is up to the market to decide which features will have success...


�Not clear which user should accept


<HC> It is the same as if I send you an invitation via email, you have to accept it explicitly. Here it will be just to make sure the "touch" was not by mistake so a simple confirmation.


�This part related to loyalty/payments may be better illustrated by some slideset during the Budapest f2f or earlier.


<HC>Indeed, it is an ambitious idea but why not...


�Again, you are not much supporting of the idea of a communication Client to Client. We can even think about use cases where there can be multiple touchs. One to receive information, then is processed by the user that afterwards sends a reply with another touch. NFCs is not only about tags, that is the old legacy stuff ;-)


�Any implicit/automatic behaviour? How does it work nowadays for other nfc scenarios?


�Like I said above many use cases can be designed besides simple acceptance of inputs of information...
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