Doc# OMA-CD-MobSocNet-2013-0044-CR_Update_to_SNEW_4_interface___requirements.docx[image: Picture in Transforming WAPF Into OMA 20020313]
Change Request

Doc# OMA-CD-MobSocNet-2013-0044-CR_Update_to_SNEW_4_interface___requirements.docx[image: Picture in Transforming WAPF Into OMA 20020313]
Change Request


Change Request

	Title:
	Update to SNEW-4 interface & requirements
	|X| Public      |_| OMA Confidential

	To:
	CD

	Doc to Change:
	OMA-ER-SNeW-V1_1-20130603-D

	Submission Date:
	05 Jun 2013

	Classification:
	|_| 0: New Functionality
|X| 1: Major Change
|_| 2: Bug Fix
|_| 3: Editorial

	Source:
	Laurent-Walter Goix, Telecom Italia, laurentwalter.goix@telecomitalia.it

	Replaces:
	n/a


Reason for Change
SNEW WA has agreed to specify a Web-based API locally exposed on the device in scope of SNEW 1.1.
This contribution proposes to revise Device API and SNEW-4 interface to adapt it from a Javascript-based model to a web-based (HTTP) model.
As such, current requirements on Device API need be revised according to these principles. Some requirements may not be achievable via web-based APIs and/or may be subject to common principles to other similar APIs on the device.
Conversely, a new requirement is proposed to support access to this API from remote devices.
R01: as discussed and agreed on 18/06/2013 CC
Impact on Backward Compatibility
N/A
Impact on Other Specifications
N/A
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Accept the proposed changes.
Detailed Change Proposal
[bookmark: _Toc319576023]Revise scope
1. [bookmark: _Ref511812747][bookmark: _Toc51149231][bookmark: _Toc353133930]Scope
This Enabler Release (ER) document is a combined document that includes requirements, architecture and technical specification of the Social Network Web (SNeW) Enabler.
The SNeW Enabler scope covers the following items: 
· the requirements and reference architecture to allow interoperability between clients and servers and server-to-server federation of OMA Compliant SNs, supporting at least features such as:
· profile discovery;
· publication and sharing of contents, activities and reactions;
· the interface between a SNEW Client entity and a SNEW Server entity (intra-domain or UNI) that supports the above identified features;
· the interface between SNEW Server entities (inter-domain or NNI) that supports the above identified features;
· a set of Device APIs and Network APIs, to easily integrate OMA Compliant SN with external applications, as well as an appropriate privacy framework to control access to information through these APIs;
· a set of guidelines to reuse existing OMA enablers for providing additional features (e.g. profile search using OMA MSF);
In particular, with respect to interface specification, it is in the scope of this Enabler:
· to consider referencing OStatus-related specifications, in particular for server-to-server interactions;
· to consider referencing OpenSocial Social APIs, in particular for client-server interactions;
· to consider referencing OpenSocial JavaScript APIs as Device APIs;
· to consider reusing OAuth 2.0 and related specifications as privacy framework for APIs;
· to consider reusing OMA Push enabler to support notifications to SNEW Client entities (e.g. for reactions delivery, private message delivery, user status notification, etc).
Connections with External SNs are expected (through gateways implementing proprietary interfaces) but the definition of which External Social Network will be interconnected (and how) is out-of-scope of this activity.
SNeW Enabler will reuse as much as possible existing technologies. 
Modify section 5.5
[bookmark: _Toc353133949][bookmark: _Toc341605122][bookmark: _Toc343547024]Device API Requirements
This section identifies the requirements for the Social Network Web Enabler related to Device APIs. The interactions with External SNs are only applicable when the gateway functionality is supported as in SNEW-HLF-009.
	SNEW-DAPI-001
	The SNeW Enabler SHALL mutually authenticate with device applications willing to use the SNeW Device API.
Informational Note: mutual authentication means that device applications authenticate themselves to certify their origin and the SNeW Enabler component on the device also certifies its authenticity 
	Future Release

	SNEW-DAPI-002
	The SNeW Enabler SHALL provide a Device API to device applications that allows them to specify which kind of information/notifications it wants to receive and which kind of activities it wants to perform (see SNEW-HLF-001 to SNEW-HLF-004) from/towards each OMA Compliant SN / External SN.
	Future Release

	SNEW-DAPI-003
	The SNeW Enabler SHALL provide a Device API to allow device applications to specify data traffic and time constraints (e.g. frequency of polling or notifications from OMA Compliant SNs and External SNs), subject to policies (e.g. service provider policies, device configuration policies).
	Future Release

	SNEW-DAPI-004
	The SNeW Enabler SHALL ensure that device applications using Device API obtain user authorization for the requested interactions (see SNEW-DAPI-002).
	Future Release

	SNEW-DAPI-005
	The SNeW Enabler SHALL ensure that only authorized device applications are able to use the SNeW Device API.
	1.1Future Release

	SNEW-DAPI-006
	The SNeW Enabler SHALL provide a Device API to device applications that allows them to perform activities and/or receive information/notifications with OMA Compliant SNs and External SNs
	1.1Future Release

	SNEW-DAPI-007
	The SNeW Enabler SHALL allow access to the SNeW Device API to multiple device applications simultaneously.
	1.1Future Release

	SNEW-DAPI-008
	The SNeW Enabler SHALL support callback mechanisms in the SNeW Device API:
- to allow device applications to register callbacks, 
- to callback device applications (based on previous registration).
Informational Note: Callback events consist of specific notifications/ messages from OMA Compliant SNs, External SNs and local events (e.g. communication failures).
	Future Release

	SNEW-DAPI-009
	The SNeW Enabler SHALL provide means to control access to the SNEW Device API from remote devices.
	1.1


Editor’s note: It is expected that some SNEW-DAPI requirements FFR are common to other OMA Web-based Device APIs and may be provided by a framework external to SNEW.
Modify section 6.3.3.4
6.3.3.4	SNEW-4
This interface is exposed by the SNEW Client to SNEW Enabled Device Applications running on the device, according to their specific needs and permissions. As such, SNEW-4 represents a Device API to support SNEW Enabled Device Application access and manage user information with SNEW Client.
Informational Note: The technical definition of SNEW-4 interface is postponed to a future release.
[bookmark: _Toc353133979]Modify section 7.4
7.4	SNEW-4
The interface definition of SNEW-4 interface is a Web-based interface locally exposed on the device that exposes SNEW Client capabilitiespostponed to a future release and is not in the scope of SNeW 1.0.
Editor’s note: TBD the detailed specification of the SNEW-4 interface.
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