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1 Reason for Change

Address the following requirement:

	SNEW-GRR-008
	The SNeW Enabler SHALL allow a user to see the list of members of a group, subject to service provider policies and/or group administrator preferences.
	1.1


The proposed solution clarifies the usage of the OpenSocial People Service to retrieve the members of a group.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes.

6 Detailed Change Proposal

Change 1:  Modify section 7.1 to clarify support for group members retrieval
7.1 SNEW-1
SNEW-1 SHALL follow the REST protocol of the OpenSocial Social API Server Specification [OS-Social-API] with the clarifications provided below.

With specific reference to [OS-Spec] section 4

· SNEW Servers SHALL act as Social API Server and MAY act as OpenSocial Container

· SNEW Clients SHALL implement the Social API Server specification as client to interact with SNEW Servers 

In particular, SNEW Servers and SNEW Clients SHALL conform to [OS-Social-API] with the following clarifications:

· SHALL support the retrieval, creation and deletion of relationships, of a person properties and of a group’s members, and SHOULD support the update of person (relationships) properties, according to [OS-Social-API] section 2.1. See section 7.1.1 for more details about this functionality.

· SHOULD support the Groups Service according to [OS-Social-API] section 2.2. When supported, SNEW Servers and SNEW Clients SHALL support the creation and deletion of groups.

· SHALL support the deletion of activity entries, and SHOULD support the update of activity entries, according to [OS-Social-API] section 2.3. See section 7.1.2 for more details about the support of the ActivityStreams Service, including for uploading content.

· SHALL support the Messages Service according to [OS-Social-API] section 2.7. In particular, SNEW Servers and SNEW Clients SHALL support the retrieval and deletion of messages and SHOULD support the update of messages.
In addition, the following functionalities SHOULD be supported by SNEW Clients and SNEW Servers:

· The abuse reporting functionality and the related management. When supported, this functionality SHALL be implemented as part of the ActivityStreams Service, according to section 9.2.4.1 at least on the following object types: “activity”, “image”, “video”, “person” and “application”.

· The Gateway functionality according to section 7.1.4.

· The setup of subscriptions according to section 7.1.5.

Furthermore, when referring to identifiers over SNEW-1 as OpenSocial “Global-Id”, SNEW Clients & SNEW Servers SHALL support IRIs as a valid Global-Id format (including user identifiers according to section 9.1.1.1), also in order to be consistent with the other protocols and/or formats used in this specifications that rely on URI/IRIs as global identifiers. Support for the Global-Id format defined in [OS-Core-Data] section 2.8 is NOT RECOMMENDED.

SNEW Clients & SNEW Servers SHALL support at least the “@all”, “@followers”, “@following”, “@friends” and “@self”  Group-Id values defined in [OS-Social-Data] section 3.8. In addition, this specification further defines the following:

· Group-Id value “@recommended” SHALL have the meaning of retrieving a list of recommended items for the reference user. In particular:

· Requests from SNEW Clients targeting this Group-Id for retrieving a list of recommended users using the People Service SHALL be supported by SNEW Servers.

· Requests from SNEW Clients targeting this Group-Id for retrieving a list of recommended activities or groups using respectively either the ActivityStreams Service or the Groups Service SHOULD be supported by SNEW Servers.

Note that the algorithm used to produce the list of  recommendations is out of scope, e.g. based on the reference user’s interests, based on his/her followings’ activities and reactions, etc.
Details on response codes and errors over SNEW-1 are further provided in section 7.1.6.

7.1.1 People Service support

7.1.1.1 Generic considerations

The following clarifications apply to the support of [OS-Social-API] section 2.1:

· When retrieving a person and/or a list of persons, including retrieving the members of a group or user-defined list (section 2.1.1 of [OS-Social-API]):

· each Person object returned SHOULD include the number of “followers”, “following” and “friends” according to [AS-JSON-REPLIES] section 4, and SHOULD include the relationship indication, if any, with the requesting user as per section 9.3.1

· when retrieving the user’s own information, in case the Gateway functionality is supported, the Person object SHOULD include the list of current connections with External SNs for that user under the “accounts” attribute, according to the format and extensions used in section 9.4.1

· When updating a relationship (section 2.1.3 of [OS-Social-API]) the REST-URI-Fragment SHALL contain a Related-User-Id
· When creating a person (section 2.1.2.1 of [OS-Social-API]), using Group-Id value “@self” the “id” and “displayName” field values in the Person object in the request body may indicate respectively a preferred requested user-id and display name subject to server policies.

· When deleting a person (section 2.1.4 of [OS-Social-API]), SNEW Servers and SNEW Clients SHALL support requests with no REST-Request-Payload. In particular:
· to indicate a specific relationship to be deleted, the REST-URI-Fragment SHALL contain a User-Id. Note that after this deletion the initial user may still have other types of relationships with the same related user.

· when the REST-URI-Fragment does not contain any other information than the Group-Id, that specific relationship with all contacts under this group SHALL be removed. Note that after this deletion the initial user may still have other types of relationships with the same related users.
See section 9.3 for further details related to the Person objects exchanged over SNEW-1 through this service.

See Appendix G.1.5 for examples related to this service.

Change 2:  Modify server procedure for group members retrieval

8.2.6 Handling requests from SNEW Clients and/or SNEW Enabled Applications

The SNEW Server SHALL authenticate the user according to one of the procedures defined in section 10.1 upon reception of a request:

· from SNEW Client over SNEW-1,

· from SNEW Enabled Application over SNEW-2 Network API,

· from SNEW Enabled Application (e.g. web application) over SNEW-2 OExchange endpoint.

Depending on the semantics of the request received, the SNEW Server may act differently, e.g. by performing local processing (e.g. updating its internal database) and/or by issuing one or more requests on, SNEW-3 or SNEW-5 interfaces (e.g. an SNEW Client is subscribed to receive notifications when a specific user updates her status). 

Furthermore, in case the Gateway functionality is supported by the SNEW Server, the request received may trigger additional requests towards External SNs according to their own mechanisms that are out of scope of this specification. The issuing of such requests may further depend on the information related to the user’s connections with External SNs (e.g. access token and account information on the associated External SN) available at the SNEW Server and may be aimed at either retrieving (inbound) or posting (outbound) information. See section 7.1.4 for more information about the Gateway functionality.
The following table illustrates a mapping between incoming requests and outgoing requests.
	Request semantics
	Incoming interface
	Incoming request(s)
	Outgoing interface 
	Outgoing request(s)
	Notes

	Retrieving (or subscribing) a user’s feed
	SNEW-1 / SNEW-2 Network API
	OpenSocial ActivityStreams Service / GET

Subscription endpoint (see section 7.1.5)
	SNEW-3
	See section 8.2.3
	Only applicable if target user is remote

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported

	Publishing an activity or reaction
	SNEW-1 / SNEW-2 Network API

SNEW-2 OExchange endpoint
	OpenSocial ActivityStreams Service / POST

OExchange Offer / GET
	SNEW-3
	PubSubHubbub notification 
	

	
	
	
	
	Salmon notification(s)
	Only applicable for reactions towards remote users

	
	
	
	SNEW-5
	See section 8.2.7
	Applicable towards subscribed SNEW Clients and/or applications

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported

	Retrieving (or subscribing) a user’s or set of user’s information (including retrieving the members of a group)
	SNEW-1
	OpenSocial People Service / GET

Subscription endpoint (see section 7.1.5)
	SNEW-3
	See section 8.2.4
	Only applicable if target user/group is remote

	
	
	
	External SN
	Out of scope
	Only applicable if the Gateway functionality is supported


In case the request needs to be forwarded to one or more recipients, the SNEW Server SHALL follow the address resolution procedures defined in section 9.1.1.2.

Furthermore, when sending a request to an SNEW Client or to another SNEW Server that contains a reference to the originator’s address, the SNEW Server SHALL insert the asserted user identity in the form of a global identifier according to section 9.1.1.1 into the corresponding field in the request. As such, it MAY override the originator’s address provided by the originator SNEW Client.
Note that the SNEW Server may need to transcode information between incoming and outgoing interfaces. For example, incoming requests over SNEW-1 to retrieve activities of a remote user need the related response to be transcoded from Atom (received over SNEW-3 after forwarding the request) into Json format (sent back over SNEW-1).

When issuing the corresponding response, the SNEW Server MAY specify cache control directives and/or cache validators to control expiration times and/or conditional requests by clients as per [RFC2616] section 13, and MAY further indicate support for subscription-mode according to section 7.1.5.

Appendix I illustrates example flows of some federation functions across SNs (e.g. cross domain following, activities & reactions dispatching) triggered by SNEW Client over SNEW-1 and propagated over SNEW-3 interface.
Editor’s note: FFS to clarify the exact procedure to retrieve the members of a remote group (TBD if section 8.2.4 is applicable).
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