Doc# OMA-CD-MobSocNet-2014-0006R02-CR_proximity_based_group_service[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-CD-MobSocNet-2014-0006R02-CR_proximity_based_group_service
Change Request



Change Request

	Title:
	Proximity based group service
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	CD (SNEW)

	Doc to Change:
	OMA-ER-SNeW-V1_1-20131227-D

	Submission Date:
	17 Feb 2014

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Jong-Wuk Son, DGISAT, jwson@dgist.ac.kr
Kookrae Cho, DGIST, kookrae@dgist.ac.kr
Duck ki Hong, KWISA, kwisa@kwisa.org
Hyung-Seok Lee, ETRI, hyslee@etri.re.kr

	Replaces:
	n/a


1 Reason for Change

This CR includes the detailed specification related to proximity-based group service which reflects comments in R&A on OMA-CD-MobSocNet-2013-0071-CR_Service_Discovery_frame_formats and OMA-CD-MobSocNet-2013-0070R01-CR_SNEW_6_interface.
1) Comments on OMA-CD-MobSocNet-2013-0070R01-CR_SNEW_6_interface.

	Comments
	Actions

	clarify the relationship with rfc2782: that rfc need not be updated but simply referenced, and a new dns srv record for snew need be registered. (i suggest an action item to the authors for this registration requests once agreed)
	RFC2782 is just necessary to be referenced. “snew” service and port name should be registered as DNS SRV Service Types. (http://www.dns-sd.org/ServiceTypes.html). Or we can find alternative way Walter suggested (creating new rfc to propose new dns srv record). But Actually SRV record is not necessary in Wi-Fi P2P Service Discovery. In Wi-Fi P2P SD, either txt record or ptr record is enough.

	suggest to mandate support for snew over wifi p2p if device has wifi p2p2 capability.
	See Change 1 “The SNEW Client SHOULD support P2P group service over Wi-Fi P2P if the device hosting SNEW Client supports Wi-Fi P2P. “

	clarify the discovery/retrieval of user identities, whether this happens at service discovery time or when retrieving the actual profile (in which case the request should not target a specific global-id). INP slides may be useful to clarify the procedure in that respect.
	User identities discovery will be done when retrieving the actual profile. See social phase in change 3. 

	clarify in general how the process allows to discover the ip address and snew endpoint of the remote snew client in order to communicate during the "social phase"
	Group Owner acts as a DHCP server and assigns the IP address to P2P clients in Wi-Fi P2P. So GO knows all the ip addresses of P2P group members. And all data between group members is exchanged through GO. 
About endpoint, see social phase in change 3. 


2) OMA-CD-MobSocNet-2013-0071-CR_Service_Discovery_frame_formats
	suggest to move under snew-6 (7.6)
	See change 3

	instead of detailing the frames with tables, please provide descriptive text clarifying how the *standard* wifi p2p service discovery frames need to be populated with snew-specific data (other fields may not be mentioned). if you consider this useful, you may put the detailed frames with concrete examples in an appendix
	See change 3 and change 4
just support Bonjour in this version.
TBD to support Upnp and WS-discovery

	clarify the value of "MY_SNEW" instance name: which identifier should be mentioned (device id, user id, etc also considering privacy), or whether this is FFS
	This is FFS


And the procedures at SNEW Client are added for proximity-based group service.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

It is necessary to register SNEW service in DNS SRV (RFC2782) Service Types (http://www.dns-sd.org/ServiceTypes.html) for Bonjour service. 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is requested for the group to review and agreed the CR.
6 Detailed Change Proposal

Change 1:  Addition of Wi-Fi P2P references

2. References

2.1 Normative References
	[OMA-WPKI]
	“OMA Wireless Public Key Infrastructure”, Open Mobile AllianceTM, OMA-Wireless-Public-key-Infrastructure V1_1,
URL: http://technical.openmobilealliance.org/Technical/release_program/wpki_v10.aspx

	[RFC5849]
	“The OAuth 1.0 Protocol”, E.Hammer-Lahav, Ed. April 2010.

URL: http://www.ietf.org/rfc/rfc5849

	[WiFiP2P]
	”Wi-Fi Peer-to-Peer(P2P) Technical Specification version 1.2”, Wi-Fi Alliance
URL: https://www.wi-fi.org/knowledge-center/published-specifications

	[RFC2782]
	“A DNS RR for specifying the location of services (DNS SRV)”, A. Gulbrandsen, P. Vixie, L. Esibov, Feb 2000
URL: http://www.ietf.org/rfc/rfc2782.txt



Change 2:  Addition of P2P abbreviations

3.3 Abbreviations

	P2P
	Peer-to-Peer

	GO
	Group Owner


Change 3:  Addition of details on interface SNEW-6
7.6   SNEW-6

To realize device-to-device interactions in proximity, SNEW-6 interface is both exposed and used by SNEW Clients.
7.6.2   Wi-Fi P2P
The SNEW Client SHOULD support proximity-based group service over Wi-Fi P2P if the device hosting SNEW Client supports Wi-Fi P2P. 
SNEW-6 over Wi-Fi P2P consists of two parts: setup phase and social phase. The setup phase includes service discovery and group formation. The social phase includes the communication, authentication, group activities/reactions and group leave/termination.
The SNEW Clients SHALL support following functions in setup phase:

· Service Discovery
· A device hosting SNEW Client SHALL support Service Discovery to find SNEW service according to [WiFiP2P] section 3.1.3. 
A device hosting SNEW Client SHALL support Bonjour as a Service Discovery protocol (see [WiFiP2P] section 4.2.10). 
· The service type “snew” SHALL be used in P2P group service over Wi-Fi P2P and human readable DNS name SHALL be “_snew._tcp.local”. 
· 



· Editor’s note:TBD to support Upnp and WS-Discovery.
· Editor’s note:Service type “snew” should be registered to “DNS SRV (RFC2782) Service Types”(http://www.dns-sd.org/ServiceTypes.html)
· Editor’s note : TBD clarifying the group administrator and group owner are the same entity.
· Group Formation
· A device hosting SNEW Client SHALL support the Group Formation Procedure to form a new Wi-Fi P2P SNEW Group. The general group formation procedure is described in [WiFiP2P] section 3.1.4. 
A device hosting SNeW Client SHALL support to determine the group creator’s device as Group Owner (group administrator in SNeW). For the group creator’s device, the Intent fieldin the Group Owner Intent attribute SHALL be set to 15. The Group Owner Intent attribute shall be included in GO Negotiation Request frames and GO Negotiation Response frames (see section 3.1.4.2 in [WiFiP2P]).
In social phase, SNEW-6 SHALL supports the communication, authentication, group activities/reactions, and group leave/termination. 

The SNEW Clients SHALL support following functions in social phase:
· Communication
· The Group Owner SHALL act as a DHCP Server to provide IP addresses to the connected P2P Clients and Wi-Fi P2P group clients SHALL be capable of acting as a DHCP Client. In Wi-Fi P2P, data is exchanged between the P2P Group Owner and each connected Client (see [WiFiP2P] section 3.2.6).
· SNEW-6 SHALL follow the REST protocol of the OpenSocial Social API Server Specification [OS-Social-API]. The SNEW Clients SHALL act as not only Social API Servers, but also Social API Clients.
When communicating in Wi-Fi P2P, the SNEW Clients of group members SHALL use group administrator’s IP address as destination address and the SNEW Client of group administrator SHALL use group members’ IP addresses as destination addresses. 
· 
· 
· 


· 


· 




· SNEW Client of group administrator SHALL support Group Service according to [OS-Social-API] section 2.2. When supported, SNEW Client of group administrator can notify other SNEW Clients of Wi-Fi P2P group information. 
· Group activities and reactions
· The SNEW Clients SHALL support the creation, update and deletion of  an activity and/or a reaction in the form of an ActivityEntry object in REST_Request_Payload together with “application/json” MIME Type, according to [OS-Social-API] section 2.3. 
The method for content exchange follows section 7.1.3. When supported, the group activities can be exchanged between the group members.
· Group leave/termination
· The group member’s device hosting SNEW Client SHALL support to leave the P2P group according to [WiFiP2P] section 3.2.8.
· The group administrator’s device hosting SNEW Client SHALL support to terminate the P2P group according to [WiFiP2P] section 3.2.9.
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