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1 Reason for Contribution

This input contribution introduces txt record in DNS-Based SD and gives some ways to provide additional information by using txt record. 

We would like to discuss our several proposals and get the opinions about them.
2 Summary of Contribution

The contribution introduces how txt record is structured and used in DNS-Based SD. In particular Data syntax for DNS-SD txt records and examples
And the contribution proposes the txt record for SNeW over Wi-Fi P2P. 
3 Detailed Proposal
1) TXT record introduction

DNS Service Discovery provides a means for supplying additional information when advertising a service. This information is stored in a DNS TXT record as a set of strings that can be parsed into a series of key/value pairs. 

Each key/value pairs consists of a length byte, followed by up to 255 bytes of data. The length byte contains the count of the number of data bytes. Each key/value pair is encoded as its own constituent string within the DNS TXT record, in the form “key=value” (without the quotation marks). Everything up to the first ‘=’ character is the key. Every after the first ‘=’ character to the end of the string is the value. A TXT record can contains several key/value pairs. Although the maximum size of a TXT record is 65535 bytes as defined in [RFC6763], the recommended maximum size of a TXT record is 512 bytes. 
· Example TXT record  [RFC6763]
-------------------------------------------------------------------------

        | 0x09 | key=value | 0x08 | paper=A4 | 0x07 | passreq |

        -------------------------------------------------------------------------
2) TXT record in SNeW over Wi-Fi P2P

By using TXT record in SNEW over Wi-Fi P2P, SNeW enablers can provide useful information to p2p group members (e.g. the purpose of p2p group, privacy level, specific time/location period of group, group interests and so on). 

The below table includes the key/value pairs in SNEW over Wi-Fi P2P. If a key from the TXT record has a value that is identical to the default value for that key, SNEW Enabler MAY choose to omit that key/value pair. Value is not restricted to the described values but size is up to 100 bytes. 
	Key
	Usage
	Value
	Default

	txtvers
	The TXT key version number
	
	“1”

	subject
	The purpose of social group
	
	“”

	name
	The name or nickname of group administrator
	
	“”

	privacy
	Privacy level of Wi-Fi P2P group
	“public”, “friends”, “followers”
	“public”

	Interests
	The category of group interests
	
	“”

	location
	The group location (e.g. room number in school name)
	
	“”

	period
	The time period of social group
	
	“”


· Example TXT record
.txtvers=1.subject=EnglishStudyGroup.name=Teacher.privacy=friends.interests=grammer.location=GrandRoom.period=10AM 1hr
4 Intellectual Property Rights
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5 Recommendation

It is requested for the group to review and give the opinion.
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