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1 Reason for Change

This CR introduces some discussion around the concept of identity associated to things.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is requested to approve this CR
6 Detailed Change Proposal

Change 1: Add new informative reference
	[ATZORI]
	Atzori, Luigi, et al. "The social internet of things (siot)–when social networks meet the internet of things: Concept, architecture and network characterization." Computer Networks 56.16 (2012): 3594-3608.


Change 2: More comments on Architecture/Things Identification
5.2.1
Identifying things

“Things” in this context could very much span from single constrained sensors or actuators, to local gateway/bridges that proxy a variety of those, to Smart/Connected Appliances. In that perspective, an adequate level of identification at SN level may be considered depending on how smart the object, e.g. to assign a single SN identity to a gateway managing an entire lighting system, rather than having each of the washing machine, fridge, and other white goods have their own SN identity (1-to-1 mapping). A single object implementing a full “social” stack (Smart Social Object), with Internet access e.g. via Wi-Fi or mobile connectivity and able to exploit social networking functionalities, could be more attractive for final users, but may become costly and inappropriate to its usage, or have other limitations such as size or operational conditions. This could lead things to be someway clustered into groups.
The assignment of social identities may also reflect the different existing relationships between users and objects in a smart space [ATZORI]. Besides the 1-to-1 case, this mapping could be a 1-to-n mapping or a user-to-n mapping as follows:

· Co-functional object relationship: (1-to-n): established among homogeneous objects of the same type (e.g. all the lights of the lighting system, all the cameras of the surveillance system, etc…);

· Co-location object relationship (1-to-n): established among objects (either homogeneous or heterogeneous) located nearby (e.g. in the same room);

· Same I/O object relationship (1-to-n): established among heterogeneous objects which have the same input and/or output feature (e.g. a display capability).

· Ownership object relationship (user-to-n): established among heterogeneous objects which belong to the same user (the object may inherit the user identity/credentials and interact with SN on her behalf).

Yet in several situations these relationships may be temporary and/or shared, for example in case of movable objects or connected body scales used by several members of the family.
Besides, the SN identifier may rely on a specific domain that could vary depending on the actual deployment. Domains may be assigned to single environments (e.g. homes), categories of objects or apply to the entire population of things and users of the service provider.

Change 2: Add new subsection
6.6.x
Roles and Access Control
Based on the reference model depicted in section 5, the need to manage (some) appliances via a gateway and the other deployment considerations clearly show how a social network infrastructure should support different privileges for different kind of accounts and roles. 

The target should be a multi-role system, which should go beyond a simple humans vs objects classification, further overtaking hard classifications of roles. The infrastructure should allow to define flexible user’s roles and object clusters classifications on a per-system basis, in which each role is granted a set of actions on each defined object or cluster of objects.

Rules and guidelines for clustering should be searched over IoT/M2M standards to avoid over-specification, whilst the mechanisms for exchanging available commands/capabilities of objects should be addressed together with roles.
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