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1 Reason for Change

This CR proposes to solve the following CONR comments.

	A001
	2014.08.04
	T
	1
	Source: Telecom Italia 

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: Device APIs are mentioned in scope of version 1.1 but aren’t addressed

Proposed Change: consider clarifying these APIs using as a reference, e.g., section 7.6 APIs.
	Status: CLOSED
Response: addressed by this CR
Resolved by: 
Recorded in:

	A012
	2014.08.04
	T
	5.5
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note

Proposed Change: consider delete it and/or update requirements once common requirements are identified.
	Status: CLOSED
Response: deleted. Common requirements (e.g. authorization) may be addressed by referencing GotAPI in a future release.
Resolved by: 
Recorded in:

	A013
	2014.08.04
	T
	5.5
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: the Device API requirements needs to be updated once the technical details about Device APIs are finalized

Proposed Change: consider update v.1.1 and future release requirements based on final support or device apis
	Status: CLOSED
Response: updated based on this CR. Application registration framework (e.g. for authorization and subscription purposes in FFR)
Resolved by: 
Recorded in:

	A030
	2014.08.04
	T
	7.4
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note

Proposed Change: consider addressing SNEW-4 interface specification by locally exposing the device APIs currently mentioned in section 7.6 via localhost
	Status: CLOSED
Response: addressed by this CR
Resolved by: 
Recorded in:

	A031
	2014.08.04
	T
	7.6
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note 

Proposed Change: insert Device API description and rephrase it and update the requirements in section 5.5
	Status: CLOSED
Response: addressed by this CR
Resolved by: 
Recorded in:


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is requested to approve this CR
6 Detailed Change Proposal

Change 1: detail SNEW-4 interface
7.4 
SNEW-4
SNEW-4 interface is a Device API locally exposed to local device applications to access SNEW Client capabilities.


SNEW Clients SHALL expose SNEW-4 interface at least over the loopback IP address 127.0.0.1 (also named “localhost” on some systems). In that sense, despite their formal component name, SNEW Clients behave as “server” with respect to the local device applications that play the role of “clients”. SNEW Clients MAY further allow access to SNEW-4 interface by local device applications over its public/private IP address(es) based on current device connectivity, and MAY further allow access from remote devices.
In order to discover the port on which the SNEW-4 interface is exposed, SNEW Clients SHOULD expose a .well-known/host-meta.json JRD descriptor according to [HOST-META] on port 4035 (see an example in section D.5), containing at least:

· one http://ns.opensocial.org/2008/opensocial relation link to the base URI common to all OpenSocial service endpoints exposed over SNEW-4 interface. This base URI includes the root domain URI and the REST-Base-Path, whilst the REST-URI-Fragment will vary based on the specific service as per [OS-Social-API].

SNEW-4 SHALL follow the REST protocol of the OpenSocial Social API Server Specification [OS-Social-API] with the clarifications provided below.

With specific reference to [OS-Spec] section 4, SNEW Clients exposing SNEW-4 interface SHALL act as Social API Server.
In particular, SNEW Clients SHALL conform to [OS-Social-API] with the following clarifications:

· SHALL support the retrieval of a person profile, relationships and of a group’s members, and the creation and deletion of relationships and of a group’s members, according to [OS-Social-API] section 2.1. SNEW Clients MAY NOT support profile and account management functionalities over SNEW-4 interface. See section 7.4.1 for more details about the support of the People Service.

· SHALL support the retrieval, creation and deletion of multi-user groups and private, user-defined lists of relationships (e.g. school, region, company, closed, family), as well as the retrieval of the list of groups another user belongs to, according to [OS-Social-API] section 2.2. See section 7.4.3 for more details about the support of the Groups Service.

· SHALL support the retrieval, creation and deletion of activity entries (including those related to groups), and SHOULD support the update of activity entries, according to [OS-Social-API] section 2.3. See section 7.4.2 for more details about the support of the ActivityStreams Service, including for uploading content.

In addition, the following functionalities SHOULD be supported by SNEW Clients:
· The abuse reporting functionality and the related management. When supported, this functionality SHALL be implemented as part of the ActivityStreams Service, according to section 9.2.4.1 at least on the following object types: “activity”, “image”, “video”, “person” and “application”.

Furthermore, when referring to identifiers over SNEW-4 as OpenSocial “Global-Id”, SNEW Clients SHALL support IRIs as a valid Global-Id format (including user and group identifiers according to section 9.1), also in order to be consistent with the other protocols and/or formats used in this specifications that rely on URI/IRIs as global identifiers. Support for the Global-Id format defined in [OS-Core-Data] section 2.8 is NOT RECOMMENDED.
SNEW Clients SHALL support at least the “@all”, “@followers”, “@following”, “@friends” and “@self” Group-Id values defined in [OS-Social-Data] section 3.8. In addition, this specification further defines the following:

· Group-Id value “@recommended” SHALL have the meaning of retrieving a list of recommended items for the reference user. In particular:
· Requests targeting this Group-Id for retrieving a list of recommended users using the People Service SHALL be supported by SNEW Clients.
· Requests targeting this Group-Id for retrieving a list of recommended activities or groups using respectively either the ActivityStreams Service or the Groups Service SHOULD be supported by SNEW Clients.
Note that the algorithm used to produce the list of recommendations is out of scope, e.g. based on the reference user’s interests, based on his/her followings’ activities and reactions, etc.
Details on response codes and errors over SNEW-4 are further provided in section 7.4.4.

7.4.1 People Service support

7.4.1.1 Generic considerations

The following clarifications apply to the support of [OS-Social-API] section 2.1:

· When updating a relationship (section 2.1.3 of [OS-Social-API]) the REST-URI-Fragment SHALL contain a Related-User-Id

· When deleting a relationship (section 2.1.4 of [OS-Social-API]), SNEW Clients SHALL support requests with no REST-Request-Payload. In particular:

· to indicate a specific relationship to be deleted (e.g. friendship, followship or membership of a group or list), the REST-URI-Fragment SHALL contain a User-Id. Note that after this deletion the initial user may still have other types of relationships with the same related user.

· when the REST-URI-Fragment does not contain any other information than the Group-Id, that specific relationship with all contacts under this group/list SHALL be removed. Note that after this deletion the initial user may still have other types of relationships with the same related users.

See section 9.3 for further details related to the Person objects exchanged over SNEW-4 through this service.
7.4.1.2 Search

SNEW Clients SHOULD allow to search for a user based on some attributes. When supported, SNEW Clients SHALL support search at least over users that they manage directly (i.e. “local” users) and at least “displayName” attribute of the Person object as search criteria.

Search requests are based on requests for retrieving a list of persons and SHALL further contain the parameters “filterBy”, “filterOp” and “filterValue” as defined in [OS-Core-API] section 6.2.
SNEW Clients MAY apply restrictions and/or additional security mechanisms to search requests based on service provider policies (e.g. disallow anonymous search requests, hide users that are not searchable, etc).
7.4.1.3 Group membership

Joining and leaving groups(either pertaining to the same or another social network), as well as adding/removing people from user-defined lists are considered as creating or deleting relationships with that group/list, as defined in section 7.4.1.1. As such, these actions have the effect of start following / unfollow the related group.
In particular, the group identifier SHALL be indicated as Group-Id as specified in [OS-Social-API] is requested for indicating the particular group/list of interest and SHALL be formatted according to section 9.1.2.

7.4.2 ActivityStreams Service support

The creation and update of an activity and/or a reaction in the form of a ActivityEntry object as REST-Request-Payload together with “application/json” MIME type MUST be supported by SNEW Clients as per [OS-Social-API] sections 2.3.2 and 2.3.3, with the clarifications provided in this section. 

SNEW Clients SHALL comply to section 9.2.3 for supporting privacy settings and target audiences of ActivityEntry objects, i.e. to control the visibility of activities and reactions by other users and/or groups. This can be used for example to publish an activity targeting the members of a specific group.

In case privacy information is omitted within an activity, the default setting of the activity’s target is applied, based on the service provider policy and/or user preferences.

As specified by [OS-Social-API] section 2.3.2, activity creation relates to metadata associated with an activity, without considering uploading media (or generically content) contextually.

As such, activities related to content upload (e.g. posting a video, attaching a picture to a place) can be easily provided in two steps as follows. At step one, content is uploaded by means out of scope of this specification that provides back a reference to the newly uploaded content as URI. At step two, an ActivityEntry object is subsequently published on the ActivityStreams Service containing the URI referencing the content as “url” parameter in the “object” of that ActivityEntry.

In addition, the method of content upload defined in section 7.1.3 SHALL be supported by SNEW Clients over SNEW-4. This method allows uploading one or more content (e.g. media such as pictures, video, etc) contextually to an activity, thus allowing the creation of complex activities (e.g. including “targets”).

When updating an activity or a reaction (section 2.3.3 of [OS-Social-API]), the REST-URI-Fragment SHALL further contain an Activity-Id element in the form of an Object-id according to [OS-Core-API] (i.e. "/activitystreams/" User-Id "/@self/" Activity-Id) that references the specific activity entry to be updated.

7.4.2.1 Filtering

SNEW Clients SHALL allow to filter the set of activities to be retrieved based on some attribute. In particular, SNEW Clients SHALL support filtering at least over activities that they manage directly (i.e. related to “local” users) and at least using the following attributes (and values) of the ActivityEntry object as filtering criteria:

· “position”, to specify the reference location information according to ISO 6709 format

· “tags”, to specify a specific topic and/or category of interest
Such filtered requests are based on requests for retrieving a list of activities and SHALL further contain the parameters “filterBy”, “filterOp” and “filterValue” as defined in [OS-Core-API] section 6.2.

SNEW Clients MAY apply restrictions and/or additional security mechanisms to search requests based on service provider policies (e.g. blur/hide specific location, etc).
7.4.3 Group Service support

7.4.3.1 Generic considerations

As anticipated, the Group Service covers both multi-user groups (e.g. interest groups, communities) that can reside on the same or another social network, as well as private, user-defined lists of relationships (e.g. school, region, company, closed, family). For the sake of clarity in this section, the latter are named “lists”.

The Group Service covers the actions of retrieving, creating and deleting groups and/or lists themselves. In turn, the actions of adding/removing people from such groups/lists by their owner, as well as joining/leaving such groups are covered by the People Service and in particular through the creation/deletion of “relationships” with these groups (see section 7.4.1.3).

Editor’s note: FFS to indicate group privacy-level at creation time

7.4.3.2 Retrieving groups for a user

The action of retrieving group of a user covers the following cases:

· A user retrieving the list of her own private lists of relationships (e.g. school, region, company, closed, family)
· A user retrieving the list of the multi-user groups she belongs to
· A user retrieving the list of the multi-user groups another user belongs to, subject to service provider policies and/or user preferences

This functionality is detailed in section 2.2.1 of [OS-Social-API].

7.4.3.3 Group search

When the group functionality is supported, SNEW Clients SHALL allow to search for a group based on some attributes. In particular, SNEW Clients SHALL support search at least over groups that they manage directly (i.e. “local” groups) and at least using the “title” attribute of the Group object as search criteria.

Search requests are based on requests for retrieving a list of groups and SHALL further contain the parameters “filterBy”, “filterOp” and “filterValue” as defined in [OS-Core-API] section 6.2.

SNEW Clients MAY apply restrictions and/or additional security mechanisms to search requests based on service provider policies (e.g. disallow anonymous search requests, hide groups that are not searchable, etc).
Editor’s note: FFS the addition of other group attributes (e.g. category etc) to be used as search criteria
7.4.4 Response codes and errors

Status codes in responses over SNEW-4 SHALL follow the rules and values defined in [RFC2616] section 6.1.1 with the further clarifications provided in [OS-Core-API]sections 2.1.2 and 5.6.

SNEW Clients SHALL further support the REST-JSON-Response-Payload defined in [OS-Core-API] section 2.1.2.1. Whilst Return-Objects are typically returned in case of successful responses, this definition allows to complement protocol-level errors (at HTTP level) with application-level errors that can be carried as response payloads for more detailed failures.
Change 2: update section 7.1.6 (bug fix in snew 1.1 wrt snew 1.0)

7.1.6
Response codes and errors

Status codes in responses over SNEW-1 SHALL follow the rules and values defined in [RFC2616] section 6.1.1 with the further clarifications provided in [OS-Core-API]sections 2.1.2 and 5.6.

SNEW Servers and SNEW Clients SHALL further support the REST-JSON-Response-Payload defined in [OS-Core-API] section 2.1.2.1. 
Whilst Return-Objects are typically returned in case of successful responses, this definition allows to complement protocol-level errors (at HTTP level) with application-level errors that can be carried as response payloads for more detailed failures.

Change 3: update section 7.6.2 to clarify relationship between snew-1, snew-4 and snew-6

7.6.2
Wi-Fi P2P

The SNEW Client SHOULD support proximity-based group service over Wi-Fi P2P if the device hosting SNEW Client supports Wi-Fi P2P. 

SNEW-6 over Wi-Fi P2P consists of two parts: setup phase and social phase. The setup phase includes service discovery and group formation. The social phase includes the authentication, communication, group activities/reactions and group leave/termination.

The SNEW Clients SHALL support following functions in setup phase:

· Service Discovery
· A device hosting SNEW Client SHALL support Service Discovery to find SNEW service according to [WiFiP2P] section 3.1.3. 
A device hosting SNEW Client SHALL support Bonjour as a Service Discovery protocol (see [WiFiP2P] section 4.2.10). 
· The service type “snew” SHALL be used in P2P group service over Wi-Fi P2P and human readable DNS name SHALL be “_snew._tcp.local”. 
· Editor’s note:TBD to support Upnp and WS-Discovery.
· Editor’s note:Service type “snew” should be registered to “DNS SRV (RFC2782) Service Types”(http://www.dns-sd.org/ServiceTypes.html)
· Editor’s note : TBD clarifying the group administrator and group owner are the same entity.
· Group Formation
· A device hosting SNEW Client SHALL support the Group Formation Procedure to form a new Wi-Fi P2P SNEW Group. The general group formation procedure is described in [WiFiP2P] section 3.1.4. 
· A device hosting SNeW Client SHALL support to determine the group creator’s device as Group Owner (group administrator in SNeW). For the group creator’s device, the Intent fieldin the Group Owner Intent attribute SHALL be set to 15. The Group Owner Intent attribute shall be included in GO Negotiation Request frames and GO Negotiation Response frames (see section 3.1.4.2 in [WiFiP2P]).
In social phase, SNEW-6 SHALL supports the authentication, communication, group activities/reactions, and group leave/termination. 

The SNEW Clients SHALL support following functions in social phase:
· Authentication

· The SNEW Client SHALL support authentication according to the procedures defined in section 10.1.2

· Communication
· The Group Owner SHALL act as a DHCP Server to provide IP addresses to the connected P2P Clients and Wi-Fi P2P group clients SHALL be capable of acting as a DHCP Client. In Wi-Fi P2P, data is exchanged between the P2P Group Owner and each connected Client (see [WiFiP2P] section 3.2.6).
· Group activities and reactions
· 
· When communicating in Wi-Fi P2P, the SNEW Clients of group members SHALL use group administrator’s IP address as server address and the SNEW Client of group administrator SHALL use group members’ IP addresses as server addresses. 
· In particular, SNEW Clients SHALL conform to the procedures defined in section 7.1 when sending information over SNEW-6 (i.e. acting as “client”).
· Similarly, SNEW Clients SHALL conform to the procedures defined in section 7.4 when receiving information over SNEW-6 (i.e. acting as “server”), with the following clarifications:
· SNEW Clients MAY reuse the same endpoints over SNEW-6 and SNEW-4 interfaces
· SNEW Clients over SNEW-6 MAY NOT support the retrieval, creation and deletion of private, user-defined lists of relationships of the Groups Service
· SNEW Client of group administrator can notify other SNEW Clients of Wi-Fi P2P group information. 
· 
· 

· Group leave/termination
· The group member’s device hosting SNEW Client SHALL support to leave the P2P group according to [WiFiP2P] section 3.2.8.
· The group administrator’s device hosting SNEW Client SHALL support to terminate the P2P group according to [WiFiP2P] section 3.2.9.
Change 4: update section 8.1.3 to add user permission request

8.1.3
Handling requests from SNEW Enabled Device Applications

Upon reception of a request from SNEW Enabled Device Applications on SNEW-4 (e.g. local web application, native device application), the SNEW Client SHALL first request explicit user permission. In particular, it SHALL alert the user providing him/her with information about the invoking application and/or device (e.g. referrer URL) via a popup or similar graphical artefact when requesting permission and MAY provide means to remember user’s choice for similar subsequent requests.

Upon user acceptance, the SNEW Client SHALL follow the following procedures.
If the request aims at retrieving information (e.g. retrieve the stream of a user’s activities and/or reactions), the SNEW Client SHALL first check the information cached locally for this information. Depending on policies relevant for that specific application (e.g. requested by the application itself or enforced by service provider policies), if the requested information is not present in the cache, or if such information does not match the relevant policies (e.g. deprecated information), the SNEW Client SHALL issue the associated request to the SNEW Server according to the procedures defined in 8.1.1 to retrieve that information. Otherwise, if the requested information is already present in the cache and considered valid, the SNEW Client SHALL NOT issue the associated request to the SNEW Server and SHALL return the related information cached locally. This procedure optimizes the transfer of information over the air, whilst allowing to provide valid information to SNEW Enabled Device Applications, also in absence of connectivity.

If the request aims at providing information, either in the form of a creation or an update (e.g. posting an activity), the SNEW Client SHALL issue the request to the SNEW Server according to the procedures defined in 8.1.1 to create or update that information, and in addition, SHALL insert the related information in the local cache, or update it if already present, subject to a successful response to the operation being received from the SNEW Server. The SNEW Client MAY specify a duration of validity of this information in the local cache.

If the request aims at deleting information (e.g. deleting a picture previously posted), the SNEW Client SHALL issue the request to the SNEW Server according to the procedures defined in 8.1.1 to delete that information, and in addition, SHALL delete the related information from the local cache, if present, subject to a successful response to the operation being received from the SNEW Server.
Change 5: add section 8.1.6 to clarify the handling of requests from remote devices

8.1.6
Handling requests from remote devices
Upon reception of a request from remote devices on SNEW-6 Wi-Fi P2P, the SNEW Client SHALL first request explicit user permission. In particular, it SHALL alert the user providing him/her with information about the invoking application and/or device (e.g. remote IP address, remote device name) via a popup or similar graphical artefact when requesting permission and MAY provide means to remember user’s choice for similar subsequent requests.
Upon user acceptance, the SNEW Client SHALL follow the following local procedures without issuing the associated request to a SNEW Server.
If the request aims at retrieving information (e.g. retrieve the stream of a user’s activities and/or reactions, a group’s information), the SNEW Client SHALL check the information cached/stored locally for this information.

If the request aims at providing information, either in the form of a creation or an update (e.g. posting an activity), the SNEW Client SHALL insert the related information in a local cache/storage, or update it if already present, subject to service provider policies and/or user preferences. The SNEW Client MAY further specify a duration of validity of this information in the local cache/storage.

If the request aims at deleting information (e.g. deleting a picture previously posted), the SNEW Client SHALL delete the related information from the local cache/storage, if present, subject to service provider policies and/or user preferences.
Change 4: update section 5.5 (Device API requirements)

5.5
Device API Requirements

This section identifies the requirements for the Social Network Web Enabler related to Device APIs. The interactions with External SNs are only applicable when the gateway functionality is supported as in SNEW-HLF-009.

	SNEW-DAPI-001
	The SNeW Enabler SHALL mutually authenticate with device applications willing to use the SNeW Device API.

Informational Note: mutual authentication means that device applications authenticate themselves to certify their origin and the SNeW Enabler component on the device also certifies its authenticity 
	Future Release

	SNEW-DAPI-002
	The SNeW Enabler SHALL provide a Device API to device applications that allows them to specify which kind of information/notifications it wants to receive and which kind of activities it wants to perform (see SNEW-HLF-001 to SNEW-HLF-004) from/towards each OMA Compliant SN / External SN.
	Future Release

	SNEW-DAPI-003
	The SNeW Enabler SHALL provide a Device API to allow device applications to specify data traffic and time constraints (e.g. frequency of polling or notifications from OMA Compliant SNs and External SNs), subject to policies (e.g. service provider policies, device configuration policies).
	Future Release

	SNEW-DAPI-004
	The SNeW Enabler SHALL ensure that device applications using Device API obtain user authorization for the requested interactions (see SNEW-DAPI-002).
	Future Release

	SNEW-DAPI-005
	The SNeW Enabler SHALL ensure that only authorized device applications are able to use the SNeW Device API.
	1.1

	SNEW-DAPI-006
	The SNeW Enabler SHALL provide a Device API to device applications that allows them to perform activities and/or receive information/notifications with OMA Compliant SNs and External SNs
	1.1

	SNEW-DAPI-007
	The SNeW Enabler SHALL allow access to the SNeW Device API to multiple device applications simultaneously.
	1.1

	SNEW-DAPI-008
	The SNeW Enabler SHALL support callback mechanisms in the SNeW Device API:

- to allow device applications to register callbacks, 

- to callback device applications (based on previous registration).

Informational Note: Callback events consist of specific notifications/ messages from OMA Compliant SNs, External SNs and local events (e.g. communication failures).
	Future Release

	SNEW-DAPI-009
	The SNeW Enabler SHALL provide means to control access to the SNEW Device API from remote devices.
	1.1



Change 5: add new example of host-meta descriptor exposed by the device

D.5
SNEW Client Host descriptor

The following JRD descriptor is an example of a .well-known/host-meta.json file exposed by a SNEW Client at its root domain address on port 4035 (e.g. http://localhost:4035).

{

    "links": [

        {

            "rel": "http://ns.opensocial.org/2008/opensocial",

            "href": "http://localhost:8080/snew/v1"

        }

    ]

}
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