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1 Reason for Change

This CR aims at addressing the following comments.
	A016
	2014.08.04
	T
	5.9
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: GRR-005 and 006 are not yet addressed (see editor’s note in 7.1.7.1)
Proposed Change: to be addressed
	Status: OPEN
Response: 

Resolved by: 
Recorded in:

	A017
	2014.08.04
	T
	5.9
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: GRR-013, 014 and 015 are not addressed

Proposed Change: consider addressing them as constraints in the JSON data model of the group in section 9.
	Status: OPEN
Response: 

Resolved by: 
Recorded in:

	A026
	2014.08.04
	T
	7.1.7.1
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note

Proposed Change: define a new parameter in the group object structure.
	Status: OPEN
Response: 

Resolved by: 
Recorded in:

	A028
	2014.08.04
	T
	7.1.7.3
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note

Proposed Change: address this note considering it is possible to search by topic/category or location (if group information contains location information, to be defined how)
	Status: OPEN
Response: 

Resolved by: 
Recorded in:

	A041
	2014.08.04
	T
	9
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: group structure is missing

Proposed Change: add the group structure data model referring to OS-Social-Data. Add also some parameters (e.g. category/ies, privacy level, location, etc…).
	Status: OPEN
Response: 

Resolved by: 
Recorded in:

	A042
	2014.08.04
	T
	9.3.2
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note 

Proposed Change: address how to represent category in the same way for people interests and groups (e.g. by a free form string or csv or array) 
	Status: OPEN
Response: 

Resolved by: 
Recorded in:

	A045
	2014.08.04
	T
	9.7
	Source: Telecom Italia

Form: OMA-CONR-2014-0036-SNeW_v1.1_CONR_comments_Telecom_Italia

Comment: editor’s note 

Proposed Change: consider adding topics and interests values or delete the note 
	Status: OPEN
Response: 

Resolved by: 
Recorded in:


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is requested to approve this CR
6 Detailed Change Proposal

Change 1: add Group data model related section including privacy, policy, time & location constraints
9.8
Group
According to [OS-Social-API], when providing group (and/or user lists) details, Group objects provided by SNEW Clients and SNEW Servers SHALL include at least “id” and “title” attributes, and MAY include “description”.
SNEW Clients and SNEW Servers SHALL further support the “org.oma” property as an object defined as follows. In particular, the “topics” property SHOULD be provided in Group objects.
	Name
	Type
	Description

	topics
	Plural-Field <string>
	Group’s categories and/or tags in CSV format

	privacy
	string
	Privacy setting for this group. Reserved values are:
· “public”: visible by anyone

· “private”: only participants can see the group

	policy
	string
	Policy to join the group. Reserved values are:

· “open”: anyone can join freely without the need for explicit administrator approval

· “needs-approval”: anyone can request to join but the requests needs be explicitly approved by administrator

· “invitation-only”: only the administrator can invite new members

	validFromDate
	String, following [RFC3339]
	The date and time from which the social group is considered valid, if applicable [Time-constrained groups]

	expiryDate
	String, following [RFC3339]
	The expiration date and time of the social group, if applicable (after which it will not be valid) [Time-constrained groups]

	validLocationPoint
	String, following [GEORSS-SIMPLE] point
	The WGS84 coordinates of the central point around which the group is valid [Location-constrained groups]

	validLocationRadius
	String, following [GEORSS-SIMPLE] radius
	The radius in meters around the group’s central point, within which the group is considered valid [Location-constrained groups]


Change 2: clarify group service support
7.1.7
Group Service support

7.1.7.1
Generic considerations

As anticipated, the Group Service covers both multi-user groups (e.g. interest groups, communities) that can reside on the same or another social network, as well as private, user-defined lists of relationships (e.g. school, region, company, closed, family). For the sake of clarity in this section, the latter are named “lists”.

The Group Service covers the actions of retrieving, creating and deleting groups and/or lists themselves. In turn, the actions of adding/removing people from such groups/lists by their owner, as well as joining/leaving such groups are covered by the People Service and in particular through the creation/deletion of “relationships” with these groups (see section 7.1.1.5).
SNEW Clients & SNEW Servers SHALL comply to section 9.8 for defining and managing privacy & policy settings of Group objects, i.e. to control the visibility and management of groups and/or lists. 
In case “privacy” & “policy” attributes are omitted when creating a group and/or list, the default setting is applied, based on the service provider policy and/or user preferences. It is RECOMMENDED that default privacy & policy settings for groups and/or lists is “private” and “invitation-only”.
SNEW Clients & SNEW Servers SHOULD also support constraining groups and/or lists in time and/or location by using the related properties when creating a group.

7.1.7.2
Retrieving groups for a user
The action of retrieving group of a user covers the following cases:

· A user retrieving the list of her own private lists of relationships (e.g. school, region, company, closed, family)
· A user retrieving the list of the multi-user groups she belongs to
· A user retrieving the list of the multi-user groups another user belongs to, subject to service provider policies and/or user preferences

This functionality is detailed in section 2.2.1 of [OS-Social-API].

Editor’s note: FFS to provide some examples of messages related to groups in Appendix G.

7.1.7.3
Group search
When the group functionality is supported, SNEW Servers SHALL allow to search for a group based on some attributes. In particular, SNEW Servers SHALL support search at least over groups that they manage directly (i.e. “local” groups) and at least using the following attributes (and values) of the Group object as search criteria:
·  “title”, to specify a specific name
· “topics”, to specify a specific topic and/or category of interest
Search requests are based on requests for retrieving a list of groups and SHALL further contain the parameters “filterBy”, “filterOp” and “filterValue” as defined in [OS-Core-API] section 6.2.

SNEW Servers MAY apply restrictions and/or additional security mechanisms to search requests based on service provider policies (e.g. disallow anonymous search requests, hide groups that are not searchable, filter time and/or location-constrained groups based on current time and user location, etc).

Change 3: remove note on user interest categories with no action (no need to define explicit values)
9.3.2
User interests

SNEW Clients and SNEW Servers SHALL further allow to provide information related to user’s interests within the “interests” attribute of a Person object according to [OS-Social-API] and [PoCo].


Change 4: remove note on user interest / group topics categories with no action (no need to define explicit values)
9.7
SNEW DNS-SD TXT record

DNS Service Discovery [RFC6763] provides a means for supplying additional information when advertising a service. This information is stored in a DNS-SD txt record as a set of strings that can be parsed into a series of key/value pairs. 

Each key/value pairs consists of a length byte, followed by up to 255 bytes of data. The length byte contains the count of the number of data bytes. Each key/value pair is encoded as its own constituent string within the DNS txt record, in the form “key=value” (without the quotation marks). Everything up to the first ‘=’ character is the key. Everything after the first ‘=’ character to the end of the string is the value. Although the maximum size of a txt record is 65535 bytes as defined in [RFC6763], it’s not recommended to use a txt record larger than 1300 bytes (allowing it to fit in a single 1500-byte Ethernet packet). 

The SNEW TXT record defines several types of information that can be advertised in proximity, e.g. over Wi-Fi P2P, namely related to a single group member (e.g. his/her id, name, avatar, location and interests), to the group they are connected to (e.g. the name and topics of p2p group, its privacy level, the location and period of that group etc), and to the group owner. 

The below table includes the key/value pairs defined for the SNEW TXT record. If a key from the txt record has a value that is identical to the default value for that key, SNEW Enabler MAY choose to omit that key/value pair. It is noted that some implementations restrict the maximum size of a single value to 100 bytes. 

	Key
	Description
	Value type
	Default value
	Mandatory/Optional

	txtvers
	The txt record version number
	Integer: “1”
	“1”
	Mandatory

	id
	SNEW identifier of the person / business
	anyURI
	“”
	Mandatory

	displayName 
	Human-readable name or nickname of the Group Member
	String
	“”
	Optional

	id_expiryDate
	Date until that id is valid (if temporary)
	String, following [RFC3339]
	“” (permanent)
	Optional

	thumbnailUrl
	Image of the Group Member / local business brand
	URL
	“”
	Optional

	gender
	Gender of the Group Member
	String: “M”, “F”
	“”
	Optional

	age
	Age of a Group Member
	Integer
	“”
	Optional

	address
	Address of a GM / local business
	String
	“”
	Optional

	interests
	CSV list of interests of a GM
	CSV
	“”
	Optional

	applications
	CSV list of the application installed on the GM device
	CSV
	“”
	Optional

	group_displayName 
	Human-readable name of the P2P group
	String
	“”
	Optional (for Group Owners only)

	group_topics
	CSV list of the topics of the group
	CSV
	“”
	Optional (for Group Owners only)

	group_privacy
	Privacy level of Wi-Fi P2P group. If private, non members may expect not to be able to join the group
	String: “public”, “private”
	“public”
	Optional (for Group Owners only)

	group_expiryDate
	The expiration date of the social group, if applicable
	String, following [RFC3339]
	“” (permanent)
	Optional (for Group Owners only)

	connectionState
	Contains the name of the group (“group name”) to which a peer is connected (to be used when “group privacy”=”public”) or an indicator of the availability of a peer (to be used when “group privacy”=”private”)
	String: group name or “available” / ”busy”
	“”
	Optional (for Group Members only)


The “id” field can contain information regarding the specific owner: a private user who wants to use a public name, a private user who does not want to disclose his real name (“opaque id”) or a public open business id.  

As such, the “id” field can have the following syntax:

· acct:user@domain.com, acct:sportbar@provider.com (public user id)

· acr:1234;domain=operator.com (opaque)

· urn:oma:snew:business:ID (public open business id)

The “connectionState” field can be used by a group member to inform other potential peers about its availability. This solution easily allows different group privacy settings depending on the value assumed by this field. When privacy setting is “public”, peers will know that a particular member is connected to a specified group. If not (the “private” case), peers will only know that a member is busy (involved into an unspecified group) or available to connection.

Other peers can still discriminate a GroupOwner based on the presence of the field “group_displayName” in the TXT record, despite the GO identifier is never explicitly advertised from any of the group members.











NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20140101-I]

© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20140101-I]

