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1 Reason for Contribution

This input contribution proposes the description for OpenCMAPI architecture. 
2 Summary of Contribution

The contribution proposes description for the reference architecture for OpenCMAPI enabler, including the description of interfaces and components.
3 Detailed Proposal

5. Architectural Model

5.2 Architectural Diagram

The following diagram illustrates the Functional Components and Interfaces of the OpenCMAPI Enabler.
Note:To be replaced or merged with the diagram in the CR from Smith Micro.
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Figure 1: OpenCMAPI reference model

5.3 Functional Components and Interfaces/reference points definition
The OpenCMAPI Enabler consists of mandatory components (OpenCMAPI middleware, Connection Manager Application) and interfaces exposed by those components. All other depicted components and interfaces are not specified in this document, but are shown for a better understanding of the interactions with the OpenCMAPI Enabler. Also, the supported devices are shown in the diagram

 Note: Diagram to be updated to support different type of devices(mobile phone, tablet, usb modem and m2m devices).

5.3.1 OpenCMAPI Enabler Functional Components

5.3.1.1 OpenCMAPI Middleware

The OpenCMAPI Middleware is the OpenCMAPI implementation on the device side. 
The OpenCMAPI Middleware exposes CMAPI-2, CMAPI-4 to connection manager application and other application. It uses CMAPI-1 exposed by connection manager application and CMAPI-3 exposed by ordinary application to receive the notification for them.
The OpenCMAPI middleware can be logically decomposed in two high level internal functions as follows:

· OpenCMAPI security and access control function 

· OpenCMAPI sub functions 

5.3.1.1.1 Security and access control function
The security and access control function controls the interaction between OpenCMAPI middleware and application layer. It grants full access to connection manager application and grant limited access to ordinary application.

Note: The detail difference between full access and limited access to be described later

5.3.1.1.2 OpenCMAPI sub functions

The OpenCMAPI sub functions include: cellular network connection management, which are derived from [OpenCMAPI-RD.]

The Gateway function supports inbound interactions to aggregate activities and media from External networks, and outbound interactions for the ability of cross-posting activities and/or media to multiple External SNs. In this sense the Gateway function implements the required protocol & data format translation capabilities in relation with the supported External SNs. It also provides the related management features so that users can associate their “local” account with their account on External SNs.

For these reasons there is no common interface with such External SNs identified in this enabler (the interface varies across the specific External SNs), which is thus out-of-scope. Nevertheless, the Gateway function itself is defined in the MobSocNet Enabler and is optional.

5.3.1.2 Connection Manager application

The connection manager application is an implementation of connection manager functionalities using the interface exposed OpenCMAPI middleware and exposes the calllback interface to on the other way.
5.3.2 Interfaces definition

5.3.2.1 CMAPI-1

This interface is exposed by the OpenCMAPI middleware and provides the operation to connection manager application.

The supported functions of this interface include:

· Cellular Network Connection Management,

· Wifi connection management,

· Data service management,

· Statistics handling
· Status handling
· PIN/PUK handling
· GPS handling
· Power management 
· SMS&USSD management
· UICC Interaction
5.3.2.2 CMAPI-2

This interface is exposed by the connection manager application to send notifications to OpenCMAPI middleware.
5.3.2.3 CMAPI-3

This interface is exposed by the OpenCMAPI middleware and provides the limited function to ordinary application.
5.3.2.4 CMAPI-4

This interface is exposed by the ordinary application to send notifications to OpenCMAPI middleware.
4 Intellectual Property Rights
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5 Recommendation

Include the proposed section in the latest version of the OpenCMAPI AD document.
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