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1 Reason for Change

This CR recommends adding new APIs to address the following UICC requirements: 
	Label
	Description
	Release

	CMAPI-UICC-001
	The OpenCMAPI Enabler SHALL provide an API that enables the CM application to retrieve the SIM/R-UIM/UICC ICCID.
	1.0

	CMAPI-UICC-002
	The OpenCMAPI Enabler SHALL provide APIs for managing the de personalisation cycle using the CCK (Corporate Control Key), NCK (Network Control Key), NSCK (Network Subset Control Key), PCK (Personalisation Control Key), SPCK (Service Provider Control Key) as defined in [3GPP TS 22.022] and the CCK (Corporate Control Key), HNCK (HRPD Network Control Key), NCK1 (Network Type 1 Control Key), NCK2 (Network Type 2 Control Key), PCK (Personalization Control Key), SPCK (Service Provider Control Key) as defined in [3GPP2 C.S0068]
	1.0

	CMAPI-UICC-003
	The OpenCMAPI Enabler SHALL provide an Access Control mechanism to control the access of CM applications to the Card Application Toolkit (CAT) features

(see [3GPP TS 31.111], [3GPP2 C.S0035], [ETSI TS 102 223]).
	1.0

	CMAPI-UICC-004
	The OpenCMAPI enabler SHALL support an Access Control mechanism to control the access of Connection Manager applications sending any APDU to the Card
	1.0

	CMAPI-UICC-005
	The OpenCMAPI Enabler SHALL provide an API that enables a CM application to have access to the Card Application Toolkit (CAT) functionality including, at least,  the retrieval of the content of the following Proactive UICC Commands::

· Display Text 

· Get In-Key 

· Get Input 

· Setup Menu 

· Select Item 

· Setup Event list 

· Setup Idle Mode Text 

· Language Notification 

· Refresh

(see [3GPP TS 31.111], [3GPP2 C.S0035], [ETSI TS 102 223]).
	1.0

	CMAPI-UICC-006
	The OpenCMAPI enabler SHALL provide a mean for a Connection Manager application to enrich the Terminal Profile Command sent by the device/modem to the Card with the Connection Manager application supported Proactive UICC Commands when these Proactive UICC Commands are not already supported by the device/modem.
	1.0

	CMAPI-UICC-007
	The OpenCMAPI enabler SHALL provide a mean for a Connection Manager application to receive from the card and implement any Proactive UICC Commands when these Proactive UICC Commands are not already supported by the device/modem” (examples of connection related Proactive UICC Commands: “Send SMS”, “Send USSD”, BIP = Bearer Independent Protocol (“Open Channel”(all different modes), “Close Channel”, “Receive data”, Send Data”, “Get Channel Status”, “Data available event”, “Channel status event”), “Launch Browser”, “Browser termination event”).
	1.0

	CMAPI-UICC-008
	The OpenCMAPI Enabler SHALL provide APIs to enable CM applications to send, at least, the following CAT ENVELOPE Commands to the UICC:

· Menu Selection

· Event Download – User Activity

· Event Download – Idle Screen Available

· Event Download – Language Selection

(see [3GPP TS 31.111], [3GPP2 C.S0035], [ETSI TS 102 223], [ETSI TS 102 221]).
	1.0

	CMAPI-UICC-009
	The OpenCMAPI Enabler SHALL support Card Application Toolkit (CAT) functionality including, at least, the previously mentioned Proactive UICC Commands and the following Commands to manage the Proactive session:

· Terminal Profile

· Fetch

· Terminal Response

(see [3GPP TS 31.111], [3GPP2 C.S0035], [ETSI TS 102 223], [ETSI TS 102 221]).
	1.0

	CMAPI-UICC-010
	The OpenCMAPI Enabler SHALL provide a callback that notifies a CM application when the UICC has sent a Card Application Toolkit (CAT) Proactive UICC Command.
	1.0

	CMAPI-UICC-011
	The OpenCMAPI Enabler SHALL only enable one CM application at a time to register a callback for a specific Proactive UICC Command.
	1.0

	CMAPI-UICC-012
	The OpenCMAPI Enabler SHALL provide an API that enables a CM application to send to the UICC a response to a CAT Proactive UICC Command if this CM application has a callback registered for the Command and is allowed to send this response.
	1.0


Editor’s note: Requirements in italic are not covered by this CR.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The OpenCMAPI group is recommended to review and agree to the proposed changes.
6 Detailed Change Proposal

Change 1:  Adds new section 5.18 for UICC APIs
5.18 UICC Management APIs

5.18.1 CMAPI_UICC_GetICCID()

The CMAPI_ UICC_GetICCID () function is used to get the ICCID.

	Prototype

	dword  CMAPI_UICC_GetICCID(dword handle, string* pszICCID, byte btSize)



	Parameters

	Field Name
	Mode
	Description

	handle
	input
	The device targeted

	pszICCID
	output
	The ICCID value as specified in [ETSI TS 102 221].

	btSize
	input
	The size in byte of pszICCID buffer.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.


5.18.2 CMAPI_UICC_SetTerminalProfile()

The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].
The CMAPI_ UICC_SetTerminalProfile() function is used to transmit to the SIM/R-UIM/UICC via the device the ToolKit functions (i.e.: the TERMINAL PROFILE) that are supported by the Connection Manager Application. 

The device SHALL combine the facilities provided by the device and the facilities provided by the Connection Manager Application (also called Connected Entity in [ETSI TS 102 223]) as specified in [ETSI TS 102 223] before sending the combined TERMINAL PROFILE to the SIM/R-UIM/UICC.
	Prototype

	dword  CMAPI_UICC_SetTerminalProfile(dword handle, byte terminalProfile[256])



	Parameters

	Field Name
	Mode
	Description

	handle
	input
	The device targeted

	terminalProfile
	input
	The hexadecimal value of the TERMINAL PROFILE as specified in the chapter “Structure and coding of the TERMINAL PROFILE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP TS 31.111] for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP2 C.S0035] for the 3GPP2 specific part.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.


4. CMAPI_UICC_SendToolKitEnvelopeCommand()

The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].

The CMAPI_ UICC_SendToolKitEnvelopeCommand() function is used for the Connection Manager Application to transmit to the SIM/R-UIM/UICC via the device any ToolKit ENVELOPE command that is supported by the Connection Manager Application. 

	Prototype

	dword  CMAPI_UICC_SendToolKitEnvelopeCommand(dword handle, byte envelopeCommand[256])



	Parameters

	Field Name
	Mode
	Description

	handle
	input
	The targeted device

	envelopeCommand
	input
	The hexadecimal value of the ENVELOPE Command as specified in the chapter “ENVELOPE Commands” of [ETSI TS 102 223] for the core part, in the chapter “ENVELOPE Commands” of [3GPP TS 31.111] for the 3GPP specific part, in the chapter “ENVELOPE Commands” of [3GPP2 C.S0035] for the 3GPP2 specific part.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.


4. CMAPI_UICC_SendTerminalResponse()

The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].

The CMAPI_UICC_SendTerminalResponse() function is used for the Connection Manager Application to send a TERMINAL RESPONSE to the SIM/R-UIM/UICC via the device answering to any ToolKit Proactive Command received via the Callback UICC_ToolKitProactiveCommand (see callback chapter).
	Prototype

	dword CMAPI_ UICC_SendTerminalResponse (dword handle, byte terminalResponse[256])



	Parameters

	Field Name
	Mode
	Description

	handle
	input
	The device concerned

	terminalResponse
	input
	The hexadecimal value of the TERMINAL RESPONSE as specified in the chapter “Structure and coding of the TERMINAL RESPONSE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL RESPONSE” of [3GPP TS 31.111] for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL RESPONSE” of [3GPP2 C.S0035] for the 3GPP2 specific part.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.


Change 2:  Adds new sub-section 6.4.18 for the UICC Callback 
4. Callback APIs
4. CMAPI_Callback UICC_ToolKitProactiveCommand()

The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].

The CMAPI_Callback_UICC_ToolKitProactiveCommand() function is used to receive the ToolKit Proactive Commands sent by the SIM/R-UIM/UICC and routed to the Connection Manager Application by the device (see [ETSI TS 102 223] for the routing aspects).
The device SHALL send this callback only when the Connection Manager Application support the corresponding ToolKit Proactive Commands as previously indicated into the UICC_SetTerminalProfile().
The device SHALL send this callback as soon as it receives the ToolKit Proactive Commands from the SIM/R-UIM/UICC.
	Prototype

	dword  CMAPI_Callback UICC_ToolKitProactiveCommand (dword handle, byte toolKitProactiveCommand[256])



	Parameters

	Field Name
	Mode
	Description

	handle
	input
	The targeted device

	toolKitProactiveCommand
	input
	ToolKit Proactive Command in hexadecimal format as specified in [ETSI TS 102 223] for the core part, in [3GPP TS 31.111] for the 3GPP specific part, in [C.S0035] for the 3GPP2 specific part.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.


4. CMAPI_Callback UICC_DeviceTerminalProfile()

The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].

The CMAPI_Callback_TerminalProfile() function is used for the Connection Manager Application to receive the TERMINAL PROFILE sent by the device to the SIM/R-UIM/UICC each time the device sent it.
The device SHALL send this callback at the same time it sends the TERMINAL PROFILE to the SIM/R-UIM/UICC.
	Prototype

	dword  CMAPI_Callback_UICC_DeviceTerminalProfile (dword handle, byte terminalProfile[256])



	Parameters

	Field Name
	Mode
	Description

	handle
	input
	The targeted device

	terminalProfile
	input
	The hexadecimal value of the TERMINAL PROFILE as specified in the chapter “Structure and coding of the TERMINAL PROFILE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP TS 31.111] for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP2 C.S0035] for the 3GPP2 specific part.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.


Change 3:  Add the new function codes for UICC Callbacks

6.5 Registration APIs
This API is exposed by the OpenCMAPI layer.

6.4.xx CMAPI_Callback_Register()

The CMAPI_Callback_Register() function is used for the application to register for the callbacks which are expected to be received.

	Prototype

	dword  CMAPI_Callback_Register  (RadioType radio, dword  function, callback method )



	Parameters

	Field Name
	Mode
	Description

	radio
	Input
	Please see radio type definition

	function
	Input
	                       The function to register a callback for

· 0x00000000: Session State Change

· 0x00000001: Bearer Status Change

· 0x00000002: Traffic Channel Dormancy

· 0x00000003: CDMA 2000 Activation State

· 0x00000004: Power State

· 0x00000005: Roaming

· 0x00000006: Signal Strength

· 0x00000007: GPS

· 0x00000008: SMS Received

· 0x00000009: Byte Count

· 0x0000000A: Incoming Call

· 0x0000000B: USSD Message

· 0x0000000C: Card Application Toolkit proactive command

· 0x0000000D: QOS change

· 0x0000000E: RF Information change

· 0x0000000F: Device Detection callback
· 0x00000010: Device Addition and Removal
· 0X00000011: PUSH message received

· 0x00000012: WLAN Connection Status

· 0x00000013: WLAN Scan complete

· 0x00000014: WLAN New network available
· 0x00000015: UICC ToolKit Proactive Command callback
· 0x00000016: UICC Device Terminal Profile callback

	method
	Input
	The callback method to use when event is triggered.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000002
	Radio type not present
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