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1 Reason for Change

This CR proposes resolutions for the following OpenCMAPI CONRR comments:

	D201
	2011.12.22
	T
	5.13
	Source: ZTE

Form: doc#CONR-2011-0148

Comment: resolve the editor’s note:
Editor Note: Requirements UICC-002, UICC-003, UICC-004 & UICC-011 are not covered – need to be addressed

Proposed Change:
	Status: OPEN

F2F Barcelona 21/02/12 – UICC 002 addressed by 16R01& UICC11 by 47

F2F Barcelona 23/02/12 – only UICC003 & 004 now missing

(ARC-SCT to provide CR after 13th of March)

	D203
	2100.12.21
	T
	5.13
	Source: Gemalto

Form: doc#0118R01
Comment: REQuirements UICC-002, UICC-003 and UICC-004 shall be covered.

Proposed Change: new functions to cover REQuirements UICC-002, UICC-003, UICC-004.
	Status: OPEN 

Same as D201

F2F Barcelona 21/02/12 – UICC 002 addressed by 16R01

F2F Barcelona 23/02/12 – only UICC003 & 004 now missing (ARC-SCT to provide CR after 13th of March)


and to cover the following requirements:

	CMAPI-UICC-003
	The OpenCMAPI Enabler SHALL provide an Access Control mechanism to control the access of CM applications to the Card Application Toolkit (CAT) features

(see [3GPP TS 31.111], [3GPP2 C.S0035], [ETSI TS 102 223]).
	1.0

	CMAPI-UICC-004
	The OpenCMAPI enabler SHALL support an Access Control mechanism to control the access of Connection Manager applications sending any APDU to the Card
	1.0


And includes comments according to 16th April agreement.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The CD OpenCMAPI SWG should review and agree this CR and close the comments D201, D203.

6 Detailed Change Proposal

Change 1:  Modify 2.1
Normative References
2.1 Normative References

..............
	[ETSI TS 102 221]
	“TS 102 221 Technical Specification, Smart Cards; UICC-Terminal interface; Physical and logical characteristics”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 223]
	“TS 102 223 Technical Specification, Smart Cards; Card Application Toolkit (CAT)”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[GP, SE Access Control]
	“GlobalPlatform Device Technology, Secure Element Access Control”, GlobalPlatform™, 
http://www.globalplatform.org/specificationsdevice.asp

	[OpenCMAPI-AD]
	“Open Connection Manager API Architecture”, Open Mobile Alliance™, OMA-AD-OpenCMAPI-V1_0-20111101-C.doc,
URL:http://www.openmobilealliance.org/

	[OpenCMAPI-RD]


	“Open CM API Requirements”, Open Mobile Alliance™, OMA-RD-OpenCMAPI-V1_0-20111101-C.doc,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/


Change 2:  Move section 6.10.1
CMAPI_UICC_GetICCID() to section 6.13.15
6.10.1 

	

	



	

	
	
	

	
	
	

	
	
	

	
	
	


	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


6.13.15
CMAPI_UICC_GetICCID()

The CMAPI_UICC_GetICCID() function is used to get the ICCID.
	Prototype

	dword  CMAPI_UICC_GetICCID (dword deviceID, UTF8* pszICCID, byte btSize)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	pszICCID
	Output
	The ICCID value as specified in [ETSI TS 102 221].

	btSize
	Input
	The size in byte of pszICCID buffer.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0X00000002
	The deviceID references a non-existent device or a device which is not open

	0X00000013
	The device does not contain hardware which supports this operation.

	0X00000014
	The device is not in a power state which allows this operation.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 3:  Add normative text to fulfill Requirements

6.9 PINs/PUKs Management APIs
6.9.1 Access Control:
The control mechanism described in the “Access Control” chapter of the “UICC Management APIs” chapter also applies to this section.
For Mobile Broadband devices, the implementation of the Access Control function is optional in accordance with “UICC Management APIs” chapter.
For all other devices, all the functions described in the current chapter entitled “PINs/PUKs Management APIs” SHALL be implemented.
Change 4:  Add normative text to fulfill Requirements

6.10 UICC Management APIs
6.10.1 Access Control:

The OpenCMAPI SHALL control the access of Connection Manager applications sending APDUs to the Smart Card (SIM/R-UIM/NAA on UICC) through the Access Control mechanism defined in [GP, SE Access Control] except that the access to UICC is granted for Connection Manager applications if neither the ARA-M nor the ARF is present on the Smart Card. The control SHALL apply for a given Connection Manager application as soon as CMAPI_API_Open() has been called and until the call of CMAPI_API_Close().
The Smart Card (SIM/R-UIM/NAA on UICC) SHALL be compliant with [GP, SE Access Control] in order to provide the interface to the Access Control mechanism in the device to retrieve the Access Rules.
The Smart Card (SIM/R-UIM/NAA on UICC) issuer SHALL provision Access Rules into the Smart Card according to its security policy as defined in [GP, SE Access Control].

For Mobile Broadband devices, the implementation of the Access Control function and the functions described in the following sub-sections of the current chapter entitled “UICC Management APIs” are optional. However, if these latter functions are implemented the Access Control function SHALL also be implemented.
For all other devices, all the functions described in the current chapter entitled “UICC Management APIs” SHALL be implemented.
6.10.2
CMAPI_UICC_GetTerminalProfile()
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