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Change Request

	Title:
	CR to Close OpenCMAPI CONRR Comment regarding D142 & D262
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	CD OpenCMAPI

	Doc to Change:
	OMA-TS-OpenCMAPI-V1_0-20120319-D

	Submission Date:
	02 April 2012

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Chris Heistad, Smith Micro Software Inc., cheistad@smithmicro.com 

	Replaces:
	N/A


1 Reason for Change

This CR proposes a resolution for the following OpenCMAPI CONRR comments regarding being able to set the permitted bearers while connected.
	D142
	2011.12.20
	T/Q
	5.8.1
	Source: DTAG
Form: doc#CONR-2011-0141
Comment: 
ipAddress, it’s better to format the string of IP address to clarify IPv4 and IPv6.

Proposed Change: 
To apply and distinguish IPv4/IPv6 for ipaddress
	Status: OPEN 
F2F Barcelona 20/02/12 – Correct the spelling mistake on address
Proposal to address this later

conf call 12/02/29:  CR to propose a data type addressing the IPv4/v6 Cf D262 – Volunteer to draft CR needed



Response: Agreed, see change 1,2,3,4,5,6,7.
	D262
	2011.12.21
	T
	5.19.5, 5.19.6
	Source: Smith Micro
Form: OMA-CONR-2011-0146

Comment: Call is not consistent with supporting IPv6.
Proposed Change: Add support for IPv6 to this call.
	Status: OPEN
F2F Barcelona 21/02/12 – Generic IPaddress type supporting IPv4 & IPv6 to be proposed / CR expected


Response: Agreed see change 8,9.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CD OpenCMAPI group should agree this CR and close D142 & D262.
6 Detailed Change Proposal

Change 1:  Add the following definition to Section 5.3:
Address

	Definition Address

	This prototype defines a structure which describes an IP Address.



	Field Name
	Type
	Description

	addressType
	dword
	A flag to indicate the type of address:

· 0x00000000: None
· 0x00000001: IPv4
· 0x00000002: IPv6

· 0x00000003: IPv4v6

	address
	string
	The address


Change 2:  Change the following items in Section 5.3.6:
CellularProfileType

	Definition CellularProfileType

	This prototype defines a structure which describes a Cellular Profile Type



	Field Name
	Type
	Description

	CellularProfileName
	String*
	The name of the Cellular Profile

	UserName
	String*
	The user name associated to the connection

	Password
	String*
	The password associated with the connection

	PhoneNum
	String*
	The phone number associated with the connection

	APN
	String*
	The APN used for this connection

	address
	Address*
	The IP address

	PrimaryDNS
	String*
	The primary DNS

	SecondaryDNS
	String*
	The secondary DNS

	AuthType
	dword
	The Authentication Protocol type:

· 0x00: CHAP only

0x01: PAP only
· 0x02: Automatic

	
	
	
· 



	UseDhcpForIP
	Boolean
	Use DHCP for IP address. If this is true, then the IP field is unused.

	UseDhcpForDNS
	Boolean
	Use DHCP for DNS address. If this is true, then the PrimaryDNS and SecondaryDNS fields are unused.

	TimeoutSeconds
	dword
	The time out in seconds

	WINSPreferred
	string*
	Optional - The preferred WINS (Windows Internet Naming Service)

	WINSAlternated
	string*
	Optional - The alternated WINS (Windows Internet Naming Service)


Change 3:  Change the following items in Section 5.3.11:
ConnectedParameters
	Definition ConnectedParameters

	This prototype defines a structure which describes an existing network connection (currently applies only to WLAN)



	Field Name
	Type
	Description

	pAddress
	Address*
	The IP Address

	pSubnetMask
	string*
	The subnet mask

	pHttpProxy
	string*
	The Http proxy.

	pMACAddress
	string*
	The MAC address

	pDefaultGateway
	string*
	The default Gateway


Change 4:  Change the following items in Section 6.5.1:
6.5.1 CMAPI_NetCon_GetConnectionStatus()
The CMAPI_NetCon_GetConnectionStatus() is used to obtain information about the connection status.

	Prototype

	
  dword CMAPI_NetCon_GetConnectionStatus (dword deviceID, dword* connectionStatus, dword* pTypes, Address* address, dword* addressSize, qword* dataRate, qword* txPackets, qword* rxPackets, qword* txBytes, qword* rxBytes, dword* duration)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	connectionStatus
	Output
	Connection status values: 

· 0x00000000: Connected

· 0x00000001: Disconnected (it may be possible to distinguish between passive and active disconnection)

· 0x00000002: Connecting

· 0x00000003: Disconnecting

· 0x00000004: Scanning 

· 0x00000010: Unknown state

	pTypes
	Output
	Indication of the radio access technology currently used

In the case of a device with multiple radios, there MAY be multiple settings returned.

· 0x00000010: GSM service

· 0x00000020: GPRS service

· 0x00000040: EDGE service

· 0x00000100: CDMA service

· 0x00000200: QNC service 
· 0x00000400: 1X-RTT service

· 0x00000800: EV-DO service

· 0x00001000: EV-DV service

· 0x00002000: IOTA service
· 0x00004000: IOTA REVA service

· 0x01000000: UMTS service

· 0x02000000: HSDPA service (Included for legacy purpose, not all operators use HSDPA+)

· 0x04000000: HSUPA service

· 0x08000000: HSPA Plus service

· 0x10000000: PHS service

· 0x20000000: FOMA service

· 0x40000000: LTE service

· 0x80000000: WLAN service

	address
	Output
	IP address on interface

	addressSize
	Input/Output
	The size of the IPAddress buffer on input. If insufficient, contains the size needed on return.

	dataRate
	Output
	Connection Data Rate in Kbit/s

	txPackets
	Output
	Number of packets transmitted since connection establishment

	rxPackets
	Output
	Number of packets transmitted since connection establishment

	txBytes
	Output
	Number of bytes transmitted since connection establishment

	rxBytes
	Output
	Number of bytes received since connection establishment

	duration
	Output
	Number of seconds elapsed since connection establishment


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000003
	The deviceID references a non-existent device or a device which is not open

	0x00000013
	The device does not contain hardware which supports this operation.

	0x00000014
	The device is not in a power state which allows this operation.

	
	The IPAddress buffer is not sufficient to hold the address. IPAddressSize contains the minimum number of bytes required.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 5:  Change the following items in Section 6.7.5:
CMAPI_MobileIP_SetProfile()
The CMAPI_MobileIP_SetProfile () function is used to configure the contents of a Mobile IP profile on the device.  The function takes as arguments the index of the Mobile IP profile that will be modified and the profile values that will be set by the function.
	Prototype

	dword  CMAPI_MobileIP_SetProfile (dword deviceID, string SPC, byte index, byte Enabled, string* Address, string* PriHA, string* SecHA, byte RevTunn, string* NAI, dword HASPI, dword AAASPI, string MNHA, string MNAAA)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	SPC
	Input
	Pointer to a string containing the Service Programming Code (SPC).

	index
	Input
	Index of the mobile IP profile that is being set with this function.

	Enabled
	Input
	(Optional) Enable profile: 0x00: No (disable), any other value: Yes (enable)

	Address
	Input
	(Optional) Home IP address (May be IPv4 or IPv6)

	PriHA
	Input
	(Optional) Primary Home Agent IP address (may be IPv4 or IPv6)

	SecHA
	Input
	(Optional) Secondary Home Agent IP address (may be IPv4 or IPv6)

	RevTunn
	Input
	(Optional) Reverse tunneling mode: 0x00: No (Disabled), any other value: Enabled

	NAI
	Input
	(Optional) Network Access Identifier string

	HASPI
	Input
	(Optional) Home Agent Security Parameter Index

	AAASPI
	Input
	(Optional) AAA server Security Parameter Index

	MNHA
	Input
	(Optional) MN-HA key string

	MNAAA
	Input
	(Optional) AAA key string


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000003
	The deviceID references a non-existent device or a device which is not open

	0x00000013
	The device does not contain hardware which supports this operation.

	0x00000014
	The device is not in a power state which allows this operation.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 6:  Change the following items in Section 6.7.6:
CMAPI_MobileIP_GetProfile()
The CMAPI_MobileIP_GetProfile () function is used to retrieve the contents of a Mobile IP profile on the device.  The function takes as arguments the index of the Mobile IP profile that will be retrieved and the profile values that will be returned by the function.
	Prototype

	dword  CMAPI_MobileIP_GetProfile (dword deviceID, byte index, byte* pEnabled, Address* pAddress, dword* addressSize Address* pPriHA, dword* priHASize Address* pSecHA, dword* secHASize byte* pRevTunn, byte naiSize, string* pNAI, dword* pHASPI, dword* pAAASPI, dword* pHAState, dword* pAAAState)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	index
	Input
	Index of the mobile IP profile that is being set with this function.

	pEnabled
	Output
	Profile status: 0x00: Disabled; 0x01: Enabled; 0xFF: Unknown

	pAddress
	Output
	Home IP address 

	addressSize
	Input/Output
	The size of the address buffer

	pPriHA
	Output
	Primary Home Agent IP address 

	priHASize
	Input/Output
	The size of the primary home agent buffer

	pSecHA
	Output
	Secondary Home Agent IP address

	secHASize
	Input/Output
	The size of the secondary home agent buffer

	pRevTunn
	Output
	Reverse tunneling status: 0x00: Disabled; 0x01: Enabled; 0xFF: Unknown

	naiSize
	Input
	Maximum number of characters in the NAI string

	pNAI
	Output
	Network Access Identifier string

	pHASPI
	Output
	Home Agent Security Parameter Index (0xFFFFFFFF: Unknown)

	pAAASPI
	Output
	AAA server Security Parameter Index (0xFFFFFFFF: Unknown)

	pHAState
	Output
	Home Agent Key state: 
· 0x00000000: Unset

0x00000001: Set, default value
0x00000002: Set, non-default value
0xFFFFFFFF: Unknown

	pAAAState
	Output
	AAA Key state: 
· 0x00000000: Unset

0x00000001: Set, default value
0x00000002: Set, non-default value
0xFFFFFFFF: Unknown


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000003
	The deviceID references a non-existent device or a device which is not open

	0x00000013
	The device does not contain hardware which supports this operation.

	0x00000014
	The device is not in a power state which allows this operation.

	
	The address buffer is insufficient. The size parameter contains the minimum required byte size.

	
	The primary ha address buffer is insufficient. The size parameter contains the minimum required byte size.

	
	The secondary ha address buffer is insufficient. The size parameter contains the minimum required byte size.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 7:  Change the following items in Section 6.13.8:
CMAPI_Information_GetIPAddress()

The CMAPI_Information_GetIPAddress() function is used to retrieve the current IP address assigned to the device and the type of the address assigned.
	Prototype

	dword  CMAPI_Information_GetIPAddress (dword deviceID, dword addressType Address* pAddress, dword* pAddressSize,)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	addressType
	Input
	The types of IP Address to return
· 0x00000001: IPv4

· 0x00000002: IPv6

· 0x00000003: IPv4v6

	pAddress
	Output
	The address for the current connection

	pAddressSize
	Input, Output
	The address size

	
	
	

	
	
	


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000002
	Not connected

	0x00000003
	IP Address is not currently assigned (advisable to retry call)

	0x00000004
	Authentication failure

	0x00000005
	The address buffer is not large enough, pAddressSize contains the minimum required size in bytes.

	0x00000006
	 The radio references a radio which the device does not support.

	0X00000007
	The deviceID references a non-existent device or a device which is not open

	0X00000014
	The device is not in a power state which allows this operation.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 8:  Change the following items in Section 6.16.5:
6.16.5 CMAPI_GNSS_SetAGPSConfig()

The CMAPI_GNSS_SetAGPSConfig() function is used to configure the Assisted GPS (AGPS) server IP address, port number and/or FQDN.

	Prototype

	dword  CMAPI_GNSS_SetAGPSConfig (dword deviceID, string serverAddress, dword serverPort, string serverFQDN)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	serverAddress
	Input
	 The address of AGPS server. It may be IPv4 or IPv6.

	serverPort
	Input
	Port number of AGPS server

	serverFQDN
	Input
	Fully Qualified Domain Name (FQDN) of AGPS server


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0X00000002
	The deviceID references a non-existent device or a device which is not open

	0X00000013
	The device does not contain hardware which supports this operation.

	0X00000014
	The device is not in a power state which allows this operation.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 9:  Change the following items in Section 6.16.6:
6.16.6 CMAPI_GNSS_GetAGPSConfig()

The CMAPI_GNSS_GetAGPSConfig() function is used to retrieve the values of the Assisted GPS (AGPS) server IP address, port number and FQDN.

	Prototype

	dword  CMAPI_GNSS_GetAGPSConfig (dword deviceID, Address* pServerAddress, dword* ServerAddressSize, dword* pServerPort, string* pServerFQDN, dword* ServerFQDNSize)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	pServerAddress
	Output
	Address of AGPS server. It may be IPv4 or IPv6.

	ServerAddressSize
	Input/Output
	The size of the ServerAddress buffer on input. Will contain the minimum byte size needed if input was insufficient.

	pServerPort
	Output
	Port number of AGPS server

	pServerFQDN
	Output
	Fully Qualified Domain Name (FQDN) of AGPS server

	ServerFQDNSize
	Input/Output
	The size of the Server FQDN buffer on input. Will contain the minimum byte size needed if input was insufficient,


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0X00000002
	The deviceID references a non-existent device or a device which is not open

	0X00000013
	The device does not contain hardware which supports this operation.

	0X00000014
	The device is not in a power state which allows this operation.

	
	The ServerAddress buffer needs to be larger, The ServerAddressSize is set to the minimum number of bytes required.

	
	The ServerFQDN buffer needs to be larger. The ServerFQDNSize is set to the minimum number of bytes required.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.
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