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	Title:
	CR to Close OpenCMAPI CONRR Comment regarding D146, D147, D148 & D149.
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	CD OpenCMAPI

	Doc to Change:
	OMA-TS-OpenCMAPI-V1_0-20120319-D

	Submission Date:
	10 April 2012

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Chris Heistad, Smith Micro Software Inc., cheistad@smithmicro.com 

	Replaces:
	N/A


1 Reason for Change

This CR proposes a resolution for the following OpenCMAPI CONRR comments:
	D146
	2011.12.21
	T/Q
	5.8.2
	Source: Gemalto

Form: doc#0118R01
Comment: please describe what this is supposed to do, for CS and PS domain.

Proposed Change: addition of the description what this is supposed to do for CS and PS domain.
	Status: OPEN 

F2F Barcelona 20/02/12 – To define the Autoconnect function first 

PIN code in decimal with optional second PIN code for multimode devices + clarify it is the UICC PIN (or to split this or remove the PIN code)

CR needed


Response: Agreed. See change 1,2,3. The PIN functionality is implemented in a callback so that it is never buffered.
	D147
	2011..21
	T
	5.8.2
	Source: Huawei

Form: #0147

Comment: CMAPI_NetCon_SetAutoConnectMode, if it is now connected status, then such action should not be allowed.

Proposed Change: such restriction.
	Status: OPEN

F2F Barcelona 20/02/12 – to look at this with the autoconnect function to be added


Response: In order to be consistent with the bearer restriction which was implemented with an optional return code to disallow this while connected, a return code should be added. See change 1.
	D148
	2011.12.21
	Q
	5.8.2 & potentially others
	Source: Smith Micro

Form: OMA-CONR-2011-0146

Comment: Are there situations where we can tell the pin code cannot possibly be valid and we can return an error stating it is malformed?

Proposed Change: Add return code to indicate that pin code is malformed.
	Status: OPEN
F2F Barcelona 20/02/12 – to add return values

Wrong PIN & PIN blocked cf 5.12.4

How to inform the CM application that  the PIN has not been verified

Cf resolution of D146


Response: Rejected as this is not possible with the callback mechanism proposed in this CR. 
	D149
	2011.12.20
	T
	5.8.2
	Source: DTAG
Form: doc#CONR-2011-0141
Comment: 
Since there is an API to set auto connect mode, why don’t add an API to get the current connect mode?

Proposed Change: 
To add  API to get the current connect mode
	Status: OPEN
F2F Barcelona 20/02/12 – Agreed - to propose a getautoconnectmode – CR to be done


Response: Agreed. See Change 4.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CD OpenCMAPI group should agree this CR and close D146, D147, D148 & D149.
6 Detailed Change Proposal

Change 1:  Change the following items in Section 6.5.2:
6.5.2 CMAPI_NetCon_SetAutoConnectMode()
The CMAPI_NetCon_SetAutoConnectMode() function is used to set/disable “autoconnect” mode. When the autoconnect functionality is triggered, the default profile for the device will be used to make the connection. The default profile must be set in the CMAPI_NetCon_SetDefaultProfile method. If there is need to request the PIN, this will happen asynchronously as needed through a callback. The application must register for the callback previously before turning on one of the autoconnect modes.
	Prototype

	
dword CMAPI_NetCon_SetAutoConnectMode (dword deviceID, enum mode)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	mode
	Input
	· Enable-home: Enable for home network

· Enable-all: Enable for home and roaming network

· Disable: Disable autoconnect

	
	
	


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000003
	The deviceID references a non-existent device or a device which is not open

	0x00000013
	The device does not contain hardware which supports this operation.

	0x00000014
	The device is not in a power state which allows this operation.

	0x00000022
	A default profile has not been set for this device.

	
	It is necessary to register for the get PIN callback previous to enabling an autoconnect mode

	
	There is currently a connection which prevents this operation. It is necessary to disconnect before the requested operation can be completed.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 2:  Add the following method in the callback section of 7.3:
CMAPI_Callback_GetPIN()

The CMAPI_Callback_GetPIN() function is used to obtain the PIN when necessary during auto connect.
	Prototype

	dword  CMAPI_Callback_GetPin ( dword* pPinType, string* pPinBuffer, dword pinBufferLength)



	Parameters

	Field Name
	Mode
	Description

	pPinType
	Output
	The type of PIN returned:

· 0x00000001: PIN1

· 0x00000002: PIN2

	pPinBuffer
	Output
	The buffer in which the PIN is placed.

	pinBufferLength
	Input
	The maximum number of bytes the pin buffer is able to hold.


Change 3:  Add the following to 5.3.17 callback definition:
CallbackID

	Definition CallbackID

	This prototype defines an enumeration of callback ID to register to or unregister from.



	CallbackID
	dword
	Callback ID:

· 0x00000001: Devices Detection Complete

· 0x00000002: Device Changed - Device Addition and Removal

· 0x00000003: GetNetworkList Async Complete

· 0x00000004: Connect Complete

· 0x00000005: Disconnect Complete

· 0x00000006: Cancellation of connection Complete

· 0x00000007: Session State Change

· 0x00000008: Bearer Status Change

· 0x00000009: Traffic Channel Dormancy

· 0x0000000A: CDMA 2000 Activation State

· 0x0000000B: ScanNetworkComplete

· 0x0000000C: Radio Power State Change

· 0x0000000D: SetRadioState Async Complete

· 0x0000000E: Roaming

· 0x0000000F: Signal Strengh

· 0x00000010: GNSS

· 0X00000011: SMS Received

· 0x00000012: Byte Count

· 0x00000014: USSD Message

· 0x00000015: QoS change

· 0x00000016: RF Information change

· 0x00000017: PIN PUK Status

· 0x00000018: WLAN Scan complete

· 0x00000019: WLAN New network available

· 0x0000001A: WLAN Connection Status

· 0X0000001B: PUSH message received

· 0x0000001C: OMA DM Status

· 0x0000001D: UICC ToolKit Proactive Command callback

· 0x0000001E: UICC Device Terminal Profile callback
· 0x0000001F: Get PIN



Change 4:  Add the following method:
CMAPI_NetCon_GetAutoConnectMode()
The CMAPI_NetCon_GetAutoConnectMode() function is used to return the current “autoconnect” mode. 

	Prototype

	
dword CMAPI_NetCon_GetAutoConnectMode (dword deviceID, enum* mode)



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	mode
	Output
	· Enable-home: Enable for home network

· Enable-all: Enable for home and roaming network

· Disable: Disable autoconnect


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0x00000003
	The deviceID references a non-existent device or a device which is not open

	0x00000013
	The device does not contain hardware which supports this operation.

	0x00000014
	The device is not in a power state which allows this operation.

	0X000000F1
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20120101-I]

© 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20120101-I]

