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1 Reason for Change

R02 is the result of the discussion during the F2F meeting the 19th of September 2012.

R01 is based on the discussion made during the CC the 05th Sept 2012.

This CR proposes to provide requirements for supporting P2P Direct connection such as Wi-Fi DirectTM within OpenCMAPI v 1.1.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The CD OpenCMAPI SWG should review and agree this CR.

6 Detailed Change Proposal

Change 1:  Add support of P2P in HLF section
	CMAPI-HLF-028
	The OpenCMAPI enabler SHALL support interfaces related to UICC.

Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.14.
	1.0

	CMAPI-HLF-029
	The OpenCMAPI enabler SHALL support data PUSH service option.

Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.16.
	1.0

	CMAPI-HLF-030
	The OpenCMAPI Enabler SHALL be able to support Phone Book /Contacts management.
Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.11.
	1.1

	CMAPI-HLF-031
	The OpenCMAPI Enabler SHALL be able to support management of Wi-Fi Direct connection as P2P Direct connection.
Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.17.
	1.1

	CMAPI-HLF-032
	The OpenCMAPI Enabler MAY be able to support management of LTE direct connection as P2P Direct connection.

Informational Note: The requirements listed in section 6.17 will then apply as well to this functionnality.
	1.1

	CMAPI-HLF-033
	The OpenCMAPI Enabler SHALL be able to support VPN hooks
	Future Release

	
	
	


Table 1: High-Level Functional Requirements
Change 2:  Add new section for the P2P Direct Connection Management requirements – Section 6.17
6.17 P2P Direct Connection Management Functional Requirements

This section identifies the requirements for interfaces related to the management of P2P Direct connections between devices.

	Label
	Description
	Release

	
	
	

	
	
	

	CMAPI-P2P-001
	The OpenCMAPI Enabler SHALL be able to detect which P2P direct connection technologie(s) is/are supported if any.
	1.1

	CMAPI-P2P-002
	The OpenCMAPI Enabler SHALL provide the capability to activate or deactivate the P2P function in a P2P Direct enabled device.
	1.1

	CMAPI-P2P-003
	The OpenCMAPI Enabler SHALL provide the capability to allow or not allow the device to have a P2P connection simultaneously to a normal data connection using the same radio technology (e.g.. using Wi-Fi Direct to exchange pictures with other devices while being connected to internet through Wi-Fi).
	1.1

	CMAPI-P2P-004
	The OpenCMAPI Enabler SHALL be able to offer registration capabilities to the applications in order to advertize the P2P Direct services supported. 
	1.1

	CMAPI-P2P-005
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to discover Remote Device(s).
	1.1

	CMAPI-P2P-006
	The OpenCMAPI Enabler SHALL be able to retrieve list of Remote Devices discovered by the Local Device.
	1.1

	
	
	

	CMAPI-P2P-007
	The OpenCMAPI Enabler SHOULD be able to trigger the Local Device to discover  services supported by discovered Remote Device(s)  (e.g. a printing service).
	1.1

	CMAPI-P2P-008
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to create a new P2P Direct group with one or several Remote Device (s) (The group could be a simple instance group – one time or a persistent one).
	1.1

	CMAPI-P2P-009
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a P2P Direct group it previously created.
	1.1

	CMAPI-P2P-010
	The OpenCMAPI Enabler SHALL be able to enable or disable the Local Device to be a member of several groups simultaneously.
	1.1

	CMAPI-P2P-011
	The OpenCMAPI Enabler SHALL support the Local Device to be in charge of a group.
	1.1

	
	
	

	CMAPI-P2P-012
	The OpenCMAPI Enabler SHALL be able to request the Local Device to establish or close an existing P2P Direct connection within the group.
	1.1

	CMAPI-P2P-013
	The OpenCMAPI Enabler SHALL be able to retrieve the status of the P2P Direct connection.
	1.1

	CMAPI-P2P-014
	The OpenCMAPI Enabler SHALL be able to request the Local Device to act as an Access Point and to share its data connection with Remote Device members of the group (i.e enable or disable concurrent operations).
	1.1

	CMAPI-P2P-015
	The OpenCMAPI Enabler SHALL enable the Local Device to invite a Remote Device to join an existing group.
	1.1

	CMAPI-P2P-016
	The OpenCMAPI Enabler SHALL be able  to retrievefrom the Local Device which P2P Direct enabled device(s) are in an existing group to which the Local Device is a member of.
	1.1


Table 27: P2P Direct Connection Management Functional Requirements
Change 3:  Add references of Wi-Fi direct

	[3GPP TR 21.905]
	“TR 21.905 Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications”, 3rd Generation Partnership Project (3GPP),URL: http://www.3gpp.org/ftp/Specs/archive/21_series/21.905/

	[3GPP TS 22.011]
	“TS 22.011 Technical Specification Group Services and System Aspects; Service accessibility”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/22_series/22.011/

	[3GPP TS 22.022]
	“TS 22.022 Technical Specification Group Services and System Aspects; Personalisation of Mobile Equipment (ME), Mobile functionality specification”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/22_series/22.022/

	[3GPP TS 22.030]
	“TS 22.030 Technical Specification Group Services and System Aspects; Man-Machine Interface (MMI) of the User Equipment (UE)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/22_series/22.030/

	[3GPP TS 24.090]
	“TS 24.090 Technical Specification Group Core Network and Terminals; Unstructured Supplementary Service Data (USSD)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.090/

	[3GPP TS 31.101]
	“TS 31.101 Technical Specification Group Core Network and Terminals; UICC-terminal interface; Physical and logical characteristics, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.101/ 

	[3GPP TS 31.111]
	“TS 31.111 Technical Specification Group Core Network and Terminals; Universal Subscriber Identity Module (USIM), Application Toolkit (USAT)”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.111/

	[3GPP TS 31.102]
	“TS 31.102 Technical Specification Smart Cards; Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.102/ 

	[3GPP TS 31.103]
	“TS 31.103 Technical Specification Group Core Network and Terminals; Characteristics of the IP Multimedia Services Identity Module (ISIM) application”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.103/ 

	[3GPP TS 31.111]
	“TS 31.111 Technical Specification Group Core Network and Terminals; Universal Subscriber Identity Module (USIM), Application Toolkit (USAT)”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.111/

	[3GPP TS 51.011]
	“TS 51.011 Technical Specification Group Terminals; Specification of the Subscriber Identity Module-Mobile Equipment (SIM - ME) interface”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.011/

	[3GPP TS 51.014]
	“TS 51.014 Technical Specification Group Terminals; Specification of the SIM Application Toolkit for the Subscriber Identity Module - Mobile Equipment (SIM - ME) interface (Release 4)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.014/

	[3GPP2 C.S0023]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0023, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0035]
	“CDMA Card Application Toolkit (CCAT)”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0035, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0065]
	“Cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0065, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0068]
	“ME Personalization for cdma2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0068, 
URL: http://www.3gpp2.org/

	[DMClientAPIFw v1.0]
	“Enabler Release for OMA Device Management Client API framework”, OMA-ER-DMClientAPIfw-V1_0, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/

	[ETSI TR 102 216]
	“TR 102 216 Technical Report Smart Cards; Vocabulary for Smart Card Platform specifications”, v3.0.0, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 221]
	“TS 102 221 Technical Specification, Smart Cards; UICC-Terminal interface; Physical and logical characteristics”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 223]
	“TS 102 223 Technical Specification, Smart Cards; Card Application Toolkit (CAT)”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[Wi-Fi Alliance P2P TS]
	Wi-Fi Alliance Peer-to-Peer Technical Specification version 1.2

 (see  https://www.wi-fi.org/knowledge-center/published-specifications)

	
	

	


Change 4:  Add definitions in appropriate section

	Cloud Device
	Device that needs to be connected and using online services to be fully functional.

	Connection Manager
	An entity or application that manages different network connections based on user profiles associated with these connections. 

	CSIM
	A CDMA2000 Subscriber Identity Module is an application defined in [3GPP2 C.S0065] residing on the UICC to register services provided by 3GPP2 mobile networks with the appropriate security.

	Device
	A device is composed of one or several modems dealing with connectivity aspects.

	ISIM
	An IP Multimedia Services Identity Module is an application defined in [3GPP TS 31.103] residing in the memory of the UICC, providing IP service identification, authentication and ability to set up Multimedia IP Services.

	Local Device
	In P2P direct connection context, Local Device will represent the device to be controlled by the OpenCMAPI.

	Mobile Broadband Device
	A datacard or USB modem or dongle that can be plugged in a laptop to assume data connectivity to cellular networks

	M2M
	Any other device with an embedded modem module using wireless network(s) to communicate with other devices or networks.

It could be for example a module for an automotive system or an alarm system or even a consumer device such as a camera or a portable game device with embedded module.

	NAA
	Network Access Application as defined in [ETSI TR 102 216]. Examples of NAA on UICC: CSIM, ISIM, USIM.

	P2P Direct Enabled Device
	A device for which P2P (or known as D2D in 3GPP) Direct connection is supported and enabled.

	Profile/User Profile/Connection Profile
	The term Profile or User Profile or Connection Profile will be used to identify the information needed to establish a connection. There are two types of Connection Profiles: cellular profiles for connection to cellular and WLAN profiles for connection to WLAN.

	Push Service
	A service utilizing PUSH delivery mechanism that enables the mobile device to receive data traffic initiated by a dedicated server.

	Remote Device
	In P2P direct connection context, Remote Device will represent a device discovered by or communicated to the Local Device.

	R-UIM
	A Removable User Identity Module is a standalone module defined in [3GPP2 C.S0023] to register services provided by 3GPP2 mobile networks with the appropriate security.

	SIM
	A Subscriber Identity Module is a standalone module defined in [3GPP TS 51.011] to register services provided by 2G mobile networks with the appropriate security.

	UICC
	As defined in [OMA-DICT] and whose interface is specified in [3GPP TS 31.101].

	UIM
	A User Identity Module is a module defined in [3GPP2 C.S0023] to register services provided by 3GPP2 mobile networks with the appropriate security. The UIM can either be a removable UIM (R-UIM) or a non-removable UIM.

	USIM
	A Universal Subscriber Identity Module is an application defined in [3GPP TS 31.102] residing in the memory of the UICC to register services provided by 3GPP mobile networks with the appropriate security.

	Wireless Router
	A cellular network device that combines a router, switch and Wi-Fi access point (Wi-Fi base station) in one box. In the case of OpenCMAPI, the network to provide connectivity will be a cellular network. There could be two sorts of Wireless router: portable for nomadic usage or fixed for home usage in the case of Digital Dividend for example however in the document they will be considered as the same.

	
	


Change 5:  Add abbreviations in appropriate section

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AKA
	Authentication and Key Agreement

	API
	Application Programming Interface

	APN
	Access Point Name

	CDMA
	Code Division Multiple Access

	CHAP
	Challenge Handshake Authentication Protocol

	CM
	Connection Manager

	CSIM
	CDMA2000 Subscriber Identity Module

	D2D
	Device 2 Device

	DM
	Device Management

	DNS
	Domain Name System

	EAP
	Extensible Authentication Protocol

	EDGE
	Enhanced Data rates for GSM Evolution

	ETSI
	European Telecommunications Standards Institute

	e-UTRAN
	evolved Universal Terrestrial Radio Access Network

	GAN
	Generic Access Network

	GERAN
	GSM EDGE Radio Access Network

	GNSS
	Global Navigation Satellite System

	GPRS
	General Packet Radio Service

	GPS
	Global Positioning System

	GSM
	Global System for Mobile communications

	HSPA
	High Speed Packet Access

	ISIM
	IP Multimedia Services Identity Module

	LTE
	Long Term Evolution

	MAC
	Media Access Control

	MMS
	Multimedia Messaging Service

	NAA
	Network Access Application

	NDIS
	Network Driver Interface Specification

	NMEA
	National Marine Electronics Association

	ODM
	Original Device Manufacturer

	OEM
	Original Equipment Manufacturer

	OMA
	Open Mobile Alliance

	OpenCMAPI
	Open Connection Manager (CM) Application Programming Interface (API)

	P2P
	Peer to Peer

	PAP
	Password Authentication Protocol

	PDN
	Public Data Network

	PIN
	Personal Identification Number

	PLMN
	Public Land Mobile Network

	PRL
	Preferred Roaming List

	PSK
	PreShared Key

	PUK
	Pin Unlocking Key

	QoS
	Quality of Service

	RAS
	Remote Access Service

	RAT
	Radio Access Technologies

	RFC
	Request For Comments

	RSSI
	Received Signal Strength Indicator

	R-UIM
	Removable User Identity Module

	SIM
	Subscriber Identity Module

	SMS
	Short Message Service

	SMS-C
	Short Message Service Center

	SSID
	Service Set Identifier

	UI
	User Interface

	UICC
	Universal Integrated Circuit card

	UIM
	User Identity Module

	UMA
	Unlicensed Mobile Access

	UMTS
	Universal Mobile Telecommunications System

	USIM
	Universal Subscriber Identity Module

	USSD
	Unstructured Supplementary Service Data

	UTRAN
	Universal Terrestrial Radio Access Network

	VPN
	Virtual Private Network

	WEP
	Wired Equivalent Privacy

	Wi-Fi
	Wireless Fidelity

	WiMAX
	Worldwide Interoperability for Microwave Access

	WISPr
	Wireless Internet Service Provider roaming

	WLAN
	Wireless Local Area Network

	WPA2
	Wi-Fi  Protected Access Version 2

	WPS
	Wireless Protected Setup

	WWAN
	Wireless Wide Area Network


Change 6:  Add P2P in section 4.2

OpenCMAPI 1.1 aims to specify requirements from the OpenCMAPI 1.0 that were not addressed and were deferred for the future releases and to enhance the existing features and add new functionalities that are relevant for this release. 

OpenCMAPI v1.1 is enhancing version 1.0 with the addition of the following features:

· Additional Information Status and call-backs functions

· Phone Book /Contacts management support

· Support of Hotspot 2.0

· Support of P2P (or D2D as known in 3GPP) Direct connection
· Web API (for wireless routers for example)
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