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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the specification.   It should describe at a high level the main changes made to the specification compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT

5. JavaScript API Binding Definitions for CMAPI–1
This chapter defines the JavaScript API bindings for CMAPI–1 interface, including functional description, interface signature and data structure.
5.1 Introduction
CMAPI–1 is a synchronous interface. However, today’s web application’s programming model is based on asynchronous HTTP, for example XmlHttpRequest is primarily used in asynchronous mode. Thus operations over a web interface are inherently asynchronous, and should be non-blocking as they may take time to complete.
For the JavaScript API binding, all CMAPI–1 operations are modelled as asynchronous callback interface. This addresses the inherent asynchrony as well as providing a common pattern for results data, passed directly to the web app via the callback.

Table 1 CMAPI Web IDL Specification

	Web IDL Specification
Window Implements OmaCmapi;

interface OmaCmapi {

  boolean open(long accessLevel, DOMString securityRequest, ResultCallback cb);

  boolean close(ResultCallback cb);

  boolean getOpenCMAPIVersion(ResultCallback cb);

  boolean network_GetRFInfo(long deviceId, ResultCallback cb);

  boolean network_GetHomeInformation(long deviceId, long systemId, ResultCallback cb);

  boolean network_GetServingInformation(long deviceId, ResultCallback cb);

  boolean netConnectSrv_MgrCellularProfile(long deviceId, DOMString cellularProfileName, 
   CellularProfile cellularProfile, long operation, ResultCallback cb); // TODO: define CellularProfile
  boolean netConnectSrv_GetCellularProfile(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netConnectSrv_GetCellularProfileList(long deviceId, ResultCallback cb);

  boolean netConnectSrv_SelectNetwork(long deviceId, long systemID, RadioType radio, byte mode, 
   DOMString plmnId, callback ResultCallback cb); // TODO: define RadioType
  boolean netConnectSrv_GetNetworkList(long deviceId, ResultCallback cb);

  boolean netConnectSrv_GetCurrentConnType(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netConnectSrv_Connect(long deviceId, DOMString cellularProfileName, long connType, 
   ResultCallback cb);

  boolean netConnectSrv_Disconnect(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netConnectSrv_CancelConnect(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netConnectSrv_SecondaryPDPContext_Connect(long deviceId, DOMString cellularProfileName, 
   byte secondaryContextnumber, ResultCallback cb);

  boolean netConnectSrv_SecondaryPDPContext_Disconnect(long deviceId, DOMString cellularProfileName, 

   byte secondaryContextnumber, ResultCallback cb);

  boolean netConnectSrv_SecondaryPDPContext_CancelConnect(long deviceId, DOMString cellularProfileName, 

   byte secondaryContextnumber, ResultCallback cb);

  boolean netCon_GetConnectionStatus(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netCon_SetAutoConnectMode(long deviceId, DOMString cellularProfileName, long mode,

   ResultCallback cb);

  boolean netCon_GetAutoConnectMode(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netCon_SetDefaultProfile(long deviceId, DOMString cellularProfileName, ResultCallback cb);

  boolean netCon_SetPermittedBearers(long deviceId, long bearers, ResultCallback cb);

  boolean netCon_GetPermittedBearers(long deviceId, ResultCallback cb);

  boolean netCon_SetNoDataProfile(long deviceId, DOMString cellularProfileName, long state,

   ResultCallback cb);

  boolean netCon_GetNoDataProfile(long deviceId, ResultCallback cb);

  boolean callback_Register (long eventId, ResultCallback cb); // See OpenCMAPI TS v1.1 Section 6.2.22 CallbackID
  boolean callback_Unregister (long eventId); // See OpenCMAPI TS v1.1 Section 6.2.22 CallbackID
}

[Callback=FunctionOnly, NoInterfaceObject] interface ResultCallback {

  void onresult(OmaCmApiResult result); 
}

[NoInterfaceObject] interface OmaCmApiResult {

  readonly attribute DOMString status; // See OpenCMAPI v1.1 Section 9.1 Return Values and Error Codes
  readonly attribute DOMString data;

}


Note: the following sections give the details of the API mapping based on the methodology below:
(1) “callback” parameter was added in every method for “asynchronous” nature of Web API binding which will return information from server response

(2) Information returned from server were removed from parameters, but added to return values through callback.

(3) In origina TS, all Return Values were returned through Method Call. In the Web API Binding, they were split into

a. Method Call: only for the status of completion of method call – successful or unsuccessful
b. Callback: status from server response or the actual data returned from server
(4) In the original TS, return values of method call were dword type and defined as “0X00000000” and “0X00000001”. In the Web API Binding, they were changed to boolean type with value “True” and “False”.

(5) Some parameters in method signature, and some return error codes are not applicable in JS API. Thus they were removed.
(6) Data types in the method signature were made consistent with JS API, i.e.:
a. Dword == long

b. UTF8* == DOMString

c. Byte == byte
5.2 JavaScript API Binding for API Management
5.2.1 CMAPI_API_Open()
	Method Signature

	boolean open (long accessLevel, DOMString securityRequest, dword SecurityRequestSize, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	accessLevel
	Input
	The access level requested:

· 0x00000001 – Connection Manager Application
· 0x00000002 – Non Connection Manager Application
· 0xF0000000 - 0xFFFFFFFF – Reserved for proprietary access level implementation.

	SecurityRequest
	Input
	The represents a proprietary means of identification and credential presentation to the OpenCMAPI implementation. Each OpenCMAPI vendor is able to customize the type and amount of data to be submitted.

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through Callback

	Value
	Description

	0XF0000003
	The authentication has been denied. Please seek proper credentials for your access level.

	0XF0000004
	The security request was malformed. Please consult vendor materials and/or output log.

	0XF0000005
	The requested access level is not supported.


Note:
(1) Other return values through callback TBD, such as:

a. A JSON structure to indicate the supported binding of different operation types / implementations.
TO-DO: XML and JSON format of accessLevel (enumeration)
5.2.2 CMAPI_API_Close()
	Method Signature

	boolean close (ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


5.2.3 CMAPI_API_GetOpenCMAPIVersion()
	Method Signature

	boolean getOpenCMAPIVersion (UTF8* pOpenCMAPIVersion, dword* pOpenCMAPIVersionSize, ResultCallback callback) 


	Parameters

	Field Name
	Mode
	Description

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through Callback

	Value
	Description

	0X30000000
	The OpenCMAPIVersion buffer is not large enough

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	<x.y.z>{‘ ‘vendor specific string}
	OpenCMAPIVersion


TO-DO: XML and JSON format of <x.y.z>+’ ‘+<vendor specific string>
5.3 JavaScript API Binding for Device Discovery
5.3.1 Example Level 3

<text>

5.4 JavaScript API Binding for Cellular Network Management
5.4.1 CMAPI_Network_GetRFInfo()
	Method Signature

	boolean network_GetRFInfo (long deviceId, RFInfoType* pRFInfoList, dword* pRFInfoListSize, word* pRFInfoListElements, ResultCallback callback) 


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000006
	The RFInfoList buffer is not large enough

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	RFInfoList
	The List of RF Information. See RFInfoType. The RFInfo structures will be laid out at the front of the structure.

	pRFInfoListSize
	The number of bytes in the RFInfoList buffer.

	RFInfoListElements
	The number of elements in the RF Information List


TO-DO: XML and JSON format of RFInfoList (defined as RFInfoType) and RFInfoListElements
5.4.2 CMAPI_Network_GetHomeInformation()
	Method Signature

	boolean network_GetHomeInformation (long deviceId, long systemId, UTF8* pHomeNetworkName, dword* pHomeNetworkNamelength, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	systemId
	Input
	The radio system either 3GPP or 3GPP2 to which the function apply when the device is a multi-mode device.

· 0x00000000: 3GPP

· 0x00000001: 3GPP2

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0x00000003
	Buffer not large enough

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000107
	System not supported by the device

	0X00000130
	The device is not in a power state which allows this operation.

	0X00000135
	No IMSI available.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	HomeNetworkName
	Numerical value of the MCCMNC of home network (HPLMN) extracted from the system corresponding IMSI followed by the list of the MCCMNC of the EHPLMNs (Equivalent HPLMNs) separated by coma and space “, “ (i.e.: HPLMN_MCCMNC, EHPLMN_MCCMNC1, EHPLMN_MCCMNC2, ...). If no EHPLMNs are defined or available the list contains only the HPLMN_MCCMNC

	pHomeNetworkNamelength
	Buffer length


TO-DO: XML and JSON format of HomeNetworkName and systemID (enumeration, see 5.5.4)
5.4.3 CMAPI_Network_GetServingInformation()
	Method Signature

	boolean network_GetServingInformation (long deviceId, NetworkInfoType* pServingNetworkInfo, dword* pServingNetworkInfoCount, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000003
	Buffer not large enough

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	ServingNetworkInfo
	Network Information (see NetworkInfoType definition) of the serving network(s). In the case of a multimode device, several Serving Network Information outputs are provided.

	ServingNetworkInfoCount
	The total number of elements in the array of ServingNetworkInfo


TO-DO: XML and JSON format of ServingNetworkInfo (defined as NetworkInfoType) and ServingNetworkInfoCount
5.5 JavaScript API Binding for Connection Management
5.5.1 CMAPI_NetConnectSrv_MgrCellularProfile()
	Method Signature

	boolean netConnectSrv_MgrCellularProfile (long deviceId, DOMString cellularProfileName, CellularProfile cellularProfile, long operation, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	Cellular Profile Name, the unique identity for a profile

	cellularProfile
	Input
	The details information about the profile.

	operation
	Input
	The operation type to operate the profile, including Add, Delete, Update:

· 0x00000001: Add a profile

· 0x00000002: Delete a profile

· 0x00000003: Update a profile

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000004
	Invalid Operation

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002002
	The cellular profile name is not valid

	0X00002003
	The Cellular profile name is already existing, only happen when creating a profile with a existing name

	0X00002004
	The Cellular profile can not be updated while currently in use (connected)

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


TO-DO: XML and JSON format of CellularProfile object (defined as CellularProfileType) and Operation (enumeration)
5.5.2 CMAPI_NetConnectSrv_GetCellularProfile()
	Method Signature

	boolean netConnectSrv_GetCellularProfile (long deviceId, DOMString cellularProfileName, CellularProfileType* pCellularProfile, dword* pCellularProfileSize, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The profile name for the Get operation

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X30000001
	The buffer is not sufficient to hold the data, the pCellularProfileSize will contain the minimum number of bytes required.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	CellularProfile
	The details for the profile information

	pCellularProfileSize
	The size of the cellular profile buffer on input or if insufficient contains the necessary size


TO-DO: XML and JSON format of CellularProfile (defined as CellularProfileType)
5.5.3 CMAPI_NetConnectSrv_GetCellularProfileList()
	Method Signature

	boolean netConnectSrv_GetCellularProfileList (long deviceId, ProfileNameType* pCellularProfileNameList, dword* pCellularProfileNameListSize, dword* pCellularProfileNameListCount, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000002
	The buffer is not sufficient to hold the data, the pCellularProfileNameListSize will contain the minimum number of bytes required.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	CellularProfileNameList
	The buffer to contain the list of profile names. The Cellular Profile Name pointers will be laid out at the front of the buffer.

	CellularProfileNameListSize
	The size of the buffer on input or if insufficient contains the necessary size.

	CellularProfileNameListCount
	Number of entries in the list. 


TO-DO: XML and JSON format of CellularProfileNameList (defined as ProfileNameType) and CellularProfileNameListCount
5.5.4 CMAPI_NetConnectSrv_SelectNetwork()
	Method Signature

	boolean netConnectSrv_SelectNetwork (long deviceId, long systemId, RadioType radio, byte mode, DOMString plmnId, ResultCallback callback)  



	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	systemID
	Input
	The radio system either 3GPP or 3GPP2 to which the function applies when the device is a multi-mode device.

· 0x00000000: 3GPP

· 0x00000001: 3GPP2

	radio
	Input
	Which Radio technology is used = cf. RadioType definition

	mode
	Input
	The mode to select network mode: 
· 0x00: automatic network selection

· 0x01: manual network selection

	plmnId
	Input
	The PLMN ID is not used in the case of automatic network selection. The PLMNID is coded as a decimal value on the form "MCCMNC".

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000105
	The radio references a radio which the device does not support.

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000107
	System not supported by the device

	0X00000130
	The device is not in a power state which allows this operation.

	0X00003101
	The requested mode is not valid

	0X00003102
	The requested PLMNID is not valid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


TO-DO: XML and JSON format of radio (defined as RadioType), systemID (enumeration, see 5.4.2) and mode (enumeration, see 5.6.2 and 5.6.3)
5.5.5 CMAPI_NetConnectSrv_GetNetworkList()
	Method Signature

	boolean netConnectSrv_GetNetworkList (long deviceId, dword Timeout, NetworkInfoType* pNetworkInfo, dword* pNetworkInfoSize, dword* pNetworkInfoCount, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	Timeout
	Input
	The maximum time out for the network search (in seconds)

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000002
	The size of the network info buffer is insufficient. pNetworkInfoSize contains the minimum number of bytes required.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	NetworkInfo
	The Network Information (see NetworkInfoType definition) buffer. The NetworkInfo structures will be laid out at the front of the buffer.

	NetworkInfoSize
	The size of the network info buffer or if insufficient contains the necessary size.

	NetworkInfoCount
	The total number of elements in the array of NetworkInfo


TO-DO: XML and JSON format of NetworkInfo (defined as NetworkInfoType) and NetworkInfoCount
5.5.6 CMAPI_NetConnectSrv_GetNetworkList()_Async()
Not needed any more because 5.5.5 is already achieving this.
5.5.7 CMAPI_NetConnectSrv_GetCurrentConnType()
	Method Signature

	boolean netConnectSrv_GetCurrentConnType (long deviceID, DOMString cellularProfileName, dword* pCurrentConnType, ResultCallback callback) 


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	Optional - The name of the Cellular Profile to be used for this function

	Callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	CurrentConnType
	The connection type: 

· 0x00000000: DIAL_UP(RAS)

· 0x00000001: NDIS
· 0x00000002: EmulatedEthernet

· 0x00000003: None


TO-DO: XML and JSON format of CurrentConnType (enumeration, see 5.5.8)
5.5.8 CMAPI_NetConnectSrv_Connect()
	Method Signature

	boolean netConnectSrv_Connect (long deviceId, DOMString cellularProfileName, long connType, ResultCallback callback)  


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The name of the Cellular Profile to be used for this function

	connType
	Input
	The connection type: 

· 0x00000000: DIAL_UP(RAS)

· 0x00000001: NDIS
· 0x00000002: EmulatedEthernet

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000006
	The requested operation cannot currently be completed because another application is currently performing the same operation.

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0X00003001
	The requested bearer is not possible

	0X00003009
	The requested connection type is not valid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	0XF0000002
	The authentication is failed


TO-DO: XML and JSON format of ConnType (enumeration, see 5.5.7)
5.5.9 CMAPI_NetConnectSrv_Disconnect()
	Method Signature

	boolean netConnectSrv_Disconnect (long deviceId, DOMString cellularProfileName, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The name of the Cellular Profile to be used for this function

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000006
	The requested operation cannot currently be completed because another application is currently performing the same operation.

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0X00003002
	There is no connection to disconnect from

	0X00003009
	The requested connection type is not valid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


5.5.10 CMAPI_NetConnectSrv_CancelConnect()
	Method Signature

	boolean netConnectSrv_CancelConnect (long deviceId, DOMString cellularProfileName, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The name of the Cellular Profile to be used for this function

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002002
	The cellular profile name is not valid

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0X00003004
	There is no connecting session for cancellation

	0X00003005
	The Connection is releasing

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


5.5.11 CMAPI_NetConnectSrv_SecondaryPDPContext_Connect()
	Method Signature

	boolean netConnectSrv_SecondaryPDPContext_Connect (long deviceId, DOMString cellularProfileName, byte secondaryContextnumber, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The name of the Cellular Profile to be used for this function

	secondaryContext number
	Input
	Secondary context number from 1 to 16. 

The API shall check first if a Primary context is activated for this cellular profile

The API will check if in the cellular profile the pointer to the Secondary context is set to NULL or not. If not NULL, the function will try to activate the secondary context.

The API will also check if this Secondary context is already activated or in progress of activation

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000006
	The requested operation cannot currently be completed because another application is currently performing the same operation.

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0X00003001
	The requested bearer is not possible

	0X00003009
	The requested connection type is not valid

	0X00003201
	No Primary context activated

	0X00003202
	The secondary context doesn’t exist 

	0X00003203
	The secondary context is already activated/created

	0X00003204
	The secondary context activation is in progress

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	0XF0000002
	The authentication is failed


5.5.12 CMAPI_NetConnectSrv_SecondaryPDPContext_Disconnect()
	Method Signature

	boolean netConnectSrv_SecondaryPDPContext_Disconnect (long deviceId, DOMString cellularProfileName, byte secondaryContextnumber, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The name of the Cellular Profile to be used for this function

	secondaryContext number
	Input
	Secondary context number from 1 to 16. The API will check if in the cellular profile the pointer to the Secondary context is set to NULL or not. If not NULL, the function will try to deactivate the secondary context.

The API will also check if this Secondary context is already deactivated or in progress of deactivation

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000006
	The requested operation cannot currently be completed because another application is currently performing the same operation.

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0X00003002
	There is no connection to disconnect from

	0X00003009
	The requested connection type is not valid

	0X00003202
	The secondary context doesn’t exist

	0X00003205
	The secondary context is already deactivated

	0X00003206
	The secondary context deactivation is in progress

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


5.5.13 CMAPI_NetConnectSrv_SecondaryPDPContext_CancelConnect()
	Method Signature

	boolean netConnectSrv_SecondaryPDPContext_CancelConnect (long deviceID, DOMString cellularProfileName, byte secondaryContextnumber, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	The name of the Cellular Profile to be used for this function

	secondaryContext number
	Input
	Secondary context number from 1 to 16. 

The API will check if in the cellular profile the pointer to the Secondary context is set to NULL or not. If not NULL, the function will try to activate the secondary context.

The API will also check if this Secondary context is already deactivated or in progress of deactivation

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002002
	The cellular profile name is not valid

	0X00002101
	The user name is not valid

	0X00002102
	The password is not valid

	0X00002104
	The APN is not valid

	0X00002105
	The IP Address is not valid

	0X00002106
	The primary DNS address is not valid

	0X00002107
	The secondary DNS address is not valid

	0X00002108
	The Auth type is not valid

	0X00002109
	The IPAddrType is not valid

	0X0000210A
	The profile type is not valid

	0X0000210B
	The timeout is not valid

	0X00003004
	There is no connecting session for cancellation

	0X00003005
	The Connection is releasing

	0X00003202
	The secondary context doesn’t exist

	0X00003207
	The secondary context is already deactivating

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


5.6 JavaScript API Binding for Network Management
5.6.1 CMAPI_NetCon_GetConnectionStatus()
	Method Signature

	boolean netCon_GetConnectionStatus (long deviceId, DOMString cellularProfileName, dword* pConnectionStatus, dword* pTypes, IPAddress* pAddress, dword* pAddressSize, qword* pDataRate, qword* pTxPackets, qword* pRxPackets, qword* pTxBytes, qword* pRxBytes, dword* pDuration, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	Optional - The name of the Cellular Profile to be used for this function

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The cellular profile name does not exist

	0X00002002
	The Cellular profile name is not valid

	0X30000006
	The IPAddress buffer is not sufficient to hold the address. IPAddressSize contains the minimum number of bytes required.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	ConnectionStatus
	Connection status values: 

· 0x00000000: Connected

· 0x00000001: Disconnected (it may be possible to distinguish between passive and active disconnection)

· 0x00000002: Connecting

· 0x00000003: Disconnecting

· 0x00000004: Scanning 

· 0x00000010: Unknown state

	Types
	Indication of the radio access technology currently used

In the case of a device with multiple radios, there MAY be multiple settings returned.

· 0x00000010: GSM service

· 0x00000020: GPRS service

· 0x00000040: EDGE service

· 0x00000100: CDMA service

· 0x00000200: QNC service 

· 0x00000400: 1X-RTT service

· 0x00000800: EV-DO service

· 0x00001000: EV-DV service

· 0x00002000: IOTA service

· 0x00004000: IOTA REVA service

· 0x01000000: UMTS service

· 0x02000000: HSDPA service (Included for legacy purpose, not all operators use HSDPA+)

· 0x04000000: HSUPA service

· 0x08000000: HSPA Plus service

· 0x10000000: PHS service

· 0x20000000: FOMA service

· 0x40000000: LTE service

· 0x80000000: WLAN service

	Address
	IPaddress on interface

	AddressSize
	The size of the IPAddress buffer on input. If insufficient, contains the size needed on return.

	DataRate
	Connection Data Rate in Kbit/s

	TxPackets
	Number of packets transmitted since connection establishment

	RxPackets
	Number of packets transmitted since connection establishment

	TxBytes
	Number of bytes transmitted since connection establishment

	RxBytes
	Number of bytes received since connection establishment

	Duration
	Number of seconds elapsed since connection establishment


TO-DO: XML and JSON format of ConnectionStatus (enumeration) and Types (enumeration) 
5.6.2 CMAPI_NetCon_SetAutoConnectMode()
	Prototype

	boolean netCon_SetAutoConnectMode (long deviceId, DOMString cellularProfileName, long mode, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	Optional - The name of the Cellular Profile to be used for this function

	mode
	Input
	· 0x00000000: Disable autoconnect 
· 0x00000001: Enable for home network

· 0x00000002: Enable for home and roaming network

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002002
	The Cellular profile name is not valid

	0X00002005
	A default profile has not been set for this device.

	0X0000300A
	There is currently a connection which prevents this operation. It is necessary to disconnect before the requested operation can be completed.

	0X00003101
	The requested mode is not valid.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


TO-DO: XML and JSON format of mode (enumeration, see 5.6.3 and 5.5.4)
5.6.3 CMAPI_NetCon_GetAutoConnectMode()
	Method Signature

	boolean netCon_GetAutoConnectMode (long deviceId, DOMString cellularProfileName, dword* pMode, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	Optional - The name of the Cellular Profile to be used for this function

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002002
	The Cellular profile name is not valid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	Mode
	· 0x00000000: Disable autoconnect 
· 0x00000001: Enable for home network

· 0x00000002: Enable for home and roaming network


TO-DO: XML and JSON format of Mode (enumeration, see 5.5.4 and 5.6.2)
5.6.4 CMAPI_NetCon_SetDefaultProfile
	Method Signature

	boolean netCon_SetDefaultProfile (long deviceId, DOMString cellularProfileNamedefault, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileNamedefault


	Input
	The cellular profile name per default (reference CellularProfileName)

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0X00002002
	The Cellular profile name is not valid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


5.6.5 CMAPI_NetCon_SetPermittedBearers()
	Method Signature

	boolean netCon_SetPermittedBearers (long deviceId, long bearers, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	bearers
	Input
	Bearer (s) selected:

· 0x00000001: GSM

· 0x00000002: WCDMA/UMTS

· 0x00000004: CDMA

· 0x00000008: EVDO
· 0x00000010: TD_SCDMA

· 0x00000020: LTE
Automatic will be realized by selecting multiple bearers in the bitmap

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000010
	The OpenCMAPI implementation cannot perform this operation since there is currently a connection which prevents the request. NOTE: The OpenCMAPI implementation may be able to apply the change in some conditions and may return success instead of this return code in some connected conditions.

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000120
	This configuration is not supported

	0X00000121
	The device does not offer this capability

	0X00000130
	The device is not in a power state which allows this operation.

	0X00003103
	The requested bearer or combination of bearers is not valid.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


TO-DO: XML and JSON format of Bearers (enumeration, see 5.6.6)
5.6.6 CMAPI_NetCon_GetPermittedBearers()
	Method Signature

	boolean netCon_GetPermittedBearers (long deviceId, dword* pBearers, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	Bearers
	Bearer (s) selected:

· 0x00000001: GSM

· 0x00000002: WCDMA/UMTS

· 0x00000004: CDMA

· 0x00000008: EVDO

· 0x00000010: TD_SCDMA

· 0x00000020: LTE

Automatic will be realized by selecting multiple bearers in the bitmap


TO-DO: XML and JSON format of Bearers (enumeration, see 5.6.5)
5.6.7 CMAPI_NetCon_SetNoDataProfile()
	Method Signature

	boolean netCon_SetNoDataProfile (long deviceId, DOMString cellularProfileName, long state, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	cellularProfileName
	Input
	Cellular Profile Name, the unique identity for a profile

	state


	Input
	To indicate if the Nodataprofile needs to be enabled or not:

· 0x00000000: disabled

· 0x00000001: enabled

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00002001
	The Cellular profile name does not exist

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


TO-DO: XML and JSON format of State (enumeration, see 5.6.8)
5.6.8 CMAPI_NetCon_GetNoDataProfile()
	Method Signature

	boolean netCon_GetNoDataProfile (long deviceId, UTF8* pCellularProfileName, dword* pCellularProfileNamelength, dword* pState, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	deviceId
	Input
	The ID of the device concerned

	callback
	Input
	The callback function to handle asynchronous server response 


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	CellularProfileName
	Cellular Profile Name, the unique identity for a profile

	CellularProfileNamelength
	The length of the CellularProfileName

	State
	To indicate if the Nodataprofile is enabled or not:

· 0x00000000: disabled

· 0x00000001: enabled


TO-DO: XML and JSON format of State (enumeration, see 5.6.7)
5.7 JavaScript API Binding for
5.7.1 Example Level 3

<text>

5.7.1.1 Example Level 4

<text>

Figure 1: Example Figure

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 2: Example Table

6. JavaScript API Binding Definitions for CMAPI–2

This chapter defines the JavaScript API bindings for CMAPI–2 interface, including functional description, interface signature and data structure.
6.1 Introduction
<text>

6.2 CMAPI_Callback_Register()
	Method Signature

	boolean callback_Register (long eventId, ResultCallback callback)


	Parameters

	Field Name
	Mode
	Description

	eventId
	Input
	Refer to OpenCMAPI TS v1.1 Section 6.2.22 CallbackID

	callback
	Input
	The callback method to use when event is triggered.


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


	Return Values through callback

	Value
	Description

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


TO-DO: XML and JSON format of event message
6.3 CMAPI_Callback_Unregister()
	Method Signature

	boolean callback_Unregister (long eventId)


	Parameters

	Field Name
	Mode
	Description

	eventId
	Input
	Refer to OpenCMAPI TS v1.1 Section 6.2.22 CallbackID


	Return Values of Method Call

	Value
	Description

	True
	The function succeeded.

	False
	A fatal error has occurred. 


6.4 <something new>
6.4.1 Example Level 3

<text>

6.4.1.1 Example Level 4

<text>

Figure 2: Example Figure

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 3: Example Table

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>
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	21 Dec 2003
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

C.1 App Headers

<More text>

C.1.1 More Headers

<More text>

C.1.1.1 Even More Headers

<More text>
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