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1 Reason for Change
This CR proposes to add the P2P direct Management APIs. Fully supported requirements are marked yellow, not fully supported blue, not supported functions have no colour. Callback functions are missing as well. Latter two are subject to a separate CR. 
	Label
	Description
	Release

	CMAPI-P2P-001
	The OpenCMAPI Enabler SHALL be able to detect which P2P direct connection technology(ies) is/are supported if any.
	1.1

	CMAPI-P2P-002
	The OpenCMAPI Enabler SHALL provide the capability to activate or deactivate the P2P functions (Discovery & Connection) in a P2P Direct enabled device.
	1.1

	CMAPI-P2P-003
	The OpenCMAPI Enabler SHALL provide the capability to allow or not allow the device to have a P2P connection simultaneously to a normal data connection using the same radio technology (e.g. using Wi-Fi Direct to exchange pictures with other devices while being connected to internet through Wi-Fi).
	1.1

	CMAPI-P2P-004
	The OpenCMAPI Enabler SHALL be able to offer registration and authorization capabilities to the applications in order to announce the P2P Direct services supported. 
Informational Note: The opportunity to set a filter of a list of services identifiers for the Applications to register specific service(s) will be detailed in the Technical Specification.
	1.1

	CMAPI-P2P-005
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to discover Remote Device(s).
	1.1

	CMAPI-P2P-006
	The OpenCMAPI Enabler SHALL be able to retrieve the list of Remote Devices discovered by the Local Device.
	1.1

	CMAPI-P2P-007
	The OpenCMAPI Enabler SHOULD be able to trigger the Local Device to discover services supported by discovered Remote Device(s) (e.g. a printing service).
Informational Note: The opportunity to provide a list of services identifiers to the Applications to identify specific service(s) will be detailed in the Technical Specification.
	1.1

	CMAPI-P2P-008
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to create a new P2P Direct group with one or several Remote Device (s) (The group could be a simple instance group – one time or a persistent one).
	1.1

	CMAPI-P2P-009
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a P2P Direct group it previously created.
	1.1

	CMAPI-P2P-010
	The OpenCMAPI Enabler SHALL be able to enable a Local Device to be a member of several groups simultaneously.
	1.1

	CMAPI-P2P-011
	The OpenCMAPI Enabler SHALL be able to disable a Local Device to be a member of several groups simultaneously, providing that the Local Device is not in charge of any of these groups.
	1.1

	CMAPI-P2P-012
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a Remote Device from an existing group the Local Device owns.
	1.1

	CMAPI-P2P-013
	The OpenCMAPI Enabler SHALL be able to request the Local Device to establish or close an existing P2P Direct connection within the group.
	1.1

	CMAPI-P2P-014
	The OpenCMAPI Enabler SHALL be able to retrieve the status of the P2P Direct connection.
	1.1

	CMAPI-P2P-015
	The OpenCMAPI Enabler SHALL be able to request the Local Device to act as a relay to share its data connection with Remote Device members of the group (i.e. enable or disable concurrent operations).
	1.1

	CMAPI-P2P-016
	The OpenCMAPI Enabler SHALL enable the Local Device to invite a Remote Device to join an existing group.
	1.1

	CMAPI-P2P-017
	The OpenCMAPI Enabler SHALL be able to retrieve from the Local Device which P2P Direct enabled device(s) are in an existing group to which the Local Device is a member of.
	1.1

	CMAPI-P2P-018
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to announce its presence to Remote Device(s).
	1.1

	CMAPI-P2P-019
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to reject a Remote Device from joining an existing group.
	1.1

	CMAPI-P2P-020
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to be restricted from an existing group owned by a Remote Device.
	1.1

	CMAPI-P2P-021
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to reject an invitation to join an existing group.
	1.1



2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None
4 Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
5 Recommendation
The CD OpenCMAPI SWG should review and agree this CR.
6 Detailed Change Proposal
Change 1:  Add P2P structure
[bookmark: _Toc325481896]
[bookmark: _Toc355772093]6.2.x P2PInfoType
	Definition P2PInfoType

	This prototype defines an enumeration of the P2P technologies supported.




	P2PInfoType
	dword
	                       The following P2P Direct Technology (ies) types are supported:
· 0x00000000: None
· 0x00000001: Wi-Fi Direct (could there be several versions)
· 0x00000002: reserved for future use
· 0x00000004: reserved for future use
· 0x00000008: reserved for future use
· 0x00000010: reserved for future use
· 0x00010000: LTE Direct
· 0x00020000: reserved for future use



[bookmark: _Toc355772113]6.2.x ServiceRecord

	Definition ServiceRecord

	This prototype defines a structure which describes a service record.




	Field Name
	Type
	Description

	serviceID
	dword
	The identifier of a service



[bookmark: _Toc355772114]6.2.x ServiceRecords

	Definition ServiceRecords

	This prototype defines a structure which describes the number of service identifiers in the list.




	Field Name
	Type
	Description

	numberOfRecords
	dword
	The number of service identifiers in the array

	serviceIDs
	ServiceRecord*
	The list of the service records



6.2.x DeviceRecord

	Definition ServiceRecord

	This prototype defines a structure which describes a device record.




	Field Name
	Type
	Description

	remoteDeviceID
	dword
	The identifier of a remote device



6.2.x DeviceRecords

	Definition ServiceRecords

	This prototype defines a structure which describes the number of device identifiers in the list.




	Field Name
	Type
	Description

	numberOfRecords
	dword
	The number of service identifiers in the array

	remoteDeviceIDs
	DeviceRecord*
	The list of the remote device records



Change 2:  Add P2P Direct Mgt functions (new section)
[bookmark: _Toc349831776]
7.16 P2P Direct Management APIs
[bookmark: _Toc349831760]7.16.1 CMAPI_P2P_GetP2PInfo()
The CMAPI_P2P_GetP2PInfo() function is used to detect which P2P direct connection technology(ies) is/are supported if any.

	Prototype

	
dword CMAPI_P2P_GetP2PInfo(dword deviceID, dword* pP2PInfo)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pP2PInfo
	Output
	Pointer to get the P2P direct connection technology type in bitmap. 
In the case of a device with multiple P2P direct connection technologies supported, there MAY be multiple settings returned. The bitmap definition follows the definition of P2PInfoType:
· 0x00000000: None
· 0x00000001: Wi-Fi Direct (could there be several versions)
· 0x00000002: reserved for future use
· 0x00000004: reserved for future use
· 0x00000008: reserved for future use
· 0x00000010: reserved for future use
· 0x00010000: LTE Direct
· 0x00020000: reserved for future use 



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.2 CMAPI_P2P_EnableDirectDiscovery()
The CMAPI_P2P_EnableDirectDiscovery() function is used to activate the P2P Direct Discovery Feature in a P2P Direct enabled device.

	Prototype

	
dword CMAPI_P2P_EnableDirectDiscovery (dword deviceID, P2PinfoType P2PTechno)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	P2PTechno
	Input
	The P2P direct connection technology to enable
Please see P2PInfoType definition (bitwise combination of one or several types)



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.3 CMAPI_P2P_DisableDirectDiscovery()
The CMAPI_P2P_DisableDirectDiscovery() function is used to deactivate the P2P Direct Discovery feature in a P2P Direct enabled device.

	Prototype

	
dword CMAPI_P2P_DisableDirectDiscovery (dword deviceID, P2PinfoType P2PTechno)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	P2PTechno
	Input
	The P2P direct connection technology to disable
Please see P2PInfoType definition (bitwise combination of one or several types)



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.4 CMAPI_P2P_EnableDirectConnection()
The CMAPI_P2P_EnableDirectConnection() function is used to activate the P2P Direct Connection feature in a P2P Direct enabled device.

	Prototype

	
dword CMAPI_P2P_EnableDirectConnection (dword deviceID, P2PinfoType P2PTechno)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	P2PTechno
	Input
	The P2P direct connection technology to enable
Please see P2PInfoType definition (bitwise combination of one or several types)



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.5 CMAPI_P2P_DisableDirectConnection()
The CMAPI_P2P_DisableDirectConnection() function is used to deactivate the P2P Direct Connection feature in a P2P Direct enabled device.

	Prototype

	
dword CMAPI_P2P_DisableDirectConnection (dword deviceID, P2PinfoType P2PTechno)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	P2PTechno
	Input
	The P2P direct connection technology to enable
Please see P2PInfoType definition (bitwise combination of one or several types)



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.6 CMAPI_P2P_Monitor()
The CMAPI_P2P_Monitor() function is used to request discovery of Remote Device(s) and the services offered.

	Prototype

	
dword CMAPI_P2P_Monitor (dword deviceID, DeviceRecord* pRemoteDevices, ServiceRecord* pServices)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices to be discovered

	pServices
	Input
	List of Service Identifiers to be discovered



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.7 CMAPI_P2P_Announce()
The CMAPI_P2P_Announce() function is used by applications in order to register and get authorization to announce its P2P Direct services supported or by the Local Device to announce its presence to Remote Device(s).
Editors Note: The opportunity to set a filter of a list of services identifiers for the Applications to register specific service(s) and the structure of the identifiers will be detailed in another section of the Technical Specification at later stage.

	Prototype

	
dword CMAPI_P2P_Announce (dword deviceID, DeviceRecord* pRemoteDevices, ServiceRecord* pServices)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices addressed by this announcement

	pServices
	Input
	List of Service Identifiers announced by Local Device



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.8 CMAPI_P2P_Connect()
The CMAPI_P2P_Connect() function is used to request the Local Device to establish a connection (P2P Direct connection or connection via network, subject to Service Provider policy) to a Remote Device or a group.
Editor’s note: This function requires future study.

	Prototype

	
dword CMAPI_P2P_Connect (dword deviceID, DeviceRecord* pRemoteDevices, ServiceRecord* pServices, dword groupID, dword connectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices

	pServices
	Input
	List of Service Identifiers

	groupID
	Input
	The ID of the group to be connected to

	connectionID
	Output
	The ID of the connection concerned



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.9 CMAPI_P2P_Disconnect()
The CMAPI_P2P_Disconnect() function is used to request the Local Device to close an exiting connection (P2P Direct connection or connection via network, subject to Service Provider policy) to a Remote Device or a group.

	Prototype

	
dword CMAPI_P2P_Disconnect (dword deviceID, dword connectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	connectionID
	Input
	The ID of the connection concerned



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.10 CMAPI_P2P_GetConnectionStatus()
The CMAPI_P2P_GetConnectionStatus() function is used to retrieve the status of the P2P Direct connection.

	Prototype

	
dword CMAPI_P2P_GetConnectionStatus (dword deviceID, dword connectionID, dword connectionStatus)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	connectionID
	Input
	The ID of the connection concerned

	connectionStatus
	Output
	Status of the connection
· Connected 
· Connecting
· Disconnected
· Disconnecting



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.11 CMAPI_P2P_EnableRelay()
The CMAPI_P2P_EnableRelay() function is used to request the Local Device to act as a relay to share its data connection with Remote Device members of the group (i.e. enable concurrent operations).

	Prototype

	
dword CMAPI_P2P_EnableRelay (dword deviceID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.12 CMAPI_P2P_DisableRelay()
The CMAPI_P2P_DisableRelay() function is used able to request the Local Device to stop acting as a relay to share its data connection with Remote Device members of the group (i.e. disable concurrent operations).

	Prototype

	
dword CMAPI_P2P_DisableRelay (dword deviceID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.13 CMAPI_P2P_CreateGroup()
The CMAPI_P2P_CreateGroup() function is used to create a new P2P Direct group with one or several Remote Device (s) (The group could be a simple instance group – one time or a persistent one).

	Prototype

	
dword CMAPI_P2P_CreateGroup (dword deviceID, DeviceRecord* pRemoteDevices, dword groupID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pDevices
	Input
	The list of device IDs belonging to this group

	groupID
	Input/Output
	The ID of the group created



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.14 CMAPI_P2P_RemoveGroup()
The CMAPI_P2P_RemoveGroup() function is used to remove a P2P group, previously created by the Local Device.

	Prototype

	
dword CMAPI_P2P_RemoveGroup (dword deviceID, dword groupID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group to be removed



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.15 CMAPI_P2P_EnableMembershipInSeveralGroups()
The CMAPI_P2P_EnableMembershipInSeveralGroups() function is used to enable a Local Device to be a member of several groups simultaneously.

	Prototype

	
dword CMAPI_P2P_EnableMembershipInSeveralGroups (dword deviceID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.16 CMAPI_P2P_DisableMembershipInSeveralGroups()
The CMAPI_P2P_DisableMembershipInSeveralGroups() function is used to disable a Local Device to be a member of several groups simultaneously, providing that the Local Device is not in charge of any of these groups.

	Prototype

	
dword CMAPI_P2P_DisableMembershipInSeveralGroups (dword deviceID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.17 CMAPI_P2P_RemoveDeviceFromGroup()
The CMAPI_P2P_RemoveDeviceFromGroup() function is used by the Local Device to remove a Remote Device from an existing group the Local Device owns.

	Prototype

	
dword CMAPI_P2P_RemoveDeviceFromGroup (dword deviceID, dword groupID, dword remoteDeviceID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pGroupID
	Input
	The ID of the group the device should be removed from

	remoteDeviceID
	Input
	The ID of the remote device to be removed from the group.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.18 CMAPI_P2P_JoinGroup()
The CMAPI_P2P_JoinGroup() function is used to invite a Remote Device to join an existing group.

	Prototype

	
dword CMAPI_P2P_JoinGroup (dword deviceID, dword groupID, dword remoteDeviceID, dword invitationID, dword pInvitationStatus)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Device is invited to join

	remoteDeviceID
	Input
	The ID of the remote device being invited to this group.

	invitationID
	Output
	The ID of this invitation

	pInvitationStatus
	Output
	The Status of the invitation 
· Rejected
· Accepted
· No Answer



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.19 CMAPI_P2P_RejectInvitationToGroup()
The CMAPI_P2P_RejectInvitationToGroup() function is used to reject an invitation to join an existing group

	Prototype

	
dword CMAPI_P2P_RejectInvitationToGroup (dword deviceID, dword groupID, dword remoteDeviceID, dword invitationID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Device is rejecting to join

	remoteDeviceID
	Input
	The ID of the remote device rejecting the invitation to join this group.

	invitationID
	Input
	The ID of the invitation concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.20 CMAPI_P2P_RejectJoiningGroup()
The CMAPI_P2P_RejectJoiningGroup() function is used to reject a Remote Device from joining to an existing group.

	Prototype

	
dword CMAPI_P2P_RejectJoiningGroup (dword deviceID, dword groupID, dword remoteDeviceID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Device is invited to join

	remoteDeviceID
	Input
	The ID of the remote device being rejected to join this group.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



7.16.21 CMAPI_P2P_GetGroupInfo()
The CMAPI_P2P_GetGroupInfo() function is used to retrieve from the Local Device which P2P Direct enabled device(s) are in an existing group to which the Local Device is a member of.

	Prototype

	
dword CMAPI_P2P_GetGroupInfo (dword deviceID, dword groupID, DeviceRecord* pDeviceList)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group concerned.

	pDeviceList
	Input
	The list of member devices of the group concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.
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