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1 Reason for Change

This CR proposes to add NFC in the Device Extended capabilities functions in the TS accordingly to the following requirements:

	CMAPI-DEVE-001
	The OpenCMAPI Enabler SHALL be able to provide the information if the device supports NFC capabilities.

Informational Note: the technical characteristics of the NFC capabilities will be detailed in the Technical Specification
	CMAPI-DEVE-001


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The CD OpenCMAPI SWG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Add New section for Extended Device Services function  (section 7)
7.9 Device Extended Service APIs
This section defines a set of APIs to address extended services a device can support. In the version 1.1 of OpenCMAPI enabler, two sets of functionalities have been identified. 

· NFC (Near Field Contactless)

· ESE (Embedded Secure Element)

The main goal is to expose to an application (connection or non connection application manager) what extended functionalities a device can support and not to provide a full set of APIs unless there are not specified by other standard development organization.
7.9.2  CMAPI_ExtDevSrv_NFC()

The CMAPI_ExtDevSrv_NFC () function is used to provide to application information regarding NFC (Near Field Contactless) functionalities available in the device.
	Prototype

	dword CMAPI_ExtDevSrv_NFC (dword deviceID, dword NFC)  




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	NFC
	Output
	All NFC mode supported by the device



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 2:  Add NFC mode supported  (section 6.2)

6.2.24   NFCMode
	Definition NFCMode

	This prototype defines an enumeration of modes for NFC.



	NFCMode
	dword
	                       The following security types are supported:

· 0x00000000 : no NFC support. Component present but no driver
· 0x00000001: Reader Mode Type A
· 0x00000002: Reader Mode Type B
· 0x00000004: Reader Mode Type B’
· 0x00000008: Reader Mode Type F
· 0x00000010: Card Emulation Mode Type A
· 0x00000020: Card Emulation Mode Type B
· 0x00000040: Card Emulation Mode Type B’
· 0x00000080: Card Emulation Mode Mifare

· 0x00000100: Card Emulation Type F
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