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1 Reason for Contribution

To list all OpenCMAPI 1.1 requirements and to provide their status in order to guide the work on the TS (by addressing the requirements not already covered by a CR).
R02 & R01 are update to reflect the status after several CR were agreed or provided.
R03 is an update to reflect the status of the requirements as of 18th of November 2013.
2 Summary of Contribution

This input provides a status of all the requirements for OpenCMAPI 1.1. 
3 Detailed Proposal

This input lists all new requirements created for OpenCMAPI 1.1 and their status in regards of their support within the TS with the following rules:
· Requirements that have been already addressed through a CR are marked green.

· Requirements that are discussed but not yet completely addressed are marked yellow 
· Requirements that have not been addressed are marked blue (and if possible action in recommended in the 3rd column) 

	CMAPI-HLF-030
	The OpenCMAPI Enabler SHALL be able to support Phone Book /Contacts management

Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.11.
	CR32R02

	CMAPI-HLF-033
	The OpenCMAPI Enabler SHOULD support a mechanism to expose existing OpenCMAPI functionalities through a RESTful WebAPI.

Informational Notes: The required functionality of this requirement is as specified in requirements listed in section 6.18.

Not all CMAPI-1 functions are applicable to WebAPI. This will be evaluated during the TS.
	CR42R04

	CMAPI-HLF-034
	The OpenCMAPI Enabler SHALL be able to support management of a Wi-Fi Direct connection as a P2P Direct connection.

Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.19.
	CR46

	CMAPI-HLF-035
	The OpenCMAPI Enabler MAY be able to support management of a LTE D2D connection as a P2P Direct connection.

Informational Note: The requirements listed in section 6.19 will then apply as well to this functionality.
	CR46

	CMAPI-HLF-036
	The OpenCMAPI Enabler MAY be able to support management of router functionalities of a device supporting such service

Informational Note: The requirements listed in section 6.20 will then apply as well to this functionality.
	CR66R03 agreed

	CMAPI-HLF-037
	On a given host, only one instance of the OpenCMAPI Enabler SHALL be running at a time. All applications, using the OpenCMAPI Enabler SHALL use and register with this instance.
	To be evaluated by the group


	CMAPI-SEC-005
	The OpenCMAPI Enabler SHALL ensure that security of Wi-Fi Direct and WLAN are kept separate and SHALL NOT impact each other.
	To be checked


	CMAPI-AUT-006
	The OpenCMAPI Enabler SHALL support EAP TLS authentication in conjunction with certificates credentials.
	May be already supported

	CMAPI-AUT-007
	The OpenCMAPI Enabler SHALL support EAP TTLS authentication with MSCHAP v2 in conjunction with username/password credentials.
	May be already supported

	CMAPI-AUT-008
	If the device supports HS2.0, the OpenCMAPI Enabler SHALL NOT use TKIP and WEP
	To be checked

	CMAPI-AUT-009
	The OpenCMAPI Enabler SHALL support a mechanism to stop sending access requests after a defined number of attempts in case of WLAN authentication failure. This mechanism SHALL be activable and deactivable.
	To be checked


	CMAPI-NET-008
	The OpenCMAPI enabler SHALL be able to support  Hotspot 2.0

Informational Note: Hotspot 2.0 is the name of a Wi-Fi Alliance certification program, using a common set of standards (IEEE 802.1X and IEEE 802.11u), for Wi-Fi networks.
	CR 92 expected


	CMAPI-DEV-017
	The OpenCMAPI Enabler SHALL support retrieval of functional device capabilities as classified by the requirement groups in this document.
	CR90R01 agreed

	CMAPI-DEV-018
	The OpenCMAPI Enabler SHALL be able to provide the information about the Device capabilities (at minimum the following: screen, keypad, camera, microphone, loudspeakers…)

Informational Note: the technical characteristics of the device will be detailed in the Technical Specification (e.g. LCD, Touch screen for a screen)
	CR51R02


	CMAPI-DEVE-001
	The OpenCMAPI Enabler SHALL be able to provide the information if the device supports NFC capabilities.

Informational Note: the technical characteristics of the NFC capabilities will be detailed in the Technical Specification
	CR48R02

	CMAPI-DEVE-002
	The OpenCMAPI Enabler SHALL be able to provide the information if the device has a Secure Element.

Informational Note: For definition of Secure Element, refer to [Secure Element (SE), GP].

Potential existing mechanisms or enablers will be considered to meet this requirement during the specification phase.
	CR52 agreed


	CMAPI-PRO-008
	The OpenCMAPI enabler SHALL be able to support other/different Multiple APN options in the future with the introduction of IMS.
	CR 91R01 agreed but do not address all

	CMAPI-PRO-011
	The OpenCMAPI Enabler SHOULD support the option to not disconnect PS connection during WLAN access.
	CR 91R01 agreed

	CMAPI-PRO-012
	The OpenCMAPI Enabler SHALL be able to indicate for each cellular profile, if it can be used also in WLAN or not.
	CR 91R01 agreed


	CMAPI-WLAN-023
	The OpenCMAPI Enabler SHALL be able to expose the WLAN Authentication types (e.g. EAP SIM) available to the Connection Manager Applications.
	CR 92 expected

	CMAPI-WLAN-024
	The OpenCMAPI Enabler SHALL be able to detect the type of security in use between the device and the Access Point (e.g. link layer security )
	CR 92 expected

	CMAPI- WLAN-025
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the preferred WLAN network list and WLAN parameters of the SIM/R-UIM/NAA on UICC.

Informational Note: [3GPP TS 31.102] defines EF/DF related to PLMN and WLAN lists for the Operator and the User. E.G.:  EFOWSIDL (Operator controlled WLAN Specific IDentifier List), EFUWSIDL (User controlled WLAN Specific IDentifier List) EFHWSIDL (Home I-WLAN Specific Identifier List).
	CR 92 expected

	CMAPI- WLAN-026
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the preferred WLAN list in the Management Object tree if the Device supports OMA Device Management MO protocol (e. g. WLAN MO, ANDSF MO).
	CR 92 expected

	CMAPI-WLAN-027
	The OpenCMAPI Enabler SHOULD be able to manage white or black lists of WLAN networks
	CR 92 expected

	CMAPI- WLAN-028
	If a black list of WLAN is managed by the OpenCMAPI Enabler, the OpenCMAPI enabler SHALL prevent to blacklist a WLAN present in the preferred WLAN list of the SIM/R-UIM/NAA on UICC or in the Management Object tree of the device.
	CR 92 expected

	CMAPI- WLAN-029
	The OpenCMAPI Enabler SHALL provide a mechanism to configure two modes:

· Automatic Network Selection (default mode)

· Manual Network Selection
	CR 92 expected

	CMAPI- WLAN-030
	In Automatic Mode, the OpenCMAPI Enabler SHALL provide a mechanism to associate and authenticate the device with the AP without any user action, in respect with the preferred WLAN list retrieved in priority from the SIM/USIM/R-UIM/NAA on UICC then from the Management Objects.
	CR 92 expected

	CMAPI- WLAN-031
	In Automatic Mode  if several WLAN are available and present in the WLAN preferred list, the OpenCMAPI Enabler SHALL select a WLAN in respect to the priorities and rules defined in the [3GPP TS 31.102], [3GPP TS 24.234], [3GPP TS 23.234] specifications.
	CR 92 expected

	CMAPI- WLAN-032
	The OpenCMAPI enabler SHALL support a mechanism for scanning of WLAN APs.
	CR 92 expected


	CMAPI-HS2-001
	The OpenCMAPI Enabler SHALL provide a mechanism to query whether HS 2.0 is supported or not by the device
	CR 92 expected

	CMAPI-HS2-002
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the following ANQP and HS 2.0 ANQP elements (defined in [IEEE 802.11u]):

· Venue Name information

· Network Authentication Type information

· Roaming Consortium list

· IP Address Type Availability Information

· NAI Realm list

· 3GPP/3GPP2 Cellular Network information (only required for devices having SIM/R-UIM/NAA on UICC credentials)

· Domain Name list

· ANQP Query list

· HS Capability list

· Operator Friendly Name

· WAN Metrics

· Connection Capability

· NAI Home Realm Query

· Operating Class Indication
	CR 92 expected

	CMAPI-HS2-003
	The OpenCMAPI enabler SHALL provide a mechanism for reporting HS 2.0 enabled APs discovered as a result of the scanning phase.
	CR 92 expected

	CMAPI-HS2-004
	The OpenCMAPI enabler SHALL provide a mechanism for reporting the authentication methods supported by the APs.

Informational Note:  this information is necessary in manual mode to complete the association, mutual authentication and encryption negotiation chosen by the user.
	CR 92 expected

	CMAPI-HS2-005
	The OpenCMAPI enabler SHALL provide a mechanism to compare the 3GPP/3GPP2 Cellular Information provided by the WLAN and the information related to the active SIM/USIM/R-UIM/NAA on UICC. If successful, the device automatically performs the relevant authentication sequence with the highest priority to SIM/USIM based EAP methods. .
	CR 92 expected


	CMAPI-INF-016
	The OpenCMAPI Enabler SHALL be able to provide the power status of the device, e.g. battery level, charging, not charging, power source, etc.

Informational Note: Potential existing mechanisms or enablers will be considered to meet this requirement during the specification phase.
	CR68R02


	CMAPI-SMS-014
	The OpenCMAPI Enabler SHALL be able to support to create a draft SMS
	CR50R02 is adressing this


	CMAPI-CMT-001
	The OpenCMAPI Enabler SHALL provide a mechanism to manage contacts including name, phone number, email address (optional), location of the contact details.
	CR32R02

	CMAPI-CMT-002
	The OpenCMAPI Enabler SHALL provide a mechanism to get the details of an existing contact.
	CR32R02

	CMAPI-CMT-003
	The OpenCMAPI Enabler SHALL provide a mechanism to add a new contact.
	CR32R02

	CMAPI-CMT-004
	The OpenCMAPI Enabler SHALL provide a mechanism to modify/update the details of an existing contact.
	CR32R02

	CMAPI-CMT-005
	The OpenCMAPI Enabler SHALL provide a mechanism to delete a contact.
	CR32R02

	CMAPI-CMT-006
	The OpenCMAPI Enabler SHALL provide a mechanism to manage the storage of the contacts in the SIM/R-UIM/NAA on UICC or in device memory or in host device (when applicable i.e. USB dongle used with a laptop).
	CR32R02

	CMAPI-CMT-007
	The OpenCMAPI Enabler SHALL provide a mechanism to get the list of the contacts stored on SIM/R-UIM/NAA on UICC or in device memory or in host device (when applicable i.e. USB dongle used with a laptop).
	CR32R02

	CMAPI-CMT-008
	The OpenCMAPI Enabler SHALL provide a mechanism to search for a specific contact.
	CR47R01 Agreed


	CMAPI-CBK-017
	- battery level of the device reaching certain thresholds (values to be set up) when applicable
	CR68R02

	CMAPI-CBK-018
	- change in the power source (external source, battery)
	CR68R02

	CMAPI-CBK-019
	- change in the charging state (charging, not charging)
	CR68R02


	CMAPI-WEBAPI-001
	The WebAPI feature of the OpenCMAPI enabler SHALL be formatted using valid HTTP 1.1 according to [RFC 2616].-
To be replaced by ?
The WebAPI feature of the OpenCMAPI enabler SHALL use valid HTTP 1.1 according to [RFC 2616]
	CR42R04
May need to be changed

	CMAPI-WEBAPI-002
	The WebAPI feature of the OpenCMAPI enabler SHALL follow the principles and constraints of REST.
	CR42R04
To remove
Requirement

	CMAPI-WEBAPI-003
	The WebAPI feature of the OpenCMAPI enabler SHALL support multiple transactions in a single open socket. 
	To be stated in the TS (CR?)

	CMAPI-WEBAPI-004
	The WebAPI feature of the OpenCMAPI enabler SHALL support asynchronous notifications.
	Work in progress

	CMAPI-WEBAPI-005
	The WebAPI feature of the OpenCMAPI enabler SHALL support detection of WebAPI compliant devices which have been made discoverable.
	Nothing to be done? To remove or rephrase the Req?
Or to document in the TS?JSON (HTTP header includes it) 
To recheck in line with CR155


	CMAPI-WEB-SEC-001
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a mechanism for security, confidentiality and integrity protection.
	Input discussed but no CR yet – HTTPs to be used with a server authentication? – CR to be provided

TLS 1.1 or 1.2

	CMAPI-WEB-SEC-002
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a mechanism for mutual authentication between client and server. 
	Same – to align / check with experts

	CMAPI-WEB-SEC-003
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a mechanism for detecting and preventing unauthorized access.
	To be addressed separately from other points – CR / Patrice & Craig?

	CMAPI-WEB-SEC-004
	The WebAPI feature of the OpenCMAPI enabler SHOULD be able to support authentication and authorization for either client or server with or without internet connectivity established.
	Nothing to be done? To be verified


	CMAPI-P2P-001
	The OpenCMAPI Enabler SHALL be able to detect which P2P direct connection technology(ies) is/are supported if any.

Do we need a method to detect the P2P direct technologies supported of the remote device as well?
	CR46 & 73R01 agreed

	CMAPI-P2P-002
	The OpenCMAPI Enabler SHALL provide the capability to activate or deactivate the P2P functions (Discovery & Connection) in a P2P Direct enabled device.
	CR46 agreed

	CMAPI-P2P-003
	The OpenCMAPI Enabler SHALL provide the capability to allow or not allow the device to have a P2P connection simultaneously to a normal data connection using the same radio technology (e.g. using Wi-Fi Direct to exchange pictures with other devices while being connected to internet through Wi-Fi).
	CR 73R01 agreed

	CMAPI-P2P-004
	The OpenCMAPI Enabler SHALL be able to offer registration and authorization capabilities to the applications in order to announce the P2P Direct services supported. 

Informational Note: The opportunity to set a filter of a list of services identifiers for the Applications to register specific service(s) will be detailed in the Technical Specification.
	CR 46 & CR73R01 agreed

	CMAPI-P2P-005
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to discover Remote Device(s).
	CR46 agreed

	CMAPI-P2P-006
	The OpenCMAPI Enabler SHALL be able to retrieve the list of Remote Devices discovered by the Local Device.

Callback Function?

DiscoveryMatch() or so? -> to alert of a discovery match
	CR73R01 agreed but open point remaining

	CMAPI-P2P-007
	The OpenCMAPI Enabler SHOULD be able to trigger the Local Device to discover services supported by discovered Remote Device(s) (e.g. a printing service).

Informational Note: The opportunity to provide a list of services identifiers to the Applications to identify specific service(s) will be detailed in the Technical Specification.
	CR46 agreed

	CMAPI-P2P-008
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to create a new P2P Direct group with one or several Remote Device (s) (The group could be a simple instance group – one time or a persistent one).

Enable/disableGroupFunctions?
	CR46 agreed but open point remaining

	CMAPI-P2P-009
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a P2P Direct group it previously created.
	CR46 agreed

	CMAPI-P2P-010
	The OpenCMAPI Enabler SHALL be able to enable a Local Device to be a member of several groups simultaneously.
	CR46 agreed

	CMAPI-P2P-011
	The OpenCMAPI Enabler SHALL be able to disable a Local Device to be a member of several groups simultaneously, providing that the Local Device is not in charge of any of these groups.
	CR46 agreed

	CMAPI-P2P-012
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a Remote Device from an existing group the Local Device owns.
	CR 73R01 agreed

	CMAPI-P2P-013
	The OpenCMAPI Enabler SHALL be able to request the Local Device to establish or close an existing P2P Direct connection within the group.
	CR46 & CR73R01 agreed

	CMAPI-P2P-014
	The OpenCMAPI Enabler SHALL be able to retrieve the status of the P2P Direct connection.
	CR46 agreed

	CMAPI-P2P-015
	The OpenCMAPI Enabler SHALL be able to request the Local Device to act as a relay to share its data connection with Remote Device members of the group (i.e. enable or disable concurrent operations).
	CR46 agreed

	CMAPI-P2P-016
	The OpenCMAPI Enabler SHALL enable the Local Device to invite a Remote Device to join an existing group.

What about a function that a remote device requests to join a group?
	CR46 agreed but open point remaining

	CMAPI-P2P-017
	The OpenCMAPI Enabler SHALL be able to retrieve from the Local Device which P2P Direct enabled device(s) are in an existing group to which the Local Device is a member of.
	CR46 agreed

	CMAPI-P2P-018
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to announce its presence to Remote Device(s).
	CR46 agreed

	CMAPI-P2P-019
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to reject a Remote Device from joining an existing group.
	CR46 agreed

	CMAPI-P2P-020
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to be restricted from an existing group owned by a Remote Device.
	CR 123

	CMAPI-P2P-021
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to reject an invitation to join an existing group.
	CR46 agreed


	CMAPI-ROUT-001
	The OpenCMAPI Enabler MAY provide a mechanism to control usage (allow/deny Router Control Client) of the router service on devices supporting such service
	CR66R03 agreed

	CMAPI-ROUT-002
	The OpenCMAPI Enabler MAY provide a mechanism to disconnect and disallow specific Router Control Clients.
	CR66R03 agreed

	CMAPI-ROUT-003
	The OpenCMAPI Enabler MAY provide a mechanism to configure network parameters (Ex: IP address, net mask) of the WLAN network provided by the Router Device.
	CR66R03 agreed

	CMAPI-ROUT-004
	The OpenCMAPI Enabler MAY provide a mechanism to configure security parameters (Ex: Open, WPA, WPA2) of the WLAN network provided by the Router Device.
	CR66R03 agreed

	CMAPI-ROUT-005
	The OpenCMAPI Enabler MAY provide a recovery mode such that the WLAN network returns to a well-known state. This recovery ability SHALL be protected through a password mechanism at the minimum.
	CR66R03 agreed


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to discuss and note the input which will be updated on a regularly basis until all requirements are covered in the TS.
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