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1 Reason for Change
R02 reflects the comments made during the conf call the 24/07/2013.
R01 reflects the comments made during the conf call the 10/07/2013.
This CR addresses comments received during R&A by proposing additional functions and changes to the P2P direct Management APIs. Green marked functions in the table are changed or added in order to support respective requirements. Blue marked text needs more investigation.
• Missing a connection ACCEPT API – there doesn’t appear to be a way to alert an application of an incoming connection request and the discovery event the connect request is related to.
· Propose to add AcceptConnection()
• Missing a group JOIN ACCEPT API – the proposal does specify methods to send a group join invitation and reject invitations from a sender or receiver perspective but there doesn’t appear to be a method to positively accept an invitation on the receiver side.
· Propose to add AcceptInvitationToGroup()
• Missing a discovery MATCH API – doesn’t appear to have a way for the modem to alert an DeviceID/ServiceID/ServiceRecord (LTE-D expression container) of a discovery match
· Propose to add DiscoveryMatch() – shouldn’t this be a callback?
• Missing a discovery RESOLVE API – doesn’t define a way to resolve a ServiceRecord (LTE-D expression container) for metadata or connection info. The GetP2PInfo() API is only defined to get the local modem’s radio capabilities (not request remote service detail or capabilities)
· This needs further discussion, subject to a separate CR.

· The ServiceID & ServiceRecord structure proposal will be inadequate to support LTE-D expressions.
· e.g. A 32-bit dword ServiceID is too small to exchange an expression between the modem and app. 
· For LTE-D, the app needs an API to pass a ‘double quadword’ 128 bits.
· There is no allowance for metadata in a ServiceRecord

· Propose to change add FFS 


	Label
	Description
	supported by function

	CMAPI-P2P-001
	The OpenCMAPI Enabler SHALL be able to detect which P2P direct connection technology(ies) is/are supported if any.
Do we need a method to detect the P2P direct technologies supported of the remote device as well?
	GetP2PInfo()

	CMAPI-P2P-002
	The OpenCMAPI Enabler SHALL provide the capability to activate or deactivate the P2P functions (Discovery & Connection) in a P2P Direct enabled device.
	Enable/DisableDirectDiscovery()
Enable/DisableDirectConnection()

	CMAPI-P2P-003
	The OpenCMAPI Enabler SHALL provide the capability to allow or not allow the device to have a P2P connection simultaneously to a normal data connection using the same radio technology (e.g. using Wi-Fi Direct to exchange pictures with other devices while being connected to internet through Wi-Fi).
	Allow/DisallowSimultaneousConnection()?

	CMAPI-P2P-004
	The OpenCMAPI Enabler SHALL be able to offer registration and authorization capabilities to the applications in order to announce the P2P Direct services supported. 
Informational Note: The opportunity to set a filter of a list of services identifiers for the Applications to register specific service(s) will be detailed in the Technical Specification.
Authorization needs more thoughts
Registration needs more thougths
	Announce()


	CMAPI-P2P-005
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to discover Remote Device(s).
	Monitor()

	CMAPI-P2P-006
	The OpenCMAPI Enabler SHALL be able to retrieve the list of Remote Devices discovered by the Local Device.
Callback Function?
DiscoveryMatch() or so? -> to alert of a discovery match
	DiscoveryMatch()
ResolveDiscovery()

	CMAPI-P2P-007
	The OpenCMAPI Enabler SHOULD be able to trigger the Local Device to discover services supported by discovered Remote Device(s) (e.g. a printing service).
Informational Note: The opportunity to provide a list of services identifiers to the Applications to identify specific service(s) will be detailed in the Technical Specification.
	Monitor()


	CMAPI-P2P-008
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to create a new P2P Direct group with one or several Remote Device (s) (The group could be a simple instance group – one time or a persistent one).
Enable/disableGroupFunctions?
	CreateGroup()

	CMAPI-P2P-009
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a P2P Direct group it previously created.
	RemoveGroup()

	CMAPI-P2P-010
	The OpenCMAPI Enabler SHALL be able to enable a Local Device to be a member of several groups simultaneously.
	EnableMembershipInSeveralGroups()

	CMAPI-P2P-011
	The OpenCMAPI Enabler SHALL be able to disable a Local Device to be a member of several groups simultaneously, providing that the Local Device is not in charge of any of these groups.
	DisableMembershipInSeveralGroups()

	CMAPI-P2P-012
	The OpenCMAPI Enabler SHALL be able to enable the Local Device to remove a Remote Device from an existing group the Local Device owns.
	RemoveDeviceFromGroup()

	CMAPI-P2P-013
	The OpenCMAPI Enabler SHALL be able to request the Local Device to establish or close an existing P2P Direct connection within the group.

	EstablishConnection(),  (Connect() to be replaced)
CloseConnection()

AcceptConnection()
RejectConnection()

	CMAPI-P2P-014
	The OpenCMAPI Enabler SHALL be able to retrieve the status of the P2P Direct connection.
	GetConnectionStatus()

	CMAPI-P2P-015
	The OpenCMAPI Enabler SHALL be able to request the Local Device to act as a relay to share its data connection with Remote Device members of the group (i.e. enable or disable concurrent operations).
	Enable/DisableRelay()

	CMAPI-P2P-016
	The OpenCMAPI Enabler SHALL enable the Local Device to invite a Remote Device to join an existing group.
What about a function that a remote device requests to join a group?
	JoinGroup() (this is an invitation)


	CMAPI-P2P-017
	The OpenCMAPI Enabler SHALL be able to retrieve from the Local Device which P2P Direct enabled device(s) are in an existing group to which the Local Device is a member of.
	GetGroupInfo()

	CMAPI-P2P-018
	The OpenCMAPI Enabler SHALL be able to trigger the Local Device to announce its presence to Remote Device(s).
	Announce()

	CMAPI-P2P-019
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to reject a Remote Device from joining an existing group.
	RejectJoiningGroup()

	CMAPI-P2P-020
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to be restricted from an existing group owned by a Remote Device.
	

	CMAPI-P2P-021
	The OpenCMAPI Enabler SHALL be able to instruct the Local Device to reject an invitation to join an existing group.
	RejectInvitationToGroup()
AcceptInvitationToGroup()



2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None
4 Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
5 Recommendation
The CD OpenCMAPI SWG should review and agree this CR.
6 Detailed Change Proposal
Change 1:  Add FFS and change type
[bookmark: _Toc325481896]
[bookmark: _Toc355772113]6.2.x ServiceRecord

	Definition ServiceRecord

	This prototype defines a structure which describes a service record.




	Field Name
	Type
	Description

	serviceID
	dqword
	The identifier of a service

	metadata
	UTF8*
	Metadata of the service.



Editor’s note: FFS ->The ServiceID & ServiceRecord structure proposal will be inadequate to support LTE-D expressions
e.g. A 32-bit dword ServiceID is too small to exchange an expression between the modem and app. 
o	For LTE-D, the app needs an API to pass a ‘double quadword’ 128 bits. 256bits? To be investigated to check if we can use byte array?
o	There is no allowance for metadata in a ServiceRecord


[bookmark: _Toc361063569]6.2.35 CallbackID

	Definition CallbackID

	This prototype defines an enumeration of callback ID to register to or unregister from.




	Field Name
	Type
	Description

	CallbackID
	dword
	Callback ID:
· 0x00000001: Devices Detection Complete
· 0x00000002: Device Changed - Device Addition and Removal
· 0x00000003: GetNetworkList Async Complete
· 0x00000004: Connect Complete
· 0x00000005: Disconnect Complete
· 0x00000006: Cancellation of connection Complete
· 0x00000007: Session State Change
· 0x00000008: Bearer Status Change
· 0x00000009: Traffic Channel Dormancy
· 0x0000000A: CDMA 2000 Activation State
· 0x0000000B: Search WLAN Network Complete
· 0x0000000C: Radio Power State Change
· 0x0000000D: SetRadioState Async Complete
· 0x0000000E: Roaming Status Change
· 0x0000000F: Signal Strength Change
· 0x00000010: GNSS State Change
· 0X00000011: SMS Received
· 0x00000012: SMS Received with the message
· 0x00000013: Not used
· 0x00000014: USSD Message Received
· 0x00000015: QoS change
· 0x00000016: RF Information change
· 0x00000017: PIN PUK Status Change
· 0x00000018: WLAN Scan complete
· 0x00000019: WLAN New network available
· 0x0000001A: WLAN Connection Status
· 0X0000001B: PUSH message received
· 0x0000001C: OMA DM Status Change
· 0x0000001D: UICC ToolKit Proactive Command callback
· 0x0000001E: UICC Device Terminal Profile callback
· 0x0000001F: Verify PIN Needed
· 0x00000020: Permitted Bearers Change
· 0x00000021: Byte Count
· [bookmark: OLE_LINK1]0x00000022: Connect Secondary PDP Context Complete
· 0x00000023: Disconnect Secondary PDP Context Complete
· 0x00000024: Cancellation of connection Secondary PDP Context Complete
· 0x00000025: Incoming Voice Call
· 0x00000026: P2P Discovery Match
· 0x00000027: P2P Connection 
· 0x00000028: P2P Group Notification
· 




Change 2:  Add P2P Direct Mgt functions 
[bookmark: _Toc349831776]
7.16 P2P Direct Management APIs
[bookmark: _Toc349831760]




	

	





	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Editor’s note: Error Codes values missing.


7.16.1 CMAPI_P2P_ResolveDiscovery()
The CMAPI_P2P_ResolveDiscovery() function is used to resolve a ServiceRecord (LTE-D expression container) for metadata and/or connection info.


	Prototype

	
dword CMAPI_P2P_ResolveDiscovery(dword deviceID, ServiceRecord* pService, dword* pP2PInfo)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pService
	Input
	The ServiceRecord to be resolved.

	pP2PInfo
	Output
	Pointer to get the P2P direct connection technology type in bitmap. 
In the case of a device with multiple P2P direct connection technologies supported, there MAY be multiple settings returned. The bitmap definition follows the definition of P2PInfoType:
· 0x00000000: None
· 0x00000001: Wi-Fi Direct (could there be several versions)
· 0x00000002: reserved for future use
· 0x00000004: reserved for future use
· 0x00000008: reserved for future use
· 0x00000010: reserved for future use
· 0x00010000: LTE Direct
· 0x00020000: reserved for future use 

	
	
	




7.16.8 CMAPI_P2P_EstablishConnection()
The CMAPI_P2P_EstablishConnection() function is used to request the Local Device to establish a connection (P2P Direct connection or connection via network, subject to Service Provider policy) to a Remote Device or a group.
Editor’s note: This function requires future study.

	Prototype

	
dword CMAPI_P2P_EstablishConnection (dword deviceID, DeviceRecord* pRemoteDevices, ServiceRecord* pServices, dword groupID, dword* connectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices

	pServices
	Input
	List of Service Identifiers

	groupID
	Input
	The ID of the group to be connected to

	connectionID
	Output
	The ID of the connection concerned



7.16.8 CMAPI_P2P_RejectConnection()
The CMAPI_P2P_RejectConnection() function is used to reject an incoming connection request (P2P Direct connection or connection via network, subject to Service Provider policy)

	Prototype

	
dword CMAPI_P2P_RejectConnection(dword deviceID, dword connectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	connectionID
	Input
	The ID of the connection concerned



7.16.8 CMAPI_P2P_AcceptConnection()
The CMAPI_P2P_AcceptConnection() function is used to request an incoming connection request (P2P Direct connection or connection via network, subject to Service Provider policy) to a Remote Device or a group.
Editor’s note: FFS the way to alert an application of an incoming connection request and the discovery event the connect request is related to.


	Prototype

	
dword CMAPI_P2P_AcceptConnection(dword deviceID, dword connectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	connectionID
	Input
	The ID of the connection concerned



7.16.9 CMAPI_P2P_CloseDiscConnection()
The CMAPI_P2P_DisconnectCloseConnection() function is used to request the Local Device to close an exiting connection (P2P Direct connection or connection via network, subject to Service Provider policy) to a Remote Device or a group.

	Prototype

	
dword CMAPI_P2P_CloseCDisconnection (dword deviceID, dword connectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	connectionID
	Input
	The ID of the connection concerned




7.16.10 CMAPI_P2P_AcceptInvitationToGroup()
The CMAPI_P2P_AcceptInvitationToGroup() function is used to positively accept an group join invitation on the receiver side.

	Prototype

	
dword CMAPI_P2P_AcceptInvitationToGroup(dword deviceID, dword groupID, dword remoteDeviceID, dword invitationID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Device accepts to join.

	remoteDeviceID
	Input
	The ID of the remote device accepting the invitation to this group.

	invitationID
	Input
	The ID of this invitation 



[bookmark: _Toc361063771]CMAPI_P2P_JoinGroup()
The CMAPI_P2P_JoinGroup() function is used to invite a Remote Device to join an existing group.

	Prototype

	
dword CMAPI_P2P_JoinGroup (dword deviceID, dword groupID, dword remoteDeviceID, dword invitationID, dword pInvitationStatus)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Device is invited to join

	remoteDeviceID
	Input
	The ID of the remote device being invited to this group.

	invitationID
	OutputInput
	The ID of this invitation

	pInvitationStatus
	Output
	The Status of the invitation 
· Rejected
· Accepted
· No Answer



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



[bookmark: _Toc361063772]CMAPI_P2P_RejectInvitationToGroup()
The CMAPI_P2P_RejectInvitationToGroup() function is used to reject an invitation to join an existing group

	Prototype

	
dword CMAPI_P2P_RejectInvitationToGroup (dword deviceID, dword groupID, dword remoteDeviceID, dword invitationID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Local Device is rejecting to join

	remoteDeviceID
	Input
	The ID of the remote device device rejecting the invitation to join this group.

	invitationID
	Input
	The ID of the invitation concerned.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



[bookmark: _Toc361063773]CMAPI_P2P_RejectJoiningGroup()
The CMAPI_P2P_RejectJoiningGroup() function is used to reject a Remote Device from joining to an existing group.

	Prototype

	
dword CMAPI_P2P_RejectJoiningGroup (dword deviceID, dword groupID, dword remoteDeviceID, dword requestID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the Remote Device is invited to joinconcerned.

	remoteDeviceID
	Input
	The ID of the remote device being rejected to join this group.

	requestID
	Input
	The ID of the request for joining the group.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_RequestToJoinGroup()
The CMAPI_P2P_RequestToJoinGroup() function is used to send a request for joining an existing group to the group owner.

	Prototype

	
dword CMAPI_P2P_RequestToJoinGroup (dword deviceID, dword groupID, dword remoteDeviceID, dword requestID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group the device wants to join

	remoteDeviceID
	Input
	The ID of the device being group owner.

	requestID
	Output
	The ID of this request.




Change 3:  Add callback functions 
8.3.x CMAPI_Callback_P2P_DiscoveryMatch()
The CMAPI_Callback_P2P_DiscoveryMatch() function is used to alert the Local Device of a DeviceID/ServiceID/ServiceRecord (LTE-D expression container) discovery match.

	Prototype

	
dword CMAPI_Callback_P2P_DiscoveryMatch (CallbackStatus status, dword deviceID, dword remoteDeviceID, dqword serviceID, dword result)




	Parameters

	Field Name
	Mode
	Description

	status
	Input
	The status of the callback. 

	deviceID
	Input
	The ID of the device concerned.

	remoteDeviceID
	Input
	Remote Devices that match the criteria 
Editor’s note: FFS single or list?

	serviceID
	Input
	Service Identifiers that match the criteria
Editor’s note: FFS single or list?

	result
	Input
	· 0x00000001: Device & Service matching criteria
· 0x00000002: Device only matching criteria
· 0x00000003: Service only matching criteria




8.3.x CMAPI_Callback_P2P_Connection()
This callback shows the result of call made to CMAPI _P2P_EstablishConnection().

	Prototype

	
dword CMAPI_P2P_Connection(CallbackStatus status, dword deviceID, dword remoteDeviceID, dqword serviceID, dword connectionID, dword result)




	Parameters

	Field Name
	Mode
	Description

	status
	Input
	The status of the callback.

	deviceID
	Input
	The ID of the device concerned.

	remoteDeviceID
	Input
	The ID of the Remote Device concerned. 

	serviceID
	Input
	The ID of the service concerned.

	connectionID
	Input
	The ID of the connection concerned.

	result
	Input
	· 0x00000001: No answer
· 0x00000002: Connection request accepted by remote device
· 0x00000003: Connection request rejected by remote device
· 0x00000004: Connection established
· 



8.3.x CMAPI_Callback_P2P_GroupNotification()
The CMAPI_Callback_P2P_GroupNotification() function is invoked as a result of a previous call to CMAPI_P2P_JoinGroup(). 

	Prototype

	
dword CMAPI_Callback_P2P_GroupNotification (CallbackStatus status, dword deviceID, dword remoteDeviceID, dqword serviceID, dword result)




	Parameters

	Field Name
	Mode
	Description

	status
	Input
	The status of the callback.

	deviceID
	Input
	The ID of the device concerned.

	remoteDeviceID
	Input
	The ID of the Remote Device concerned. 

	serviceID
	Input
	The ID of the service concerned.

	result
	Input
	· 0x00000001: No answer
· 0x00000002: Invitation accepted
· 0x00000003: Invitation rejected



Change 4:  Add dqword definition 

· dword will be used to denote 2 word values, 
· qword will be used to denote 2 dword values,
· dqword will be used to denote 2 qword values,
· byte parameter [256] will indicate a 256 bytes long parameters,
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