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1 Reason for Change

R01 is the result of the discussion held the 24th of September 2013 during the F2F meeting.

In the API signature of Section “7.9.1 dword CMAPI_ExtDevSrv_NFC (dword deviceID, NFCInfoType* NFC)”, NFCInfoType is not defined anywhere in the TS. Instead, there is a "NFCMode" type defined in 6.2.29. Thus we suggest to replace “NFCInfoType” with “NFCMode”.
In the API signature of Section “7.14.3 CMAPI_Information_GetSignalStrength()”, there is no way to know which specific AP (access point) this signal strength is from when the radio is Wi-Fi. Thus we suggest to add a parameter “SSID” in the API signature.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group review, discuss and accept this change.
6 Detailed Change Proposal

Change 1:  Replace “NFCInfoType” with “NFCMode in 7.9.1 API signature
7.9.1 CMAPI_ExtDevSrv_NFC()

The CMAPI_ExtDevSrv_NFC () function is used to provide to application information regarding NFC functionalities available in the device.

	Prototype

	dword CMAPI_ExtDevSrv_NFC (dword deviceID, NFCMode* NFC)  




Change 2:  Add parameter “SSID” in 7.14.3 API signature
7.14.3 CMAPI_Information_GetSignalStrength()

The CMAPI_Information_GetSignalStrength() function is used obtain the current signal strength value, the percentage of signal present and the signal quality.

	Prototype

	dword CMAPI_Information_GetSignalStrength (dword deviceID, RadioType Radio, UTF8* SSID, dword* pSignalStrengthRaw, dword* pSignalStrengthPercent, dword* pSignalQualityPercent)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	Radio
	Input
	See RadioType definition

	SSID
	Input
	(Optional) SSID of an Access Point 
Mandatorywhen the RadioType is WLAN

	pSignalStrengthRaw
	Output
	The signal strength value in dBm

	pSignalStrengthPercent
	Output
	The signal strength as a percentage - SHOULD be adjusted to device capabilities.

	pSignalQualityPercent
	Output
	The signal quality as a percentage - SHOULD be adjusted to device capabilities.


Change 3:  modify WLANNetwork to include signal strengh
7.1.1 WLANNetwork

	Definition WLANNetwork

	This prototype defines a structure which describes a WLAN network




	Field Name
	Type
	Description

	pSSID
	UTF8*
	The service set identifier

	pBSSID
	UTF8*
	The basic service set identifier

	pFriendlyName
	UTF8*
	Optional - A name used to identify this network. If not filled, then the name used will be the SSID.

	WLANSecurityType
	dword
	The type(s) of security used for this network. See WLANSecurityType

	mode
	dword
	Specifies if the network can be automatically connected if located.

· 0x00000000: Manual

· 0x00000001: Automatic

	hidden
	dword
	Specifies if the SSID is being actively broadcast

· 0x00000000: SSID is broadcast

· 0x00000001: SSID is hidden

	pKey
	UTF8*
	Optional – This is only needed for items requiring a static key like WEP and PSK.

	EAPAuthenticationMethod
	dword
	Optional - The EAP Authentication Method used by the network.

	pEap
	byte*
	Optional - The EAP definition. This could be a proprietary format implementation of the Buffer (to be checked)

	pEapSize
	dword
	Contains the length in bytes of the EAP configuration. If not used should be set to “0”.

	signalStrengthRaw
	dword
	The signal strength value in dBm

	signalStrengthPercent
	dword
	The signal strength as a percentage - SHOULD be adjusted to device capabilities.

	signalQualityPercent
	dword
	The signal quality as a percentage - SHOULD be adjusted to device capabilities.
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