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1 Reason for Change

This CR proposes to address bug Fixes related to pointers in the TS for OpenCMAPI 1.1 to correct CR151R01 as some of the changes made were not appropriated.

For example, dword CMAPI_P2P_ResolveDiscovery(dword deviceID, ServiceRecord* pService, dword* pP2PInfo) was changed with CR151R01 to
dword CMAPI_P2P_ResolveDiscovery(dword deviceID, ServiceRecord service, dword* pP2PInfo)

Although it is possible to pass a structure as a parameter but usually it is better to pass a pointer to a structure. When the structure is passed by value, a copy will be made, usually pushed on thestack. On a system with limited resources it will be considerably slower.

We should follow what was proposed in other function such as
dword CMAPI_GNSS_SetAGPSConfig (dword deviceID, IPAddress* serverAddress, dword serverPort, UTF8* serverFQDN)

The input variable serverAddress is a pointer to a struct. IPAddress and ServiceRecord are quite similar.

------------------------------------------------------------------

dword CMAPI_P2P_Monitor (dword deviceID, DeviceRecords remoteDevices, ServiceRecords services)

remoteDevices is optional so it has to be a pointer as it was in previous version

same comment regarding for services as for serverAddress in CMAPI_P2P_ResolveDiscovery, 

------------------------------------------------------------------

CMAPI_P2P_Announce same comment as for CMAPI_P2P_Monitor

------------------------------------------------------------------

CMAPI_P2P_EstablishConnection - same comment as for CMAPI_P2P_Monitor

------------------------------------------------------------------

CMAPI_P2P_CreateGroup - same comment as for CMAPI_P2P_Monitor

------------------------------------------------------------------

dword CMAPI_P2P_GetGroupInfo (dword deviceID, dword groupID, DeviceRecords* pDeviceList)
------------------------------------------------------------------

dword CMAPI_P2P_GetConnectionStatus (dword deviceID, dword connectionID, dword* pConnectionStatus)

pConnectionStatus is an output so it has to be a pointer

------------------------------------------------------------------

dword CMAPI_Router_SetConfiguration (dword deviceID, dword routerID, RouterConfigType* pRrouterConfig)

------------------------------------------------------------------

dword CMAPI_Router_SetPolicy (dword deviceID, dword routerID, PolicyType* pPolicy)

------------------------------------------------------------------

dword CMAPI_Router_SetRestriction (dword deviceID, dword routerID, RestrictType* pRestrict)

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The CD OpenCMAPI SWG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Modify back some pointers in P2P section
CMAPI_P2P_ResolveDiscovery()

The CMAPI_P2P_ResolveDiscovery() function is used to resolve a ServiceRecord (LTE-D expression container) for metadata and/or connection info.
	Prototype

	dword CMAPI_P2P_ResolveDiscovery(dword deviceID, ServiceRecord* pService, dword* pP2PInfo)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pService
	Input
	The ServiceRecord to be resolved.

	pP2PInfo
	Output
	Pointer to get the P2P direct connection technology type in bitmap. 

In the case of a device with multiple P2P direct connection technologies supported, there MAY be multiple settings returned. The bitmap definition follows the definition of P2PInfoType:
· 0x00000000: None

· 0x00000001: Wi-Fi Direct (could there be several versions)

· 0x00000002: reserved for future use

· 0x00000004: reserved for future use

· 0x00000008: reserved for future use

· 0x00000010: reserved for future use

· 0x00010000: LTE Direct

· 0x00020000: reserved for future use 


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_Monitor()

The CMAPI_P2P_Monitor() function is used to request discovery of Remote Device(s) and the services offered.

	Prototype

	dword CMAPI_P2P_Monitor (dword deviceID, DeviceRecords* pRemoteDevices, ServiceRecords* pServices)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices to be discovered

	pServices
	Input
	List of Service Identifiers to be discovered


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_Announce()

The CMAPI_P2P_Announce() function is used by applications in order to register and get authorization to announce its P2P Direct services supported or by the Local Device to announce its presence to Remote Device(s).

Editors Note: The opportunity to set a filter of a list of services identifiers for the Applications to register specific service(s) and the structure of the identifiers will be detailed in another section of the Technical Specification at later stage.
	Prototype

	dword CMAPI_P2P_Announce (dword deviceID, DeviceRecords* pRemoteDevices, ServiceRecords* pServices)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices addressed by this announcement

	pServices
	Input
	List of Service Identifiers announced by Local Device


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_EstablishConnection()

The CMAPI_P2P_EstablishConnection() function is used to request the Local Device to establish a connection (P2P Direct connection or connection via network, subject to Service Provider policy) to a Remote Device or a group.

Editor’s note: This function requires future study.
	Prototype

	dword CMAPI_P2P_EstablishConnection (dword deviceID, DeviceRecords* pRemoteDevices, ServiceRecords* pServices, dword* pConnectionID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pRemoteDevices
	Input
	Optional; List of Remote Devices

	pServices
	Input
	List of Service Identifiers

	pConnectionID
	Output
	The ID of the connection concerned


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_GetConnectionStatus()

The CMAPI_P2P_GetConnectionStatus() function is used to retrieve the status of the P2P Direct connection.

	Prototype

	dword CMAPI_P2P_GetConnectionStatus (dword deviceID, dword connectionID, dword* pConnectionStatus)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	connectionID
	Input
	The ID of the connection concerned

	pConnectionStatus
	Output
	Status of the connection

· Connected 

· Connecting

· Disconnected

· Disconnecting


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_CreateGroup()

The CMAPI_P2P_CreateGroup() function is used to create a new P2P Direct group with one or several Remote Device (s) (The group could be a simple instance group – one time or a persistent one).

	Prototype

	dword CMAPI_P2P_CreateGroup (dword deviceID, DeviceRecords* pDevices, dword* pGroupID)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pDevices
	Input
	The list of device IDs belonging to this group

	pGroupID
	Input/Output
	The ID of the group created


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


CMAPI_P2P_GetGroupInfo()

The CMAPI_P2P_GetGroupInfo() function is used to retrieve from the Local Device which P2P Direct enabled device(s) are in an existing group to which the Local Device is a member of.

	Prototype

	dword CMAPI_P2P_GetGroupInfo (dword deviceID, dword groupID, DeviceRecords* pDeviceList)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	groupID
	Input
	The ID of the group concerned.

	deviceList
	Input
	The list of member devices of the group concerned.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 2:  Modify back some pointers in router management section
CMAPI_Router_SetConfiguration()

The CMAPI_Router_SetConfiguration() function is used to write the configuration values of a router (ssid, users, security, etc).  If a router ID does not currently exist, the router configuration is created.  See RouterConfigType for a description of configuration parameters.

	Prototype

	dword CMAPI_Router_SetConfiguration (dword deviceID, dword routerID, RouterConfigType* pRouterConfig)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	routerID
	Input
	The ID of the router concerned

	pRouterConfig
	Input
	Configuration values of the router. See RouterConfigType definition


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device.

	0X00000112
	The routerID references a non-existing router.

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000029
	The routerConfig value(s) are incorrect

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	0XF0000003
	The authentication has been denied. Please seek proper credentials for your access level.


CMAPI_Router_SetPolicy()

The CMAPI_Router_SetPolicy() function is used to add or update a policy to a router’s policies.  See PolicyType for a description of policy parameters.

	Prototype

	dword CMAPI_Router_SetPolicy (dword deviceID, dword routerID, PolicyType* pPolicy)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	routerID
	Input
	The ID of the router concerned

	pPolicy
	Input
	A router policy. See PolicyType definition


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device.

	0X00000112
	The routerID references a non-existing router

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000029
	The policy value(s) are incorrect

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	0XF0000003
	The authentication has been denied. Please seek proper credentials for your access level.


CMAPI_Router_SetRestriction()

The CMAPI_Router_SetRestriction() function is used to add or update a Connected Device restriction to a router.  See RestrictType for a description of restriction parameters.

	Prototype

	dword CMAPI_Router_SetRestriction (dword deviceID, dword routerID, RestrictType* pRestrict)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	routerID
	Input
	The ID of the router concerned

	pRestrict
	Input
	A router restriction. See RestrictType definition


	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device.

	0X00000112
	The routerID references a non-existing router

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000029
	The restrict value(s) are incorrect

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.

	0XF0000003
	The authentication has been denied. Please seek proper credentials for your access level.
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