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Change Request

	Title:
	Changes linked to references in the TS
	|X| Public      |_| OMA Confidential

	To:
	CD-OpenCMAPI

	Doc to Change:
	OMA-TS-OpenCMAPI-V1_1-20140408-D

	Submission Date:
	8th April 2014

	Classification:
	|_| 0: New Functionality
|_| 1: Major Change
|_| 2: Bug Fix
|X| 3: Editorial

	Source:
	Thierry Berisot, Deutsche Telekom AG, thierry.berisot@telekom.de

	Replaces:
	n/a


Reason for Change
This CR proposes next step of the resolution for the following CONR comment against the CMAPI TS:

	C003
	2014.02.13
	T
	2.1
	Source: DTAG
Form: doc#CONR-2014-0004
Comment: References not used
Proposed Change:  either remove or add label on right place in spec
	Status: OPEN
18/02/2014: check if [3GPP TS 24.090], [3GPP TS 51.014], [ISO/IEC 14443-3], [RFC4291], [RFC5952] are needed else remove them – other references already removed online
Conf call 01/04/2014: to add [3GPP TS 51.014] where there is [3GPP TS 31.111] and to check for the others



Resolution:
[3GPP TS 24.090] to be added in USSD section – See Change 4
[3GPP TS 51.014] to be added where there is [3GPP TS 31.111] – See Changes 1,2 & 3
[ISO/IEC 14443-3] is already used in definition of AFI & in 6.2.38 / 6.2.39
[RFC4291], [RFC5952] are already used in 6.2.6 IPaddress structure
Impact on Backward Compatibility
None.
Impact on Other Specifications
None.
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
To agree the proposed changes.
Detailed Change Proposal

Changes to section 6.2.17 to add [3GPP TS 51.014]

[bookmark: _Toc384720547]SMSRecord
	Definition SMSRecord

	This prototype defines a structure which describes a SMS record

Note: One SMS Record equals one or more SMS Segments or packages The following words have the same meaning:  'message segment', 'segment', 'SMS segment', 'package' and 'SMS package'



	Field Name
	Type
	Description

	msgID
	dword
	The message ID
Note: This ID shall be able to uniquely identify each SMS, including concatenated one. The enabler SHALL combine the concatenated message segments or packages into one SMSRecord associated with only one unique msgID. This parameter has a range 0 to 0xFFFFFFFF, modulus 0x100000000. Value 0 is reserved for special usage here, i.e. sending SMS. Value 0 SHALL NOT be used to identify an SMS record unless it is for sending purpose. See details in CMAPI_SMS_Send().

	msgStatus
	dword
	A flag to indicate the status of the message
· 0x00000000: read
· 0x00000001: unread
· 0x00000002: sent
· 0x00000003: unsent
· 0x00000004: draft
· 0xFFFFFFFF: unknown
Other values, other than the above six types, could be used for SMS stored in terminal device like PC. They are reserved and implementation dependent by the connection manager.

	result
	dword
	The status of message report.
· 0x00000000: message delivery successful
· 0x00000001: message delivery failed
· 0x00000002: message delivery pending, SC is making more transfer attempts
· 0xFFFFFFFF: unknown

	msgType
	dword
	The type of message:
· 0x00000000: normal message
· 0x00000001: message report
· 0x00000002: MMS alert
· 0x00000003: voice mail
· 0xFFFFFFFF: unknown 

	SMSClass
	dword
	See [3GPP TS 23.040] for SMS classes definition
The class of the SMS message:
· 0x00000000: Class 0 Message – not stored
· 0x00000001: Class 1 Message - Indicates that this message is to be stored in the local device memory or the SIM/R-UIM/NAA on UICC (depending on memory availability).
· 0x00000002: Class 2 Message – used for SIM/R-UIM/NAA on UICC only. This class SHALL only be used if the SMS content was not directly transferred to the "SIM/R-UIM/NAA on UICC” (see ENVELOPE (SMS-PP DOWNLOAD) in [3GPP TS 31.111] , [3GPP TS 51.014] or [3GPP2 C. S0035])
· 0x00000003: Class 3 Message – Indicates that this message will be forwarded from the receiving entity to an external device.
· 0x00000004: no message class
· 0xFFFFFFFF: unknown

	totalPack
	dword
	The total number of packages or segments

	currentPack
	dword
	The number of received packages or segments.

	msgLocation
	dword
	To indicate where the SMS is stored:
· 0x00000000: in the SIM/R-UIM/NAA on UICC;  
· 0x00000001: in the local device; 
· 0x00000002: in the terminal device, like PC
· 0x00000003: not stored. e.g. discarded voice mail messages or display direct messages

	time
	UTF8*
	The time (local time) when the message was received in the inbox or sent in the sentbox/outbox, or saved in the draftbox.
The time format should follow : YYYY-MM-DD HH:MM:SS
This adheres to ISO 8601

	pPhoneNumber
	UTF8*
	The targeted address(es). Each address shall include its TON (Type Of Number) and NPI (Numbering Plan Identification) parameters (see [3GPP TS 24.008]) coded in binary format (3 binary digits for TON, 4 binary digits for NPI) and separated by a space (i.e.: “<TON> <NPI> <address>”), more than one address could be included, each of them is separated by ',', and "\0\0" indicates end of the  addresses, dynamic memory allocation.
Informative examples:
1. Numeric representation: “001 0001 8610010\0\0” to represent “+8610010”
2. Alphanumeric representation: “101 0000 Telekom\0\0” to represent “Telekom”
3. Group addresses:  “001 0001 8610010, 101 0000 Telekom\0\0” to represent two addresses, i.e. +8610010 and Telekom

	pMsgContent
	UTF8*
	[Optional] The plain text content of the message. The enabler SHALL convert any text message, regardless of the data coding scheme, into UTF8.
Note: This field SHALL be available only when msgType is either normal message or message report. The field value SHALL be set to NULL if not available

	pMMSAlertData
	MMSAlertData*
	[Optional] The raw data of MMS alert. See the definition of MMSAlertData for more details.
Note: This field SHALL be available only when msgType is 0x00000002 (MMS alert). The field value SHALL be set to NULL if not available

	pVoiceMailData
	VoiceMailData*
	[Optional] The content of voice mail. See the definition of VoiceMailData for more details.
Note: This field SHALL be available only when msgType is 0x00000003 (voice mail). The field value SHALL be set to NULL if not available.

	pRAWData
	byte*
	[Optional] The first byte of pRAWData means the length of the following content in bytes. And the following content is the original RAW data of the Transfer/Transport Layer Message. See Clause 9.2 in TS 23.040 of 3GPP or Clause 3 in C.S0015-A of 3GPP2.
Note: This field SHALL be available only when msgType is unknown. The field value SHALL be set to NULL if not available




[bookmark: _Toc382300380]Changes to section 7.11 to add [3GPP TS 51.014]
[bookmark: _Toc384720685]UICC Management APIs
[bookmark: _Toc319938645][bookmark: _Toc384720686]Access Control
The OpenCMAPI SHALL control the access of Connection Manager applications sending APDUs to the Smart Card (SIM/R-UIM/NAA on UICC) through the Access Control mechanism defined in [GP, SE Access Control] except that the access to UICC is granted for Connection Manager applications if neither the ARA-M nor the ARF is present on the Smart Card. The control SHALL apply for a given Connection Manager application as soon as CMAPI_API_Open() has been called and until the call of CMAPI_API_Close().
The Smart Card (SIM/R-UIM/NAA on UICC) SHALL be compliant with [GP, SE Access Control] in order to provide the interface to the Access Control mechanism in the device to retrieve the Access Rules.
The Smart Card (SIM/R-UIM/NAA on UICC) issuer SHALL provision Access Rules into the Smart Card according to its security policy as defined in [GP, SE Access Control].
For Mobile Broadband devices, the implementation of the Access Control function and the functions described in the following sub-sections of the current chapter entitled “UICC Management APIs” are optional. However, if these latter functions are implemented the Access Control function SHALL also be implemented.
For all other devices, all the functions described in the current chapter entitled “UICC Management APIs” SHALL be implemented.

[bookmark: _Toc316900092][bookmark: _Toc384720687]CMAPI_UICC_GetTerminalProfile()
The device SHALL support the class “s”, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].
The CMAPI_UICC_GetTerminalProfile() function is used for the Connection Manager Application to get the last TERMINAL PROFILE sent by the device to the SIM/R-UIM/UICC.

	Prototype

	
dword CMAPI _UICC_GetTerminalProfile (dword deviceID, byte pTerminalProfile[256])




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	pTerminalProfile
	Output
	The hexadecimal value of the TERMINAL PROFILE as specified in the chapter “Structure and coding of the TERMINAL PROFILE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP TS 31.111] and [3GPP TS 51.014]  for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP2 C.S0035] for the 3GPP2 specific part.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. Consult the logger for details.

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



[bookmark: _Toc384720688]CMAPI_UICC_SetTerminalProfile()
The device SHALL support the class “s”, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].
The CMAPI_UICC_SetTerminalProfile() function is used to transmit to the SIM/R-UIM/UICC via the device the ToolKit functions (i.e.: the TERMINAL PROFILE) that are supported by the Connection Manager Applications. 
If several Connection Manager Applications are running in parallel, the Connection Manager API shall verify that there is no overlap between the TERMINAL PROFILE sent by the device and by each of the Connection Manager Applications as specified in [ETSI TS 102 223] (see normative annex). If an overlap exists the Connection Manager API shall send a return value identifying the overlapping ToolKit functions. If an overlap exists between several Connection Manager Applications, the ToolKit functions of the first Connection Manager Application having sent a CMAPI_UICC_SetTerminalProfile() will take precedence over the overlapping ToolKit functions of the other Connection Manager Applications.
The device SHALL combine the facilities provided by the device and the facilities provided by the Connection Manager Applications (also called CAT clients within the Connected Entity in [ETSI TS 102 223]) as specified in [ETSI TS 102 223] before sending the combined TERMINAL PROFILE to the SIM/R-UIM/UICC.

	Prototype

	
dword CMAPI_UICC_SetTerminalProfile (dword deviceID, byte terminalProfile[256], byte pOverlappingToolkit[256])




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	terminalProfile
	Input
	The hexadecimal value of the TERMINAL PROFILE as specified in the chapter “Structure and coding of the TERMINAL PROFILE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP TS 31.111] and [3GPP TS 51.014] for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP2 C.S0035] for the 3GPP2 specific part.

	pOverlappingToolKit
	Output
	(optional) Overlapping ToolKit function - The hexadecimal value of the TERMINAL PROFILE corresponding only to the overlapping Toolkit functions. This field is only present with Return value 0X00000554”.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00000553
	The terminal profile is invalid

	0X00000554
	The function succeeded except for the overlapping ToolKit functions with the device or another or other Connection Manager Application(s)

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



[bookmark: _Toc384720689]CMAPI_UICC_SendToolKitEnvelopeCommand()
The device SHALL support the class “s”, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223]. 
The CMAPI_UICC_SendToolKitEnvelopeCommand() function is used for the Connection Manager Application to transmit to the SIM/R-UIM/UICC via the device any ToolKit ENVELOPE command that is supported by the Connection Manager Application and for which no overlapping was identified (see CMAPI_UICC_SetTerminalProfile() and [ETSI TS 102 223]). 

	Prototype

	
dword CMAPI_UICC_SendToolKitEnvelopeCommand (dword deviceID, byte envelopeCommand[256])




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	envelopeCommand
	Input
	The hexadecimal value of the ENVELOPE Command as specified in the chapter “ENVELOPE Commands” of [ETSI TS 102 223] for the core part, in the chapter “ENVELOPE Commands” of [3GPP TS 31.111] and [3GPP TS 51.014] for the 3GPP specific part, in the chapter “ENVELOPE Commands” of [3GPP2 C.S0035] for the 3GPP2 specific part.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00000551
	ENVELOPE command was not sent to SIM/R-UIM/UICC as overlapping was detected.

	0X00000552
	The envelope command is invalid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



[bookmark: _Toc384720690]CMAPI_UICC_SendTerminalResponse()
The device SHALL support the class “s”, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].
The CMAPI_UICC_SendTerminalResponse() function is used for the Connection Manager Application to send a TERMINAL RESPONSE to the SIM/R-UIM/UICC via the device answering to any ToolKit Proactive Command received via the Callback CMAPI_UICC_ToolKitProactiveCommand (see callback chapter).

	Prototype

	
dword CMAPI_UICC_SendTerminalResponse (dword deviceID, byte terminalResponse[256])




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	terminalResponse
	Input
	The hexadecimal value of the TERMINAL RESPONSE as specified in the chapter “Structure and coding of the TERMINAL RESPONSE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL RESPONSE” of [3GPP TS 31.111] and [3GPP TS 51.014] for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL RESPONSE” of [3GPP2 C.S0035] for the 3GPP2 specific part.



	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X00000555
	The terminal response is invalid

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.




Changes to 8.3.29 & 8.3.30 to add [3GPP TS 51.014]

[bookmark: _Toc384720849]CMAPI_Callback_UICC_ToolKitProactiveCommand()
The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].
The CMAPI_Callback_UICC_ToolKitProactiveCommand() function is used to receive the ToolKit Proactive Commands sent by the SIM/R-UIM/UICC and routed to the Connection Manager Application by the device (see [ETSI TS 102 223] for the routing aspects).
The device SHALL send this callback only when the Connection Manager Application support the corresponding ToolKit Proactive Commands as previously indicated into the CMAPI_UICC_SetTerminalProfile() and when no overlap was detected into the CMAPI_UICC_SetTerminalProfile().
The device SHALL send this callback as soon as it receives the ToolKit Proactive Commands from the SIM/R-UIM/UICC.

	Prototype

	
dword CMAPI_Callback_UICC_ToolKitProactiveCommand (dword deviceID, byte toolKitProactiveCommand[256])




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	toolKitProactiveCommand
	Input
	ToolKit Proactive Command in hexadecimal format as specified in [ETSI TS 102 223] for the core part, in [3GPP TS 31.111] and [3GPP TS 51.014] for the 3GPP specific part, in [3GPP2 C.S0035] for the 3GPP2 specific part.



[bookmark: _Toc384720850]CMAPI_Callback_UICC_DeviceTerminalProfile()
The device SHALL support the class s, “Support of CAT over the modem interface”, as specified in [ETSI TS 102 223].
The CMAPI_Callback_UICC_DeviceTerminalProfile() function is used for the Connection Manager Application to receive the TERMINAL PROFILE sent by the device to the SIM/R-UIM/UICC each time the device sent it.
The device SHALL send this callback at the same time it sends the TERMINAL PROFILE to the SIM/R-UIM/UICC.

	Prototype

	
dword CMAPI_Callback_UICC_DeviceTerminalProfile (dword deviceID, byte terminalProfile[256])




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	terminalProfile
	Input
	The hexadecimal value of the TERMINAL PROFILE as specified in the chapter “Structure and coding of the TERMINAL PROFILE” of [ETSI TS 102 223] for the core part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP TS 31.111] and [3GPP TS 51.014] for the 3GPP specific part, in the chapter “Structure and coding of the TERMINAL PROFILE” of [3GPP2 C.S0035] for the 3GPP2 specific part.



Changes to 7.16 to add [3GPP TS 24.090]
0. [bookmark: _Toc384720748]USSD Management APIs
[bookmark: _Toc384720749]CMAPI_USSD_Request()
The CMAPI_USSD_Request() function is used to build up a USSD request to the network (see [3GPP TS 24.090]).

	Prototype

	
dword CMAPI_USSD_Request (dword deviceID, UTF8* USSDData, dword* pUSSDStatus)  




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	USSDData
	Input
	The USSD content

	pUSSDStatus
	Output
	The status of the USSD request:
· 0x00000000: Done
· 0x00000001: Action Required
· 0x00000002: Cancelled
· 0x00000003: Other client responded
· 0x00000004: Network Timeout 
· 0x00000005: Operation not supported



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.



[bookmark: _Toc384720750]CMAPI_USSD_Release()
The CMAPI_USSD_Release() function is used to release the USSD session (see [3GPP TS 24.090]), if success, the USSD operation will end, without waiting for the release event report from the network.

	Prototype

	
dword CMAPI_USSD_Release (dword deviceID, dword* pUSSDStatus) 




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned.

	pUSSDStatus
	Output
	The status of the USSD request:
· 0x00000000: Done
· 0x00000001: Action Required
· 0x00000002: Cancelled
· 0x00000003: Other client responded
· 0x00000004: Network Timeout
· 0x00000005: Operation not supported



	Return Values

	Value
	Description

	0X00000000
	The function succeeded.

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.
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