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	Title:
	Resolution CONRR Comments RD regarding WebAPI
	 Public       OMA Confidential

	To:
	CD-OpenCMAPI

	Doc to Change:
	OMA-RD-OpenCMAPI-V1_1-20140220-D

	Submission Date:
	5th May 2014

	Classification:
	 0: New Functionality
 FORMCHECKBOX 
 1: Major Change

 2: Bug Fix
 3: Editorial

	Source:
	Thierry Berisot, Deutsche Telekom AG, thierry.berisot@telekom.de
Dieter Gludovacz, Deutsche Telekom AG, dieter.gludovacz@t-mobile.at

	Replaces:
	n/a


1 Reason for Change

This CR proposes next step of the resolution for the following CONR comments against the CMAPI RD:

	A053
	2014.02.12
	T
	6.18
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

Some requirements are not adapted anymore due to solution agreed for the Web TS 

 Proposed Change: 

To modify or delete some of the requirements accordingly
	Status: CLOSED
Conf call 01/04/2014: Thierry to propose CR

	A056
	2014.02.14
	T
	CMAPI-WEBAPI-003
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED
17/02/2014: requirement modified to SHOULD online on the RD (20140217-D) but comments remaining open until it is addressed in the TS
To delete Req but to put it in the TS

	A057
	2014.02.14
	T
	6.18.2
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

These requirements have not been met

Proposed Change: 

Remove the requirements or enhance the TS to meet them
	Status: OPEN 


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Changes in section 6.18
This section identifies the requirements for interfaces related to WebAPI.
6.18.1 General Requirements

	CMAPI-WEBAPI-001
	The WebAPI feature of the OpenCMAPI enabler SHALL be formatted using valid JSON messages according to [RFC7159].
	1.1

	CMAPI-WEBAPI-002
	Void
	

	CMAPI-WEBAPI-003
	Void
	

	CMAPI-WEBAPI-004
	The WebAPI feature of the OpenCMAPI enabler SHALL support asynchronous notifications.
	1.1

	CMAPI-WEBAPI-005
	The WebAPI feature of the OpenCMAPI enabler SHALL support detection of WebAPI compliant devices which have been made discoverable.
	1.1

	CMAPI-WEBAPI-006
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a transport binding based on Websockets according to [RFC 6455] and [W3C_WebSocket].
	1.1

	CMAPI-WEBAPI-007
	The WebAPI feature of the OpenCMAPI enabler MAY provide a transport binding based on HTTP 1.1 according to [RFC 2616] only.
	1.1


Table 31: WebAPI General Functional Requirements

6.18.2 WebAPI Security Requirements

	CMAPI-WEB-SEC-001
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a mechanism for security, confidentiality and integrity protection.
	1.1

	CMAPI-WEB-SEC-002
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a mechanism for mutual authentication between client and server. 
	1.1

	CMAPI-WEB-SEC-003
	The WebAPI feature of the OpenCMAPI enabler SHALL provide a mechanism for detecting and preventing unauthorized access.
	1.1

	CMAPI-WEB-SEC-004
	The WebAPI feature of the OpenCMAPI enabler SHOULD be able to support authentication and authorization for either client or server with or without internet connectivity established.
	1.1


Table 32: WebAPI Security Functional Requirements
Change 2:  Add References (section 2.1)

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC 2616]
	”Hypertext Transfer Protocol – HTTP/1.1”, IETF,
URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC2759]
	Microsoft PPP CHAP Extensions, Version 2, Zorn, January 2000
URL: http://www.ietf.org/rfc/rfc2759.txt

	[RFC4186]
	Extensible Authentication Protocol Method for Global System for Mobile 32 Communications (GSM) Subscriber Identity Modules (EAP-SIM), Haverinen and 33 Salowey, January 2006 34
URL: http://www.ietf.org/rfc/rfc4186.txt

	[RFC4187]
	Extensible Authentication Protocol Method for 3rd Generation 35 Authentication and Key Agreement (EAP-AKA), Arkko and Haverinen, January 2006 36
URL: http://www.ietf.org/rfc/rfc4187.txt

	[RFC5216]
	The EAP-TLS Authentication Protocol, Simon, Aboba and Hurst, March 30 2008 31
URL: http://www.ietf.org/rfc/rfc5216.txt

	[RFC5281]
	Extensible Authentication Protocol Tunnelled Transport Layer Security, 37 Authenticated Protocol Version 0 (EAP-TTLSv0), Funk and Blake-Wilson, August 38 2008 39
URL: http://www.ietf.org/rfc/rfc5281.txt

	[RFC5448]
	Improved Extensible Authentication Protocol Method for 3rd Generation Authentication and Key Agreement (EAP-AKA')
URL: http://www.ietf.org/rfc/rfc5448.txt

	[RFC6455]
	“The Web Socket Protocol”, I. Fette and A. Melnikov, December 2011, 
URL: http://tools.ietf.org/html/rfc6455 

	[RFC7159]
	“The JavaScript Object Notation (JSON) Data Interchange Format“,T. Bray, Ed., March 2014, URL:http://tools.ietf.org/html/rfc7159

	[Secure Element (SE), GP]
	“GlobalPlatform Device Technology, Card Specification”, GlobalPlatform™, 
URL: http://www.globalplatform.org/specificationscard.asp

	[W3C_WebSocket]
	“The WebSocket API”, W3C Candidate Recommendation 20 September 2012, Ian Hickson, ed., URL:http://www.w3.org/TR/websockets/  

	[Wi-Fi Alliance HS2.0 TS]
	Hotspot 2.0 (Release 1) Technical Specification version 1.0.0, Wi-Fi Alliance Technical Committee Hotspot 2.0 Technical Task Group

URL: https://www.wi-fi.org/hotspot-20-technical-specification-v100

	[Wi-Fi Alliance P2P TS]
	Wi-Fi Peer-to-Peer (P2P) Technical Specification v1.2, Wi-Fi Alliance Technical Committee P2P Task Group

URL: https://www.wi-fi.org/wi-fi-peer-to-peer-p2p-technical-specification-v12
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