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	Title:
	Resolution CONRR Comments WLAN
	 Public       OMA Confidential

	To:
	CD-OpenCMAPI

	Doc to Change:
	OMA-TS-OpenCMAPI-V1_1-20140422-D

	Submission Date:
	5th May 2014

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change

 2: Bug Fix
 3: Editorial

	Source:
	Thierry Berisot, Deutsche Telekom AG, thierry.berisot@telekom.de

	Replaces:
	n/a


1 Reason for Change

This CR proposes to new functions to the WLAN section of the TS in order to resolve the following CONR comments against the CMAPI RD & TS:
	A040
	2014.02.14
	T
	CMAPI- WLAN-025
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A041
	2014.02.14
	T
	CMAPI- WLAN-026
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED 
19/02/2014: CR to be done in the TS
Done in changes 2 & 3

	A042
	2014.02.14
	T
	CMAPI- WLAN-027
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED 
19/02/2014: CR to be done in the TS
Done in CR35

	A043
	2014.02.14
	T
	CMAPI- WLAN-028
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED
19/02/2014: CR to be done in the TS
Done in CR35

	A044
	2014.02.14
	T
	CMAPI- WLAN-029
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A045
	2014.02.14
	T
	CMAPI- WLAN-030
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A046
	2014.02.14
	T
	CMAPI- WLAN-031
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A048
	2014.02.14
	T
	CMAPI-HS2-002

CMAPI-HS2-003

CMAPI-HS2-005
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

These requirements have not been met

Proposed Change: 

Remove the requirements or enhance the TS to meet them
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A049
	2014.02.12
	T
	6.8
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

To recheck if ANDSF is covered as well in all requirements

 Proposed Change: 

To check and potentially adapt some requirements
	Status: OPEN
19/02/2014: to rediscuss


	C016
	2014.02.12
	T
	6.2.13 & 6.2.14
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

WLANNetwork structure is including signal strength parameters but as well Located_WLANNetwork with RSSI. 

Proposed Change: 

To modify WLANNetwork structure in line with Located_WLANNetwork (probably to remove signal strength from WLANNetwork)
	Status: CLOSED
18/02/2014: in principle agreed but need a CR creating a RSSI structure
Done in CR35

	C022
	2014.02.12
	T
	7.12
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

Wlan section is not complete and not all requirements are addressed.

 Proposed Change: 

To complete Wlan section in line with requirements
	Status: OPEN 
20/02/2014: CR will be needed


Wlan requirements not supported yet
General WLAN Functional Requirements

	Label
	Description
	Release

	CMAPI-WLAN-024
	The OpenCMAPI Enabler SHALL be able to detect the type of security in use between the device and the access point (e.g. link layer security )
	1.1

	CMAPI- WLAN-025
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the preferred WLAN network list and WLAN parameters of the SIM/R-UIM/NAA on UICC.

Informational Note: [3GPP TS 31.102] defines EF/DF related to PLMN and WLAN lists for the Operator and the User. E.G.:  EFOWSIDL (Operator controlled WLAN Specific IDentifier List), EFUWSIDL (User controlled WLAN Specific IDentifier List) EFHWSIDL (Home I-WLAN Specific Identifier List).
	1.1

	CMAPI- WLAN-026
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the preferred WLAN list in the Management Object tree if the Device supports OMA Device Management MO protocol (i.e. I-WLAN MO, Hotspot 2.0 MO [Wi-Fi Alliance HS2.0 TS], ANDSF MO [3GPP TS 24.312]).
	1.1

	CMAPI-WLAN-027
	The OpenCMAPI Enabler SHOULD be able to manage white or black lists of WLAN networks
	1.1

	CMAPI- WLAN-028
	If a black list of WLAN is managed by the OpenCMAPI Enabler, the OpenCMAPI enabler SHALL prevent to blacklist a WLAN present in the preferred WLAN list of the SIM/R-UIM/NAA on UICC or in the Management Object tree of the device.
	1.1

	CMAPI- WLAN-029
	The OpenCMAPI Enabler SHALL provide a mechanism to configure two modes:

· Automatic Network Selection (default mode)

· Manual Network Selection
	1.1

	CMAPI- WLAN-030
	In Automatic Mode, the OpenCMAPI Enabler SHALL provide a mechanism to associate and authenticate the device with the AP without any user action, in respect with the preferred WLAN list retrieved in priority from the SIM/USIM/R-UIM/NAA on UICC then from the Management Objects.
	1.1

	CMAPI- WLAN-031
	In Automatic Mode  if several WLAN are available and present in the WLAN preferred list, the OpenCMAPI Enabler SHALL select a WLAN in respect to the priorities and rules defined in the [3GPP TS 31.102], [3GPP TS 24.234], [3GPP TS 23.234] specifications.
	1.1


Table 1: General WLAN Functional Requirements

HS2.0 Functional Requirements

	CMAPI-HS2-002
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the following ANQP and HS 2.0 ANQP elements (defined in [IEEE 802.11u]):

· Venue Name information

· Network Authentication Type information

· Roaming Consortium list

· IP Address Type Availability Information

· NAI Realm list

· 3GPP/3GPP2 Cellular Network information (only required for devices having SIM/R-UIM/NAA on UICC credentials)

· Domain Name list

· ANQP Query list

· HS Capability list

· Operator Friendly Name

· WAN Metrics

· Connection Capability

· NAI Home Realm Query

· Operating Class Indication
	1.1

	CMAPI-HS2-003
	The OpenCMAPI enabler SHALL provide a mechanism for reporting HS 2.0 enabled APs discovered as a result of the scanning phase.
	1.1

	CMAPI-HS2-004
	The OpenCMAPI enabler SHALL provide a mechanism for reporting the authentication methods supported by the APs.

Informational Note:  this information is necessary in manual mode to complete the association, mutual authentication and encryption negotiation chosen by the user.
	1.1

	CMAPI-HS2-005
	The OpenCMAPI enabler SHALL provide a mechanism to compare the 3GPP/3GPP2 Cellular Information provided by the WLAN and the information related to the active SIM/USIM/R-UIM/NAA on UICC. If successful, the device automatically performs the relevant authentication sequence with the highest priority to SIM/USIM based EAP methods. .
	1.1


Table 2: HS2.0 Specific Functional Requirements

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add Abbreviations
	FDD
	Frequency Division Duplex

	FQDN
	Fully Qualified Domain Name

	GAN
	Generic Access Network


Change 2:  Add MO related structures in section 6

6.2.29 WlanRoamingPartner
	Definition WlanRoamingPartner

	This prototype defines a structure which describes a Wlan Roaming partner record.




	Field Name
	Type
	Description

	FQDN_Match
	UTF8*
	Indication of the match rules with the Fully Qualified Domain Name (FQDN) of an SP in the Roaming Partner List. 
is the concatenated string "FQDN" || "," || {"includeSubdomains" | "exactMatch"} where ||= concatenation and | = or.

	Priority
	Byte
	Priority of a Home SP in the roaming partner list.  The lower the value, the higher the priority. 
A roaming partner not in this list has a default priority value of 128 (mid range).

	Country
	UTF8*
	The encoding shall be one or more, comma delimited (i.e., ",")  ISO/IEC 3166-1 2-character country strings or the country-independent value, "*". If there is a country-specific priority in one or more of the {FQDN_Match, Priority, Country} tuples, it shall override the default, country-independent priority.  If the country element is not present in the serving AP's beacon or probe response frames, then only default behaviours (indicated by "*") are permitted.


6.2.30 PreferredRoamingPartners

	Definition PreferredRoamingPartners

	This prototype defines a structure which describes the number of preferred roaming partners in the list.




	Field Name
	Type
	Description

	numberOfPRP
	dword
	The number of Preferred Roaming Partners in the array

	PreferredRoamingPartner
	WlanRoamingPartner*
	The list of the Preferred Roaming Partners


6.2.31  BackhaulThreshold
	Definition BackhaulThreshold

	This prototype defines a structure which describes a backhaul threshold information



	Field Name
	Type
	Description

	Network Type
	UTF8*
	 "Home" or "Roaming"

	DLBandwidth
	dword
	Optional

Minimum available downlink bandwidth (in bits per second) calculated based on the downlink speed and backhaul load.  

	ULBandwidth
	dword
	Optional

Minimum available uplink bandwidth (in bits per second) calculated based on the uplink speed and backhaul load. 


6.2.32 ProtoPortTuple
	Definition ProtoPortTuple

	This prototype defines a structure which describes IP Protocol and port Number of an application.



	Field Name
	Type
	Description

	IPProtocol
	word
	IP protocol field in IPv4 packets or the next header field in IPv6 packets.

	PortNumber
	dword
	Optional - specifies one or more port numbers used in conjunction with the IP Protocol, required by one or more operator supported applications on the mobile device.

Multiple, comma delimited (i.e., ",") port numbers may be defined if required by the application(s); for example: "21,22".


6.2.33 SPolicy
	Definition SPolicy

	This prototype defines a structure which describes a subscription policy of a Home SP.




	Field Name
	Type
	Description

	PreferredRoamingPartnerList
	PreferredRoamingPartners*
	Roaming partner list.  
Any roaming partner not in this list has a default priority value of 128 (mid range).

	MinBackhaulThreshold
	BackhaulThreshold*
	Policy for the minimum threshold of available backhaul (WAN) parameters at a hotspot network.  
Policies can be set for uplink bandwidth, downlink bandwidth or both.  If uplink or downlink load measurements are not available at a particular hotspot then the respective uplink or downlink policy is not evaluated at that hotspot.

When present, this policy should be evaluated for network selection, unless this policy prevents from selecting any access network (e.g., cellular, Wi-Fi, etc.) or no hotspot has a backhaul parameter greater than or equal to the defined thresholds.

When enforced, this policy is only applicable for the initial association to an ESS.

	SPExclusionList
	UTF8*
	Optional

List of SSIDs not preferred by the Home SP.  The Connection Manager Application shall not autonomously select a hotspot operated by a SP listed in the exclusion list, however the user may manually select such a network.

	RequiredProtoportTuple
	ProtoPortTuple*
	Optional

IP Protocol and port Number required by one or more operator supported application on the mobile device, that operator-supported application(s) on the mobile device require to function properly. 

Note: This policy is set by an operator to ensure that its own applications are functioning when attached to a roaming HS2.0 network. 

When present, this policy should be evaluated for network selection, unless this policy prevents the mobile device from selecting any access network (e.g., cellular, Wi-Fi, etc.), or if no roaming networks have support for any of the defined IP Protocol and ports numbers, or if the Connection Capability element is not available.

When enforced, this policy is only applicable for the initial association to an ESS.

	MaximumBSSLoadvalue
	dword
	Optional – maximum acceptable BSS Load policy. The purpose of this is to prevent from joining an AP whose channel is overly congested with traffic and/or interference. This shall only be evaluated when in the presence of a home network.

When present, this policy should be evaluated by the Connection Manager Application for network selection, unless this policy prevents the mobile device from selecting any access network (e.g., cellular, Wi-Fi, etc.), or no AP in the ESS have its BSSLoad less than the defined MaximumBSSLoadValue threshold

A mobile device is permitted to join any AP in an ESS having a channel utilization value (see clause 8.4.2.30 in Error! Reference source not found.) less than the MaximumBSSLoad value. 

This policy is advisory: If the mobile device cannot find an AP with channel utilization less than the defined MaximumBSSLoadValue leaf, or if BSSLoad is not available, it may ignore this policy.


6.2.34 FQDN
	Definition FQDN

	This prototype defines an enumeration of FQDN



	FQDN
	dword
	Fully Qualified Domain Name


6.2.35 HomeOI
	Definition HomeOI

	This prototype defines a structure which describes the Home OI elements.



	Field Name
	Type
	Description

	HomeOI
	OI
	Organizational Identifier (OI) of the Home Service Provider.
If the value of HomeOI matches an OI in the Roaming Consortium List advertised by a hotspot operator, successful authentication with that hotspot is possible.

	HomeOIRequired
	boolean
	Determines whether the HomeOI is required.  
· If the value of HomeOIRequired is true, then no authentication shall be attempted unless the HomeOI value is included in the hotspot's Roaming Consortium List.

· If the value of HomeOIRequired is false then authentication should be attempted when the mobile's realm/PLMN ID is advertised by the AP.


6.2.36 HomePartnersList
	Definition HomePartnersList

	This prototype defines a structure which describes the number of Home Partners in the list.




	Field Name
	Type
	Description

	numberOfFQDN
	dword
	The number of FQDN partner operators in the array

	HomePartners
	FQDN*
	The list of the FQDN of a partner operator of the Home SP that shall be deemed by the mobile device as a home operator.  


6.2.37 HSP
	Definition HSP

	This prototype defines a structure which describes Home Service Provider elements.



	Field Name
	Type
	Description

	pSSID
	UTF8*
	The service set identifier

	pBSSID
	UTF8*
	The basic service set identifier

	pFriendlyName
	UTF8*
	The FriendlyName is intended to be used by the mobile device for display purposes only.

	IconURL
	UTF8*
	Optional – location of icon related to the Home SP.  The URL is the network location from which the icon can be retrieved and can be used by the mobile device in an implementation dependent manner or used in a manner agreed between the SP and the mobile device manufacturer. The icon is intended to be used by the mobile device for display purposes only.

	HFQDN
	FQDN
	FQDN of the Home SP (to identify if the hotspot is operated by the mobile device’s home SP or a visited SP)

	HomeOIList
	HomeOI*
	Optional – List of organizational identifiers identifying the home SP of which this provider is a member .

	OtherHomePartners
	HomePartnersList*
	Optional – list of FQDNs of Home partners

	RoamingConsortiumOI
	UTF8*
	Optional – Contains one or more, comma delimited (i.e., ",") organizational identifiers identifying a roaming consortium of which this provider is a member.

Note: The Chr encoding for each OI is in lowercase ASCII hexadecimal characters only with no white space and no preceding “0x”, e.g., “506f9a”.


6.2.38 SParameters
	Definition SParameters

	This prototype defines a structure which describes parameters of the subscription.



	Field Name
	Type
	Description

	CreationDate
	UTF8*
	Date and time (UTC) that the PerProviderSubscription MO  was initially provisioned to the mobile device.  
The date and time is formatted as YYYY-MM-DDTHH:MM:SSZ

	ExpirationDate
	UTF8*
	Optional – Date and time (UTC) that the subscription will expire.  After the expiration date, the mobile device should not expect to be able to successfully authenticate with the corresponding credentials.  This is an optional attribute; if not present, there is no pre-determined expiration time and date.

	TypesofSubscription
	UTF8*
	Optional – Type of subscription associated with the account.  Subscription types are defined by the Home SP and are out of scope of this specification; example values are "Gold", "Silver" and "Bronze".

	DataLimit
	dword
	Optional – Cumulative data limit in megabytes for the UsageTimePeriod. 
If the value of this parameter is zero, there is unlimited data usage for this account.  
When the measured amount of data, has been transmitted between the mobile device and the network, reaches this limit, 

	StartDate
	UTF8*
	Optional – Date and time (UTC) at which usage statistics accumulation begins.
This parameter specifies the date and time (UTC) that the subscription will become valid. Before the StartDate, the mobile device should not expect to be able to successfully authenticate with the corresponding credentials.  This is an optional attribute; if not present, there is no pre-determined start time and date.

	TimeLimit
	dword
	Cumulative time limit in minutes for the UsageTimePeriod.  If the value of this parameter is zero, there is unlimited time usage for this subscription.  When the measured amount of time, used by the mobile device, has reached this limit, the consequences are per the user's subscription

	UsageTimePeriod
	dword
	Time period for usage statistics accumulation. 
A value of zero means that usage statistics are not accumulated on a periodic basis (e.g., a one-time limit for “pay as you go” - PAYG service). A non-zero value specifies the usage interval in minutes.  After the expiry of this time, the usage statistics are reset to zero. (e.g., the expiry of a billing period interval would reset the DataLimit).

The values of 1 to 31 should be reserved to indicate that usage statistics (e.g., DataLimit) are monthly and reset on the day of the month indicated by the value (e.g., if the value is 10, the usages statistics are kept on a monthly basis and reset on the 10th of each month).


6.2.39 EAPMethod
	Definition EAPMethod

	This prototype defines a structure which describes an EAP Method Type




	Field Name
	Type
	Description

	EAPType
	EAPAuthenticationMethod
	EAP Type value. The possible values are listed in the IANA EAP Registry List

	Vendorld
	UTF8*
	Optional – Vendor-Id for an expanded EAP method, if used.

	VendorType
	UTF8*
	Optional –Vendor-Type of the expanded EAP method, if used. These values are defined by the vendor identified by VendorId.

	InnerEAPType
	EAPAuthenticationMethod
	Optional – EAP Type value for the inner EAP method, if used with this EAP method. The possible values are listed in the IANA EAP Registry.

	InnerVendorID
	UTF8*
	Optional – Vendor-Id for an inner expanded EAP method, if used.

	InnerVendorType
	UTF8*
	Optional – Vendor-Type of the inner expanded EAP method, if used

	InnerMethod
	UTF8*
	Optional – Inner non-EAP method, if used with this EAP method. The permitted values are: PAP, CHAP, MS-CHAP and MS-CHAP-V2.


6.2.40 Certificate
	Definition Certificate

	This prototype defines a structure which provides information related to the certificate credential.



	Field Name
	Type
	Description

	CertificateType
	UTF8*
	Certificate type.  The value is selected from the following enumerations: “802.1ar” or “x509v3”.

	CertSHA256Fingerprint
	UTF8*
	SHA-256 fingerprint of the certificate credential for a subscription. This parameter specifies the Issuer Distinguished Name in the certificate credential. In conjunction with the certificate serial number, it uniquely identifies a certificate.

This parameter is formatted as follows (defined in XML regular expression syntax): ([A-F0-9][A-F0-9]&#20;){32}.  In other words, 32 repetitions of a group of three characters; the group of 3 characters is comprised of two uppercase hexadecimal characters concatenated with a space.


6.2.41 SIMCredential
	Definition SIMCredential

	This prototype defines a structure which provides information related to the SIM credential.



	Field Name
	Type
	Description

	IMSI
	UTF8*
	IMSI (International Mobile device Subscriber Identity)

(Note: If there are SIM/USIM, OpenCMAPI determines if it should be able to successfully authenticate to a hotspot by comparing the MCC/MNC from its IMSI with the PLMN ID containing a MCC and MNC returned in the 3GPP Cellular Network ANQP-element)
Note: the IMSI is included so that the PerProviderSubscription MO can be bound to the correct SIM card in cases where there is more than one SIM card in a mobile device.

	EAPType
	UTF8*
	EAP Type value. The possible values are listed in the IANA EAP Registry in the Method Types.

Only EAP-SIM, EAP-AKA, and EAP-AKA' methods are permitted.


6.2.42 UnPw
	Definition UnPw

	This prototype defines a structure which provides the username and password values of the credential.



	Field Name
	Type
	Description

	Username
	UTF8*
	Username

	Password
	UTF8*
	Password

(Null Value if there is an application needed to generate the password)

	MachineManaged
	Boolean
	This parameter specifies whether the password is machine managed. 
· 0: Not Machine Managed
· 1: Machine Managed (It is set to true, if the SP has provided the username and password)

	SoftTokenApp
	UTF8*
	Optional – Specifies the application that should be used to generate the password.  If present, the Password should have a null value

	Abletoshare
	Boolean
	Optional – indicates whether the credential is usable only on the mobile device which subscribed or usable by other mobile devices of the user as well

· 0: Not Able to Share
· 1: Able to Share credential

	EAPMethod
	EAPMethod*
	EAP Method used


6.2.43 SCredential
	Definition SCredential

	This prototype defines a structure providing the credentials of the subscription. 
(Note: Exactly one of the "UsernamePassword", "DigitalCertificate" or "SIM" is present – This is always assured by the Subscription Server).



	Field Name
	Type
	Description

	CreationDate
	UTF8*
	Date and time (UTC) when the credential was either created or last updated

The date and time is formatted as YYYY-MM-DDTHH:MM:SSZ

This adheres to ISO 8601

	ExpirationDate
	UTF8*
	Optional - Date and time (UTC) that the credentials will expire. (if not present, there is no pre-determined expiration time and date)
The date and time is formatted as YYYY-MM-DDTHH:MM:SSZ

This adheres to ISO 8601

	UsernamePassword
	UnPw*
	Optional - Username and password values of the credential.

	DigitalCertificate
	Certificate*
	Optional - Information related to the certificate credential.

	Realm
	UTF8*
	The Realm associated with the credential.  
(Note: OpenCMAPI determines if it should be able to successfully authenticate to a hotspot by comparing the realms returned in the NAI Realm ANQP-element with this realm)

	SIM
	SIMCredential*
	Optional - information related to the SIM credential.


6.2.44 HS2Subscription
	Definition HS2Subscription

	This prototype defines a structure which describes a subscription profile (Home SP information, subscription policy, management and credential information) for Hotspot 2.0.



	Field Name
	Type
	Description

	Policy
	SPolicy*
	Optional

Home SP policy.

	SubscriptionPriority
	word
	Priority of the subscription, when multiple subscriptions are associated with a service provider.  The lower the value of priority, the higher the subscription priority.

	HomeSP
	HSP*
	Home SP information for this subscription.

	SubscriptionParameters
	SParameters*
	Optional

identify the subscription parameters.

	Credential
	SCredential*
	Credential of the subscription


6.2.45 PerProviderSubscription
	Definition PerProviderSubscription

	This prototype defines a structure providing one or more HS2.0 subscriptions (these elements are part of the H2.0 Management Object but only the parts relevant for the OpenCMAPI).



	Field Name
	Type
	Description

	UpdateIdentifier
	word
	Identifies if there is existing provisioned MO subscription or not
· 0x0000: Unprovisioned values in the MO (default)

· Other: Existing provisioned MO

	numberOfsubscription
	dword
	The number of subscriptions in the array

	Subscription
	HS2Subscription*
	The list of subscriptions with their details


Change 3:  Add functions to get WLAN MO elements in section 7.12
6.2.46 CMAPI_WLAN_Get_WLANMOSubcription()

The CMAPI_WLAN_Get_WLANMOSubcription() function is used to retrieve the elements related to HS2.0 subscriptions.

	Prototype

	dword CMAPI_ WLAN_Get_WLANMOSubcription (dword deviceID, PerProviderSubscription* pWLANMOSubscription, dword* pWLANMOSubscription)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	pWLANMOSubscription
	Output
	The detail of the HS2.0 subscriptions present in the device

	pWLANMOSubscriptionSize
	Input / Output
	The size in byte of pWLANMOSubscription.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000xxx
	The pWLANMOSubscription is not large enough.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.
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