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1 Reason for Change

This CR proposes to new functions to the WLAN section of the TS in order to resolve the following CONR comments against the CMAPI RD & TS:
	A040
	2014.02.14
	T
	CMAPI- WLAN-025
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A041
	2014.02.14
	T
	CMAPI- WLAN-026
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED
19/02/2014: CR to be done in the TS
Done in CR38R01

	A042
	2014.02.14
	T
	CMAPI- WLAN-027
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED 
19/02/2014: CR to be done in the TS
Done in CR35R02

	A043
	2014.02.14
	T
	CMAPI- WLAN-028
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: CLOSED 
19/02/2014: CR to be done in the TS
Done in CR35R02

	A044
	2014.02.14
	T
	CMAPI- WLAN-029
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A045
	2014.02.14
	T
	CMAPI- WLAN-030
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A046
	2014.02.14
	T
	CMAPI- WLAN-031
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

Has this requirement been met?

 Proposed Change: 

If we have not met this requirement, remove it or enhance the TS to meet it
	Status: OPEN 
19/02/2014: CR to be done in the TS

	A048
	2014.02.14
	T
	CMAPI-HS2-002

CMAPI-HS2-003

CMAPI-HS2-005
	Source: QUALCOMM

Form: doc#CONR-2014-0005

Comment: 

These requirements have not been met

Proposed Change: 

Remove the requirements or enhance the TS to meet them
	Status: OPEN 
19/02/2014: CR to be done in the TS
Partially Done in CR40R01 & to be completed with CR48

	A049
	2014.02.12
	T
	6.8
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

To recheck if ANDSF is covered as well in all requirements

 Proposed Change: 

To check and potentially adapt some requirements
	Status: OPEN
19/02/2014: to rediscuss
CR48


	C016
	2014.02.12
	T
	6.2.13 & 6.2.14
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

WLANNetwork structure is including signal strength parameters but as well Located_WLANNetwork with RSSI. 

Proposed Change: 

To modify WLANNetwork structure in line with Located_WLANNetwork (probably to remove signal strength from WLANNetwork)
	Status: CLOSED
18/02/2014: in principle agreed but need a CR creating a RSSI structure
Done in CR35R02

	C022
	2014.02.12
	T
	7.12
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

Wlan section is not complete and not all requirements are addressed.

 Proposed Change: 

To complete Wlan section in line with requirements
	Status: OPEN 
20/02/2014: CR will be needed


Wlan requirements not supported yet
General WLAN Functional Requirements

	Label
	Description
	Release

	CMAPI-WLAN-024
	The OpenCMAPI Enabler SHALL be able to detect the type of security in use between the device and the access point (e.g. link layer security )
	1.1

	CMAPI- WLAN-025
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the preferred WLAN network list and WLAN parameters of the SIM/R-UIM/NAA on UICC.

Informational Note: [3GPP TS 31.102] defines EF/DF related to PLMN and WLAN lists for the Operator and the User. E.G.:  EFOWSIDL (Operator controlled WLAN Specific IDentifier List), EFUWSIDL (User controlled WLAN Specific IDentifier List) EFHWSIDL (Home I-WLAN Specific Identifier List).
	1.1

	CMAPI- WLAN-026
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the preferred WLAN list in the Management Object tree if the Device supports OMA Device Management MO protocol (i.e. I-WLAN MO, Hotspot 2.0 MO [Wi-Fi Alliance HS2.0 TS], ANDSF MO [3GPP TS 24.312]).
	1.1

	CMAPI-WLAN-027
	The OpenCMAPI Enabler SHOULD be able to manage white or black lists of WLAN networks
	1.1

	CMAPI- WLAN-028
	If a black list of WLAN is managed by the OpenCMAPI Enabler, the OpenCMAPI enabler SHALL prevent to blacklist a WLAN present in the preferred WLAN list of the SIM/R-UIM/NAA on UICC or in the Management Object tree of the device.
	1.1

	CMAPI- WLAN-029
	The OpenCMAPI Enabler SHALL provide a mechanism to configure two modes:

· Automatic Network Selection (default mode)

· Manual Network Selection
	1.1

	CMAPI- WLAN-030
	In Automatic Mode, the OpenCMAPI Enabler SHALL provide a mechanism to associate and authenticate the device with the AP without any user action, in respect with the preferred WLAN list retrieved in priority from the SIM/USIM/R-UIM/NAA on UICC then from the Management Objects.
	1.1

	CMAPI- WLAN-031
	In Automatic Mode  if several WLAN are available and present in the WLAN preferred list, the OpenCMAPI Enabler SHALL select a WLAN in respect to the priorities and rules defined in the [3GPP TS 31.102], [3GPP TS 24.234], [3GPP TS 23.234] specifications.
	1.1


Table 1: General WLAN Functional Requirements

HS2.0 Functional Requirements

	CMAPI-HS2-002
	The OpenCMAPI Enabler SHALL provide a mechanism for retrieval of the following ANQP and HS 2.0 ANQP elements (defined in [IEEE 802.11u]):

· Venue Name information

· Network Authentication Type information

· Roaming Consortium list

· IP Address Type Availability Information

· NAI Realm list

· 3GPP/3GPP2 Cellular Network information (only required for devices having SIM/R-UIM/NAA on UICC credentials)

· Domain Name list

· HS ANQP Query list

· HS Capability list

· Operator Friendly Name

· WAN Metrics

· Connection Capability

· NAI Home Realm Query

· Operating Class Indication
· OSU providers List

· Icon Request

· Icon Binary File
	1.1

	CMAPI-HS2-003
	The OpenCMAPI enabler SHALL provide a mechanism for reporting HS 2.0 enabled APs discovered as a result of the scanning phase.
	1.1

	CMAPI-HS2-004
	The OpenCMAPI enabler SHALL provide a mechanism for reporting the authentication methods supported by the APs.

Informational Note:  this information is necessary in manual mode to complete the association, mutual authentication and encryption negotiation chosen by the user.
	1.1

	CMAPI-HS2-005
	The OpenCMAPI enabler SHALL provide a mechanism to compare the 3GPP/3GPP2 Cellular Information provided by the WLAN and the information related to the active SIM/USIM/R-UIM/NAA on UICC. If successful, the device automatically performs the relevant authentication sequence with the highest priority to SIM/USIM based EAP methods. .
	1.1


Table 2: HS2.0 Specific Functional Requirements

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add references

	[3GPP TS 22.022]
	“TS 22.022 Technical Specification Group Services and System Aspects; Personalisation of Mobile Equipment (ME), Mobile functionality specification”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/22_series/22.022/

	[3GPP TS 22.101]
	“TS 22.101 Technical Specification Group Services and System Aspects; Service aspects; Service principles”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/22_series/22.101/

	[3GPP TS 23.003]
	“TS 23.003 Technical Specification Group Services and System Aspects; Numbering, addressing and identification”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.003/

	[3GPP TS 23.040]
	“TS 23.040 Technical Specification Group Services and System Aspects; Technical realization of the Short Message Service (SMS)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.040/

	[3GPP TS 23.060]
	“TS 23.060 Technical Specification Group Services and System Aspects; General Packet Radio Service (GPRS); Service description; Stage 2”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.060/

	[3GPP TS 23.107]
	“TS 23.107 Technical Specification Group Services and System Aspects; Quality of Service (QoS) concept and architecture”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.107/

	[3GPP TS 23.303]
	“TS 23.303  Technical Specification Group Services and System Aspects; Proximity based Services; Stage 2 (Release 12)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.303/

	[3GPP TS 23.402]
	“TS 23.402  Technical Specification Group Services and System Aspects; Architecture enhancements for non-3GPP accesses”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.402/

	[3GPP TS 24.008]
	“TS 24.008 Technical Specification Group Core Network and Terminals; Mobile radio interface Layer 3 specification; Core network protocols; Stage 3”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.008/

	[3GPP TS 24.090]
	“TS 24.090 Technical Specification Group Core Network and Terminals; Unstructured Supplementary Service Data (USSD)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.090/

	[3GPP TS 24.312]
	“TS 24.312 Technical Specification Group Core Network and Terminals; Access Network Discovery and Selection Function (ANDSF) Management Object (MO) (Release 12)”, 3rd Generation Partnership Project (3GPP), URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.312/

	[3GPP TS 25.323]
	“TS 25.323 Technical Specification Group Radio Access Network; Packet Data Convergence Protocol (PDCP) specification”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/25_series/25.323/

	[3GPP TS 25.331]
	“TS 25.331 Technical Specification Group Radio Access Network; Working Group 2 (WG2); RRC Protocol Specification”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/25_series/25.331/

	[3GPP TS 27.007]
	“TS 27.007 Technical Specification Group Services and System Aspects; AT command set for User Equipment (UE)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/27_series/27.007/

	[3GPP TS 31.101]
	“TS 31.101 Technical Specification Group Core Network and Terminals; UICC-terminal interface; Physical and logical characteristics, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.101/

	[3GPP TS 31.102]
	“TS 31.102 Technical Specification Smart Cards; Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.102/ 

	[3GPP TS 31.103]
	“TS 31.103 Technical Specification Group Core Network and Terminals; Characteristics of the IP Multimedia Services Identity Module (ISIM) application”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.103/ 

	[3GPP TS 31.111]
	“TS 31.111 Technical Specification Group Core Network and Terminals; Universal Subscriber Identity Module (USIM), Application Toolkit (USAT)”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/31_series/31.111/

	[3GPP TS 36.331]
	“TS 36.331 Technical Specification Group Radio Access Network; Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Resource Control (RRC); Protocol specification”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/36_series/36.331/

	[3GPP TS 44.065]
	“TS 44.065 Technical Specification Group Core Network and Terminals; Mobile Station (MS) - Serving GPRS Support Node (SGSN); Subnetwork Dependent Convergence Protocol (SNDCP)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/44_series/44.065/

	[3GPP TS 51.011]
	“TS 51.011 Technical Specification Group Terminals; Specification of the Subscriber Identity Module-Mobile Equipment (SIM - ME) interface”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.011/

	[3GPP TS 51.014]
	“TS 51.014 Technical Specification Group Terminals; Specification of the SIM Application Toolkit for the Subscriber Identity Module - Mobile Equipment (SIM - ME) interface (Release 4)”, 3rd Generation Partnership Project (3GPP),
URL: http://www.3gpp.org/ftp/Specs/archive/51_series/51.014/

	[3GPP2 C.S0005]
	“Upper Layer (Layer 3) Signaling Standard for cdma2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0005, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0016]
	“Over-the-Air  Service Provisioning of  Mobile Stations in Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0016, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0023]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0023, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0024-0]
	“cdma2000 High Rate Packet Data Air Interface Specification”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0024-0, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0035]
	“CDMA Card Application Toolkit (CCAT)”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0035, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0065]
	“Cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0065, 
URL: http://www.3gpp2.org/

	[3GPP2 C.S0068]
	“ME Personalization for CDMA2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0068, 
URL: http://www.3gpp2.org/

	[ETSI TR 102 216]
	“TR 102 216 Technical Report Smart Cards; Vocabulary for Smart Card Platform specifications”, v3.0.0, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 220]
	“TS 102 220 Smart Cards; ETSI numbering system for telecommunication application providers”, European Telecommunications Standards Institute (ETSI), 

URL: http://www.etsi.org

	[ETSI TS 102 221]
	“TS 102 221 Technical Specification, Smart Cards; UICC-Terminal interface; Physical and logical characteristics”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[ETSI TS 102 223]
	“TS 102 223 Technical Specification, Smart Cards; Card Application Toolkit (CAT)”, European Telecommunications Standards Institute (ETSI), 
URL: http://www.etsi.org

	[GP, SE Access Control]
	“GlobalPlatform Device Technology, Secure Element Access Control”, GlobalPlatform™, 
URL: http://www.globalplatform.org/specificationsdevice.asp

	[IEEE 802.11-2012]
	“Telecommunications and information exchange between systems Local and metropolitan area networks--Specific requirements Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications”, IEEE Standard for Information technology
URL: http://standards.ieee.org/about/get/802/802.11.html

	[ISO/IEC 14443-3]
	“ISO/IEC 14443-3. Identification cards – Contactless Integrated Circuit Cards – Proximity Cards),

URL: http://www.iso.org

	[ISO/IEC 7816-4]
	Identification cards –  Integrated Circuit Cards with contacts -  Part 4

URL: http://www.iso.org

	[OpenCMAPI-AD]
	“Open Connection Manager API Architecture”, Open Mobile Alliance™, OMA-AD-OpenCMAPI-V1_1,
URL:http://www.openmobilealliance.org/

	[OpenCMAPI-RD]
	“Open CM API Requirements”, Open Mobile Alliance™, OMA-RD-OpenCMAPI-V1_1,
URL:http://www.openmobilealliance.org/

	[OpenCMAPI_TS WebAPI]
	“Open Connection Manager WebAPI”, Open Mobile Alliance™, OMA-TS-OpenCMAPI_Web_V1_1, URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P. Leach, Microsoft..., July 2005,
URL: http://www.ietf.org/rfc/rfc4122.txt

	[RFC4291]
	“IP Version 6 Addressing Architecture”, R. Hinden, S. Deering, February 2006,
URL: http://www.ietf.org/rfc/rfc4291.txt

	[RFC5952]
	“A Recommendation for IPv6 Address Text Representation”, S. Kawamura, M. Kawashima, August 2010  URL: http://www.ietf.org/rfc/rfc5952.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures,
URL: http://www.openmobilealliance.org/

	[Wi-Fi Alliance HS2.0 TS]
	Hotspot 2.0 (Release 2) Technical Specification version 1.0.0, Wi-Fi Alliance Technical Committee Hotspot 2.0 Technical Task Group

URL: https://www.wi-fi.org/hotspot-20-technical-specification R2 -v100
Note: Final spec expected in June/July 14 – Exact naming to be checked and updated

	[Wi-Fi Alliance P2P TS]
	Wi-Fi Peer-to-Peer (P2P) Technical Specification v1.2, Wi-Fi Alliance Technical Committee P2P Task Group

URL: https://www.wi-fi.org/wi-fi-peer-to-peer-p2p-technical-specification-v12


Change 2:  Add ANDSF MO Structures in section 6
6.2.29 PreferredSSID

	Definition PreferredSSID

	This prototype defines a structure which describes a preferred network identifier for WLAN access network selection.



	Field Name
	Type
	Description

	SSID
	UTF8*
	Optional - preferred SSID for WLAN access network selection as defined by [IEEE 802.11-2012]

	HESSID
	UTF8*
	Optional - preferred HESSID for WLAN access network selection as defined by [IEEE 802.11-2012]


6.2.30 PreferredSSIDs

	Definition PreferredSSIDs

	This prototype defines a structure which describes the list of preferred SSIDs.



	Field Name
	Type
	Description

	numberOPSSID
	dword
	The number of Preferred SSID in the array

	PreferredSSIDList
	PreferredSSIDs*
	The list of the Preferred SSID


6.2.31 SelectionCriterions
	Definition SelectionCriterions

	This prototype defines a structure which describes the selection criterions for a dedicated ANDSF policy as defined in [3GPP TS 24.312].




	Field Name
	Type
	Description

	CriteriaPriority
	byte
	Priority of the Selection Criterion

In case more than one selection criterion exists in a valid WLANSP rule, the UE shall treat the selection criterion with the lowest CriteriaPriority value as the selection criterion having the highest priority among the selection criteria in the WLANSP rule.

	PreferredRoamingPartnerList
	PreferredRoamingPartners*
	Optional – Roaming partner list.  
Any roaming partner not in this list has a default priority value of 128 (mid range).

	MinBackhaulThreshold
	BackhaulThreshold*
	Identical to MinBackhaulThreshold for HS 2.0

	MaximumBSSLoadvalue
	dword
	Optional – Identical as Maximum BSS Load value for HS2.0

	RequiredProtoportTuple
	ProtoPortTuple*
	Optional - Identical as Required Protoport Tuple for HS2.0


	SPExclusionList
	UTF8*
	Optional - Identical as SP Exclusion List for HS2.0

	PreferredSSIDList
	PreferredSSIDs*
	Optional – Preferred WLAN access network identifiers.

A WLAN access network matches this field if the identifier of the WLAN access network is present in the list then the WLAN access network matches these criteria .

If the field is not present or is present and empty, the UE will not evaluate the rule associated.


6.2.32 WLANSP

	Definition WLANSP

	This prototype defines a structure which describes a WLAN SP as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	RulePriority
	byte
	Priority given to one particular rule and is represented as a numerical value.

In case more than one valid WLANSP rule exists, the UE shall treat the rule with the lowest RulePriority value as the rule having the highest priority among the valid rules. If the UE finds multiple rules with the same priority, the choice of the rule is UE implementation specific. If there are no matching WLAN access networks according to any rule with a certain priority, the UE may use rules with lower priority.

	SelectionCriteria
	SelectionCriterions*
	Selection criteria for WLAN access networks.

	ValidityArea
	UEL*
	Optional – location conditions for a particular rule.

	Roaming
	Boolean
	Optional – roaming condition for the WLANSP rule.

· 0 – Indicates that the rule is only valid when the UE is not roaming.

· 1 – Indicates that the rule is only valid when the UE is roaming.

The UE shall consider a rule with the Roaming field present as valid only if the current roaming state (roaming/not roaming) of the UE matches the one indicated in the Roaming value and the rule is provided by the H-ANDSF.

	PLMN
	UTF8*
	PLMN code of the operator, which created this police as defined by [3GPP TS 23.003].

	TimeOfDay
	TimeRuleList*
	Optional – day condition for a particular flow distribution rule.

	UpdatePolicy
	Boolean
	Optional – the update policy for the WLANSP.

· 0 – Indicates that the UE is not required to request an update of the rules.

· 1 – Indicates that the UE is required to request an update of the rules.

The UpdatePolicy value may be used by the UE to determine whether or not to request an update of its WLANSP when the rule is no longer considered to be valid by the UE.

The default value 0 applies if this field is not provisioned.


6.2.33 WLANSPList

	Definition WLANSPList

	This prototype defines a structure which describes list of WLAN SP.



	Field Name
	Type
	Description

	numberOfWLANSP
	dword
	The number of WLANSP in the array

	WLANSPL
	WLANSP*
	The list of the WLAN SP


6.2.34 VPLMN_PR

	Definition VPLMN_PR

	This prototype defines a structure which describes a list of for one or more VPLMNs with ISMP, ISRP or WLANSP rules which should be preferred for a roaming UE as defined in [3GPP TS 24.312].




	Field Name
	Type
	Description

	numberOfVPLMN
	dword
	The number of VPLMN with preferred rules in the array

	VPLMNL
	UTF8*
	The list of VPLMN - PLMN codes (MCCMNC) as defined by [3GPP TS 23.003].


6.2.35 RSI
	Definition RSI

	This prototype defines a structure which describes a Rule Selection Information as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	VPLMN
	VPLMN*
	List of VPLMN (visited PLMN) with preferred rules 

	PLMN
	UTF8*
	PLMN code (MCC MNC) of the operator, which created this policy, as defined by [3GPP TS 23.003].

When evaluating the PLMN field the following applies:

· if the value contained in this field is equal to the HPLMN (or an equivalent HPLMN) of the UE, the Rule Selection Information is valid
· If the value contained in this field is not equal to HPLMN (or any equivalent HPLMN) of the UE, the Rule Selection Information is ignored.


6.2.36 UEProfile
	Definition UEProfile

	This prototype defines a structure which describes a UE profile as defined in [3GPP TS 24.312].




	Field Name
	Type
	Description

	OSiD
	UTF8*
	Operating System identifier of the UE: Universally Unique IDentifier (UUID) as specified in [RFC 4122].

	DevCapability
	UTF8*
	Optional – Device capability of the UE and ANDSF can use this information to adapt the ANDSF MO information to the capabilities of the UE. 

The value of this field is a sequence of '1' and '0' characters, where the character value '1' denotes support and '0' denotes no support for a feature.

The first character of the field value indicates support for ISRP rules based on Application Identifiers (DIDA). If the UE supports ISRP rules based on Application Identifiers, the UE sets the first character of the field value to '1'. 
The second character of the field value indicates support for IARP rules based on Application Identifiers (DIDA). If the UE supports IARP rules based on Application Identifiers, the UE sets the second character of the field value to '1'.

If this field is not present or the value is null string, the UE does not support any feature indicated with the field.

If there are additional characters in the field value and the ANDSF server does not understand them, these additional characters are ignored by the ANDSF server.

If a character is not '1', the ANDSF server treats the value as '0'.


6.2.37 HOP
	Definition HOP

	This prototype defines a structure which describes a Home Operator Preferences as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	RulePriority
	word
	Priority given to one particular rule and is represented as a numerical value.

In case more than one valid HomeOperatorPreference rule exists, the rule with the lowest RulePriority value as the rule having the highest priority among the valid rules.

	S2aConnectivityPreferences
	Boolean
	Optional - S2a connectivity preference of the home operator:
· 0 – Indicates that the home operator does not prefer the UE to establish PDN connections over WLAN by using the applicable S2a procedures specified in [3GPP TS 23.402].

· 1 – Indicates that the home operator prefers the UE to establish PDN connections over WLAN by using the applicable S2a procedures specified in [3GPP TS 23.402].

The default value 0 applies if this field is not provisioned.

	ValidityArea
	UEL*
	Optional - location conditions for a particular HomeOperatorPreference rule

	Roaming
	Boolean
	Optional – Roaming condition for a HomeOperatorPreference rule:
· 0 – Indicates that the rule is only valid for roaming UE.

· 1 – Indicates that the rule is only valid for non-roaming UE.

	PLMN
	UTF8*
	PLMN code of the operator, which created this policy as defined by [3GPP TS 23.003].

When evaluating the PLMN field the following applies:

· if the value contained in this field is equal to the HPLMN (or an equivalent HPLMN) of the UE, the HomeOperatorPreference rule is valid;

· If the value contained in this field is neither HPLMN nor an equivalent HPLMN, then the HomeOperatorPreference rule is ignored.

	TimeofDay
	TimeRules*
	Optional – Day condition for a particular HomeOperatorPreference rule.

	UpdatePolicy
	Boolean
	Optional – update policy for the HomeOperatorPreference:

· 0 – Indicates that the UE is not required to request an update of the rules.

· 1 – Indicates that the UE is required to request an update of the rules.


6.2.38 PA
	Definition PA

	This prototype defines a structure which describes a Prioritized Access as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	AccessTechnology
	word
	The prioritized access technology:

· 0 – Reserved

· 1 – 3GPP 

· 2 – Reserved

· 3 – WLAN

· 4 – WiMAX 

· 5-255 – Reserved

	AccessID
	UTF8*
	Optional – Identifier for a specific radio access network. Only SSID for WLAN and NAP-ID for WiMAX radio access network are included in this field.

The absence of this field indicates that the UE can consider any available radio access network of the defined access technology in the corresponding AccessTechnology field for the network selection.

	SecondaryAccessID
	UTF8*
	Optional – Identifier for a specific radio access network. Only HESSID for WLAN radio access network is contained in this filed as defined by [IEEE 802.11-2012]
The SecondaryAccessID field may only be present when the corresponding AccessID field for a WLAN radio access network is present.

	AccessNetworkPriority
	byte
	In case more than one valid PrioritizedAccess are available and if the value of the priority belongs to the range 1-250, the UE shall consider the access network (with the corresponding access identifier if present) with the lowest AccessNetworkPriority value as the access network (with the corresponding access identifier if present) having the highest priority.
 The AccessNetworkPriority value 'Restricted access' (254) indicates an access that should not be used by the UE. The AccessNetworkPriority value 'Forbidden' (255) indicates an access that shall not be used by the UE.
 The same AccessNetworkPriority value may be used for more than one AccessID and more than one Access Technology. If more than one AccessID or more than one Access Technology with the same value of the AccessNetworkPriority are available, the UE selects one of them in an implementation dependant way. If the UE is not able to find an access network according to ANDSF policies, it is implementation dependent how to proceed with network selection
· 0 – Reserved

· 1-250 – Priority value

· 251-253 – Reserved

· 254 – Restricted access. This access should be avoided if the current rule is active.

· 255 – Forbidden. UE is not allowed to use this access if the current rule is active.


6.2.39 3GPPLoc
	Definition 3GPPLoc

	This prototype defines a structure which describes a 3GPP location as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	PLMN
	UTF8*
	PLMN code for one particular 3GPP location condition as defined by [3GPP TS 23.003].

	TAC
	UTF8*
	Optional – Tracking Area Code for one particular 3GPP location condition as defined by [3GPP TS 23.003].

	LAC
	UTF8*
	Optional – indicates a Location Area Code for one particular 3GPP location condition as defined by [3GPP TS 23.003].

	GERAN_CI
	word
	Optional – The format of the Cell Global Identity, of which the Cell Identity is part, as defined by [3GPP TS 23.003].

	UTRAN_CI
	[7]Byte
	Optional – The UTRAN_CI value is set to the UTRAN Cell Identity as defined in [3GPP TS 25.331]. 

	EUTRA_CI
	[7]byte
	Optional – The EUTRA_CI value is set to the cell identity part of the Evolved Cell Global Identifier, as described in [3GPP TS 36.331].


6.2.40 1xElements
	Definition 1x

	This prototype defines a structure which describes elements related to 1x in a 3GPP2 location as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	SID
	UTF8*
	System Identification code for one particular 3GPP2 1x RAT location condition for the ISMP rule as defined by [3GPP2 C.S0016]

	NID
	UTF8*
	Optional – Network Identification code for one particular 3GPP2 1x RAT location condition for the ISMP rule as defined by [3GPP2 C.S0016]

	Base_ID
	UTF8*
	Optional - Base Station Identification code for one particular 3GPP2 1x RAT location rule as defined by [3GPP2 C.S0005]


6.2.41 HPRDElements
	Definition HPRD

	This prototype defines a structure which describes elements related to HPRD in a 3GPP2 location as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	Sector_ID
	qword
	Sector Identification code for one particular 3GPP2 HRPD RAT location as defined by [3GPP2 C.S0024-0].

	Netmask
	byte
	Corresponding Netmask code for one particular 3GPP2 HRPD RAT location as defined by [3GPP2 C.S0024-0].


6.2.42 3GPP2Loc
	Definition 3GPP2Loc

	This prototype defines a structure which describes a 3GPP2 location as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	1x
	1xElements*
	Optional – 3GPP2 1x RAT location
If the UE is currently aware that it is located in the coverage area described by at least one instance of fields of 1x, the UE shall consider the corresponding rule as valid.
If the location is indicated with more than one subfields (i.e. SID and at least one subfield out of NID or Base_ID are present) within a single instance of 1x field, the UE shall consider 3GPP2 location validity condition for the particular rule to be fulfilled only if all the present values in the 1x field match with the location of the UE.

	HRPD
	HRPDElements*
	Optional – 3GPP2 HRPD RAT location descriptions.

If the UE is currently aware that it is located in the coverage area described by at least one instance of the HRPD field, the UE shall consider the corresponding rule as valid.

The UE shall consider 3GPP2 location validity condition for the particular rule to be fulfilled only if both the subfields values within a single instance of the HRPD field (i.e. Sector_ID and Netmask) match with the location of the UE.


6.2.43 WLANLoc
	Definition WLANLoc

	This prototype defines a structure which describes a WLAN location as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	HESSID
	UTF8*
	Optional - The HESSID for a particular WLAN location as defined by [IEEE 802.11-2012]

	SSID
	UTF8*
	Optional – SSID for a particular WLAN location as defined by [IEEE 802.11-2012]

	BSSID
	UTF8*
	Optional – BSSID – the AP identifier for one particular WLAN location as defined by [IEEE 802.11-2012]


6.2.44 GeoLocations
	Definition GeoLocations

	This prototype defines a structure which describes locations areas through circular elements as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	numberOfGeoC
	dword
	The number of Geo Locations in the array

	CircularL
	GeoCircular*
	List of Circular locations


6.2.45 GeoCircular
	Definition GeoCircular

	This prototype defines a structure which describes a circular location in terms of latitude, longitude and radius.



	Field Name
	Type
	Description

	AnchorLatitude
	UTF8*
	Optional – Latitude value of the centre of the circular area as defined in [3GPP TS 23.032].

	AnchorLongitude
	UTF8*
	Optional – Longitude value of the centre of the circular area as defined in [3GPP TS 23.032].

	Radius
	UTF8*
	Optional - Radius value of the circular area, given in meters as defined in [3GPP TS 23.032].


6.2.46 UEL
	Definition UEL

	This prototype defines a structure which describes a UE location element as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	3GPPLocation
	3GPPLoc*
	If the location is indicated with more than one field (i.e. PLMN and at least one subfield out of TAC, LAC, GERAN_CI, UTRAN_CI or EUTRA_CI) within a single instance of 3GPPLocation, then the UE shall consider 3GPP location validity condition for the particular rule to be fulfilled only if the present field values in the field match with the location of the UE in that radio access technology, and the UE shall ignore other existing values, if any.

	3GPP2Location
	3GPP2Loc*
	If the UE is currently aware that it is located in the coverage area described by the fields 1x or HRPD of 3GPP2Location or both, the UE shall consider the corresponding rule as valid. In case of overlapping validity domains of multiple policy rules, RulePriority field is used as discriminator.

If ANDSF provides 3GPP2Location as a validity area, either the 1x or HRPD fields, or both, shall be provided.

	WiMaxLocation
	dword
	Optional

Reserved for future use – not supported by OpenCMAPI 1.1

	WLANLocation
	WLANLoc*
	Optional – Location of WLAN
If the UE is currently aware that it is located in the coverage area described by at least one instance of WLANLocation, the UE shall consider the corresponding rule as valid. In case of overlapping validity domains of multiple policy rules, RulePriority field is used as discriminator.

The UE shall ignore WLANLocation field that is present and does not contain at least one of the non-empty leaves (i.e. HESSID, SSID or BSSID).

If the location is indicated with at least one present subfield out of HESSID, SSID, or BSSID within a single instance of WLANLocation, the UE shall consider WLAN location validity condition for the particular rule to be fulfilled only if all the present subfield values in the field match with the location of the UE.

	GeoLocation
	GeoLocations*
	Optional – Geo locations of possible areas
If the UE is currently aware that it is located in the area described by at least one instance of the field, the UE shall consider the corresponding rule as valid. In case of overlapping validity domains of multiple policy rules, RulePriority field is used as discriminator.

If the GeoLocation is present and empty, then the field is not considered when evaluating the validity of the corresponding rule.

The UE shall consider Geo location validity condition for the particular rule to be fulfilled only if all the subfield values within a single instance of GeoCircular (i.e. AnchorLatitude, AnchorLongitude and Radius) match with the location of the UE.

	RPLMN
	UTF8*
	Optional – a PLMN code of the registered PLMN the UE is connected to as defined by [3GPP TS 23.003].


6.2.47 TimeRules
	Definition TimeRules

	This prototype defines a structure which describes rules associated to time and day as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	TimeStart
	UTF8*
	Optional – Time of day the rule starts.

Formatted as defined in ISO 8601

	TimeStop
	UTF8*
	Optional – Time of day the rule stops.

Formatted as defined in ISO 8601

	DateStart
	UTF8*
	Optional – Date the rule start

Formatted as defined in ISO 8601: YYYY-MM-DD HH:MM:SS

If DateStart indicates a date that does not exist is, the value will be considered as not existing.

	DateStop
	UTF8*
	Optional – Date the rule stop
Formatted as defined in ISO 8601: YYYY-MM-DD HH:MM:SS

If DateStop indicates a date that does not exist is, the value will be considered as not existing.

	DayofWeek
	byte
	Optional – day(s) of the week for which the corresponding rule is valid.

The value is formatted as a bit map representing days of the week. The most significant bit is set to one. The remaining bits represent days of the week (Bit 1: Monday, ..., Bit 7: Sunday)

If the bit corresponding to a day of the week is set, the rule is valid on that day. 

The following values are invalid:

· "null";

· 128; and

· less than 128.

If an invalid value is provided, the value will be considered as not existing.


6.2.48 TimeRulesList
	Definition TimeRulesList

	This prototype defines a structure which describes a list of different time lists.



	Field Name
	Type
	Description

	numberOfTR
	dword
	The number of Time Rules in the array

	TimeRulesl
	TimeRules*
	List of the time rules


6.2.49 ANDSFPolicy
	Definition ANDSFPolicy

	This prototype defines a structure which describes a subscription policy as provided through an ANDSF MO as defined in [3GPP TS 24.312].




	Field Name
	Type
	Description

	RulePriority
	word
	In case more than one valid ISMP rule exists, the UE shall treat the rule with the lowest RulePriority value as the rule having the highest priority among the valid rules. If the UE finds multiple rules with the same priority, the choice of the rule is UE implementation specific. If there are no matching access networks according to the rule, the UE shall use other rules with the same priority. If there are no matching access networks according to any rule with a certain priority, the UE may use rules with lower priority.

	PrioritizedAccess
	PA*
	The preferred access for one particular policy rule.

	ValidityArea
	UEL*
	Optional – The validity condition of ValidityArea is considered valid when at least one of 3GPPLocation, or 3GPP2Location or WiMAXLocation, or WLANLocation, or GeoLocation is a match.

If the ValidityArea field is present and empty (i.e. none of the fields 3GPPLocation, 3GPP2Location, WiMAXLocation, WLANLocation or GeoLocation exist), then the ValidityArea is not considered when evaluating the validity of the corresponding rule.

If the UE cannot deduce its location by any means, only rules without Validity Area field or rules with empty ValidityArea field can be considered for valid rule.

	Roaming
	Boolean
	Roaming Condition:

· 0 – Indicates that the rule is only valid when the UE is not roaming.

· 1 – Indicates that the rule is only valid when the UE is roaming.

	PLMN
	UTF8*
	PLMN code of the operator, which created this policy. The format of the PLMN is defined by 3GPP TS 23.003.

	TimeofDay
	TimeRules*
	Optional – The UE shall interpret the TimeOfDay field values as related to the local time of the UE.

	UpdatePolicy
	Boolean
	Optional – Indication of update policy for the ISMP.

· 0 – Indicates that the UE is not required to request an update of the ISMP.

· 1 – Indicates that the UE is required to request an update of the ISMP.

The UpdatePolicy value may be used by the UE to determine whether or not to request an update of its ISMP when the rule is no longer considered to be valid by the UE.

The default value 0 applies if this field is not provisioned.


6.2.50 DiscoveryInfo
	Definition DiscoveryInfo

	This prototype defines a structure which describes a discovery information element as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	AccessNetworkType
	word
	Type of the Access network for which discovery assistance information is provided:

· 0 – Reserved

· 1 – 3GPP 

· 2 – Reserved

· 3 – WLAN

· 4 – WiMAX 

· 5-255 – Reserved

	AccessNetworkArea
	ANA*
	Description of the location where one particular access network is expected to be available.

If the UE is aware that it is located in at least one of the locations described by this field, the UE may assume the corresponding access network to be available.

If the AccessNetworkArea field is present and empty (i.e. none of the fields 3GPPLocation, 3GPP2Location, WiMAXLocation, WLANLocation or GeoLocation exist), then the AccessNetworkArea is not considered when evaluating the discovery information.

	AccessNetworkInfoRef
	UTF8*
	Optional – Reference to an object with access network type specific information.

	PLMN
	UTF8*
	PLMN code of the operator which created this discovery information as defined by [3GPP TS 23.003].


6.2.51 ISRPList

	Definition ISRPList

	This prototype defines a structure which describes a list of ISRP.
Note: ISRP is not supported by OpenCMAPI 1.1 – this structure is a place holder for future versions of OpenCMAPI. The structure is considered as variable



6.2.52 IARPList

	Definition IARPList

	This prototype defines a structure which describes a list of IARP
Note: IARP is not supported by OpenCMAPI 1.1 – this structure is a place holder for future versions of OpenCMAPI. The structure is considered as variable



6.2.53 ANDSFSubscription
	Definition ANDSFSubscription

	This prototype defines a structure which describes a subscription profile (subscription policy, discovery information, location, ISRP, UE profile...) for ANDSF as defined in [3GPP TS 24.312].



	Field Name
	Type
	Description

	UpdateIdentifier
	word
	Identifies if there is existing provisioned MO subscription or not
· 0x0000: MO not present (default)

· Other: Existing provisioned ANDSF MO

	Name
	UTF8*
	Optional – User displayable name of the ANDSF MO for the ANDSF MO settings

	Policy
	ANDSFPolicy*
	Optional – ANDSF policy.

	DiscoveryInformation
	DiscoveryInfo*
	Optional – Access network discovery information.

An operator may provide information on available access networks through the ANDSF. The UE may use the information as an aid in discovering other access networks.

	UE_Location
	UEL*
	Optional – Current location of the UE.

	ISRP
	ISRPList*
	Optional – policies for ISRP
ISRP is not supported by OpenCMAPI 1.1 – this field is ignored for the time being

	UE_Profile
	UEP*
	Optional – information characterizing the UE

	WLANSP
	WLANSPList*
	Optional – WLANSP information (a set of one or more WLANSP rules)
At any point in time, there shall be at most one rule applied, that rule is referred to as the 'active' rule. There can be multiple valid WLANSP rules at the same time.

	IARP
	IARPList*
	Optional – policies for IARP
IARP is not supported by OpenCMAPI 1.1 – this field is ignored for the time being

	RuleSelectionInformation
	RSI*
	Optional – rule selection information indicating VPLMNs with preferred WLAN selection rules.

	HomeOperatorPreference
	HOP*
	Optional – Home Operator Preference information


Change 3:  Add functions to get WLAN MO elements in section 7.12

6.2.54 CMAPI_WLAN_Get_ANDSFMOSubcription()

The CMAPI_WLAN_Get_ANDSFMOSubcription() function is used to retrieve the elements related to ANDSF subscription in accordance with [3GPP TS 24.312].
	Prototype

	dword CMAPI_ WLAN_Get_ANDSFMOSubcription (dword deviceID, ANDSFSubscription* pAMOSubscription, dword* pAMOSubscriptionsize)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	pAMOSubscription
	Output
	The detail of the ANDSF MO subscription present in the device

	pAMOSubscriptionSize
	Input / Output
	The size in byte of pAMOSubscription.


	Return Values

	Value
	Description

	0X00000000
	The function succeeded. 

	0X00000001
	A fatal error has occurred. 

	0X00000101
	The deviceID references a non-existing device or a device which is not open

	0X00000104
	The device does not contain hardware which supports this operation.

	0X00000130
	The device is not in a power state which allows this operation.

	0X30000xxx
	ANDSF MO is not supported by the device

	0X30000xxx
	The pAMOSubscription is not large enough.

	0XF0000001
	The security request supplied when the API was opened does not grant privilege to access this functionality. You may close and reopen the API with updated credentials to perform this operation.


Change 4:  Add callback function in section 8

6.2.55 CMAPI_Callback_WLANNewMO()

The CMAPI_Callback_WLANNewMO() function is used to notify that a new or an updated WLAN MO has been provided to the Terminal. 

	Prototype

	dword CMAPI_Callback_WLANNewMO (dword deviceID, dword wMO)




	Parameters

	Field Name
	Mode
	Description

	deviceID
	Input
	The ID of the device concerned

	wMO
	Input
	The type of new or updated WLAN MO:

· 0x00000000: Reserved

· 0x00000001: HS 2.0 MO

· 0x00010000: ANDSF MO


Change 5:  Add abbreviations in section 2

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AAA
	Authentication, Authorization and Accounting

	ACCOLC
	Access Overload Class

	AFI
	Application Family Indicator

	AID
	Application Identifier

	AKA
	Authentication and Key Agreement

	AN-AAA
	Access Network AAA

	ANDSF
	Access Network Discovery and Selection Function

	ANQP
	Access Network Query Protocol

	API
	Application Programming Interface

	APN
	Access Point Name

	ARA-M
	Access Rule Application Master

	ARF
	Access Rule Files 

	CDMA
	Code Division Multiple Access

	CHAP
	Challenge Handshake Authentication Protocol

	CM
	Connection Manager

	CSIM
	CDMA2000 Subscriber Identity Module

	D2D
	Device to Device

	DM
	Device Management

	DNS
	Domain Name System

	EAP
	Extensible Authentication Protocol

	EDGE
	Enhanced Data rates for GSM Evolution

	ERI
	Enhanced Roaming Indicator

	ESN
	Electronic Serial Number

	ETSI
	European Telecommunications Standards Institute

	e-UTRAN
	evolved Universal Terrestrial Radio Access Network

	FDD
	Frequency Division Duplex

	GAN
	Generic Access Network

	GERAN
	GSM EDGE Radio Access Network

	GNSS
	Global Navigation Satellite System

	GP
	Global Platform

	GPRS
	General Packet Radio Service

	GPS
	Global Positioning System

	GSM
	Global System for Mobile communications

	HA
	Home Agent

	HCR
	High Chip Rate

	HRPD
	High Rate Packet Data

	HS
	HotSpot

	HSPA
	High Speed Packet Access

	IARP
	Inter APN Routing Policy

	ISIM
	IP Multimedia Services Identity Module

	ISRP
	Inter System Routing Policy

	LTE
	Long Term Evolution

	M2M
	Machine to Machine

	MAC
	Media Access Control

	MCC
	Mobile Country Code

	MDN
	Mobile Directory Number

	MEID
	Mobile station Equipment Identifier

	MIN
	Mobile Identification Number

	MMS
	Multimedia Messaging Service

	MN-AAA
	Mobile Node AAA

	MNC
	Mobile Network Code

	MN-HA
	Mobile Node Home Agent

	MNO
	Mobile Network Operator

	MO
	Management Object

	MSID
	Mobile Station Identifier

	MSISDN
	Mobile Station International Subscriber Directory Number

	NAA
	Network Access Application

	NAI
	Network Access Identifier

	NDIS
	Network Driver Interface Specification

	NIA
	Network-Initiated Alert 

	NMEA
	National Marine Electronics Association

	ODM
	Original Device Manufacturer

	OEM
	Original Equipment Manufacturer

	OMA
	Open Mobile Alliance

	OpenCMAPI
	Open Connection Manager (CM) Application Programming Interface (API)

	P2P
	Peer to Peer

	PAP
	Password Authentication Protocol

	PDN
	Public Data Network

	PIN
	Personal Identification Number

	PLMN
	Public Land Mobile Network

	PRI
	Preferred Roaming Indicator

	PRL
	Preferred Roaming List

	ProSe
	Proximity Services (Also referred to as LTE D2D)

	PSK
	PreShared Key

	PUK
	Personal Unlocking Key also called UNBLOCK PIN.

	QNC
	Quick Net Connect

	QoS
	Quality of Service

	RAS
	Remote Access Service

	RAT
	Radio Access Technologies

	RFC
	Request For Comments

	RSSI
	Received Signal Strength Indicator

	RTN
	Reset to factory defaults

	R-UIM
	Removable User Identity Module

	SCI
	Slot Cycle Index

	SCM
	Station Class Mark

	SCP
	Session Configuration Protocol

	SE
	Secure Element

	SID
	System Identifier

	SIM
	Subscriber Identity Module

	SMS
	Short Message Service

	SMS-C
	Short Message Service Center

	SN
	Sequence Number

	SPC
	Service Programming Code

	SSID
	Service Set Identifier

	TDD
	Time Division Duplex

	TLS
	Transport Layer Security

	TTLS
	Tunnelled Transport Layer Security

	UE
	User Equipment

	UI
	User Interface

	UICC
	Universal Integrated Circuit card

	UIM
	User Identity Module

	UMA
	Unlicensed Mobile Access

	UMTS
	Universal Mobile Telecommunications System

	USIM
	Universal Subscriber Identity Module

	USSD
	Unstructured Supplementary Service Data

	UTRAN
	Universal Terrestrial Radio Access Network

	VPN
	Virtual Private Network

	WEP
	Wired Equivalent Privacy

	Wi-Fi
	Wireless Fidelity

	WiMAX
	Worldwide Interoperability for Microwave Access

	WISPr
	Wireless Internet Service Provider roaming

	WLAN
	Wireless Local Area Network

	WPA2
	Wi-Fi  Protected Access Version 2

	WPS
	Wireless Protected Setup

	WWAN
	Wireless Wide Area Network
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