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1 Reason for Change

This CR proposes to add new requirements dedicated to M2M to the RD in order to complete the CR 60 and to address the following CONR comment against the CMAPI RD:
	A064
	2014.02.12
	T
	App B
	Source: DTAG

Form: doc#CONR-2014-0004

Comment: 

For some M2M devices or modules, only basic connectivity may be needed not full blown

 Proposed Change: 

To add the notion of lightweight M2M for which only a subset of functionality will be offered.
	Status: OPEN 
20/02/2014: was discussed in the TS – may be beneficial – to formulate Basic M2M


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add M2M dedicated High Level Requirement

	CMAPI-HLF-036
	The OpenCMAPI Enabler MAY be able to support management of router functionalities of a device supporting such service.
Informational Note: The requirements listed in section 6.20 will then apply as well to this functionality.
	1.1

	CMAPI-HLF-037
	The OpenCMAPI Enabler MAY be able to support access to information related to IP Multimedia Services.

Informational Note: The requirements listed in section 6.21 will then apply as well to this functionality.
	1.1

	CMAPI-HLF-038
	The OpenCMAPI Enabler SHALL be able to support dedicated functions related to M2M/IoT.
Informational Note: The required functionality of this requirement is as specified in requirements listed in section 6.22.
	1.1


Change 2:  Add M2M dedicated requirements section 6.22
6.2 M2M/IoT Functional Requirements

This section identifies the dedicated requirements related to M2M & IoT by the OpenCMAPI Enabler. These Requirements will apply only for these types of devices.

	CMAPI-M2M-001
	The OpenCMAPI Enabler SHALL be able to request an IMSI attach.
	1.1

	CMAPI-M2M-002
	The OpenCMAPI Enabler SHALL be able to request a GPRS attach.
	1.1

	CMAPI-M2M-003
	The OpenCMAPI Enabler SHALL be able to request a PDP Context Activation.
	1.1

	CMAPI-M2M-004
	The OpenCMAPI Enabler SHALL be able to support and activate/deactivate the Network Friendly Mode.
	1.1

	CMAPI-M2M-005
	The OpenCMAPI Enabler SHALL be able to query the current state of the Network Friendly Mode.
	1.1

	CMAPI-M2M-006
	The OpenCMAPI Enabler SHALL be able to configure the Back-off Base Interval (time between re-attempts of whatever action previously failed). 
	1.1

	CMAPI-M2M-007
	During the countdown of the Back-off Timer, the OpenCMAPI Enabler SHALL NOT be able to proceed to actions such as requesting IMSI attach/GPRS attach/PDP Context Activation/SMS-MO (error message includes the time left of the Back-off Timer).
	1.1

	CMAPI-M2M-008
	The OpenCMAPI Enabler SHALL be able to retrieve the relevant cause codes sent in case of denial of service by the network.
	1.1


Table 35: M2M/IoT related Functional Requirements
Change 3:  Add M2M mention in section 4.2

OpenCMAPI v1.1 is enhancing version 1.0 with the addition of the following features:

· Additional Information Status and call-back functions

· Phone Book /Contact Management support

· Support of Hotspot 2.0

· Support of P2P (or D2D or ProSe as known in 3GPP) Direct connection

· WebAPI (for wireless routers for example)

· Router Management support
· Additional dedicated M2M/IoT support
Change 4:  Add IoT in abbreviations

	IMS
	IP Multimedia Services

	IMSI
	International Mobile Subscriber Identity

	IoT
	Internet of Things

	ISIM
	IMS Identity Module


Change 5:  Add M2M APIs in the Appendix B
The OpenCMAPI Enabler consists of the following functional groups of requirements:

· API Initialization: This group of functions is related to the initialization of the OpenCMAPI Enabler (Open/Close, version).

· Device Discovery: This group of functions is related to the discovery of Device(s) that could be available to be managed by the OpenCMAPI Enabler.

· Network Types: This group of requirements defines the list of Networks/Bearers that OpenCMAPI Enabler will support

· Cellular Network Management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of the connection to cellular Networks.

· Device Service Handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the handling of the different information related to the device.

· Connection Management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of the connection including user profile management and Network selection modes. 
· Call-Back: This group of requirements defines the capabilities of OpenCMAPI Enabler to present call-back functionalities

· WLAN handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of WLAN including Hotspot 2.0.

· WLAN authentication: This group of requirements defines the capabilities of OpenCMAPI in term of auto login to a WLAN network type

· Status information handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of different status information.

· Statistics Management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of statistics information. 
· SMS service handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of SMS service.

· USSD service handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of USSD service.

· GNSS service handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of GNSS service.

· Phone Book & Contacts management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of contacts and phone book.

· Power Management: This group of requirements defines the capabilities of OpenCMAPI Enabler in regards of power management aspects.

· Tethering handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of tethering.

· PIN/PUK Management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of PIN/PUK.

· UICC interface: This group of requirements defines the capabilities of OpenCMAPI Enabler in regards of interfacing with the UICC

· Data Push service handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of data service using PUSH service.

· P2P Direct Connection handling: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of P2P Direct Connection.

· Router Management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of router functions.
· M2M/IoT Management: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating the management of functions dedicated to M2M/IoT.
· WebAPI interface: This group of requirements defines the capabilities of OpenCMAPI Enabler facilitating WebAPI support.

Some of these groups of requirements are more relevant for certain types of devices rather than others.

The table below identifies the relevance of these requirements and therefore if the requirements are mandatory or optional according to the type of devices between Mobile Broadband device, laptop, Wireless router (including portable router), M2M, Smartphone, Tablets or Cloud Device.

	
	Mobile Broadband Device
	Laptop
	Wireless Router
	M2M

	Smartphone
	Tablet
	Cloud Devices

	API Initialization
	M
	M
	M
	M
	M
	M
	M

	Device Discovery APIs
	M
	M
	M
	M
	M
	M
	M

	Cellular Network Management APIs
	M
	M
	M
	M
	M
	M
	M

	Connection Management APIs
	M
	M
	M
	M
	M
	M
	M

	Network Management APIs
	M
	M
	M
	M
	M
	M
	M

	CDMA2000 APIs
	O
	O
	O
	O
	O
	O
	O

	Device Service APIs
	M
	M
	M
	M
	M
	M
	M

	PINs/PUKs Management APIs
	M
	M
	M
	M
	M
	M
	M

	UICC Management APIs
	O
	O
	O
	O
	M
	M
	O

	WLAN APIs
	O
	M
	O
	O
	M
	M
	M

	Statistics APIs
	M
	M
	M
	M
	M
	M
	M

	Information  Status APIs
	M
	M
	M
	M
	M
	M
	M

	SMS Management APIs
	M
	M
	M
	M
	M
	M
	M

	USSD Management APIs
	M
	M
	M
	M
	M
	M
	M

	Contact Management APIs
	M
	M
	M
	O
	M
	M
	M

	GNSS APIs
	O
	O
	O
	O
	O
	O
	O

	Data Push Service Management APIs
	O
	O
	O
	O
	M
	M
	O

	P2P Direct Connection APIs
	O
	O
	O
	O
	O

	O1
	O

	Router Management APIs
	O
	O
	M
	O
	O
	O
	O

	M2M/IoT APIs
	NA
	NA
	NA
	O/M1
	NA
	NA
	NA

	Call-back APIs
	M
	M
	M
	M
	M
	M
	M

	WebAPI 
	O
	O
	M
	O
	O
	O
	M


Table 35: OpenCMAPI Mandatory/Optional group of requirements relevance per device type
M – Mandatory 
NA – Not Applicable
O – Optional

� Includes Basic M2M, a subset of M2M representing devices only able to perform basic functions, and, for each group of requirements, only some functions will be supported by Basic M2M


� Strongly Recommended





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20140101-I]

© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 5 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20140101-I]

