OMA-AD-OpenCMAPI-V1_0-20110909-D
Page 18  V(20)


	[image: image1.jpg]«“+OMa

Open Mobile Alliance




	

	Open Connection Manager API Architecture

	Draft Version 1.0 – 09 September 2011

	Open Mobile Alliance

	OMA-AD-OpenCMAPI-V1_0-20110909-D

	
	

	

	
	


Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.

Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.

You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.

Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

© 2011 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.

Contents

41.
Scope (Informative)


52.
References


52.1
Normative References


62.2
Informative References


73.
Terminology and Conventions


73.1
Conventions


73.2
Definitions


73.3
Abbreviations


84.
Introduction (Informative)


84.1
Version 1.0


84.2
Version <x.y>


84.2.1
Version <x.y.z>


95.
Architectural Model


95.1
Dependencies


105.2
Architectural Diagram


115.3
Functional Components and Interfaces/reference points definition


135.4
Security Considerations


145.5
Charging Considerations


15Appendix A.
Change History (Informative)


15A.1
Approved Version History


15A.2
Draft/Candidate Version <current version> History


16Appendix B.
Flows (informative)


17Appendix C.
<Additional Information>


17C.1
App Headers


17C.1.1
More Headers




Figures

10Figure 1: Example of the Architectural Diagram using interfaces




Tables

17Table 1: Example Table




1. Scope
(Informative)

<< Briefly describe the scope of this document – how it presents the architecture of this particular enabler.  Include an explanation of how this architecture relates to Open Mobile Alliance activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>

2. References
2.1 Normative References

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[OpenCMAPI-RD]
	“OpenCMAPI Requirements”, Open Mobile Alliance™, OMA-RD-OpenCMAPI-V1_0-20110630-D.doc,
URL:http://www.openmobilealliance.org/ 

	
	

	
	


Informative References
	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA-CHG-AD].
	“Charging Architecture”, Version 1.1, Open Mobile Alliance™, OMA-AD-Charging-V1 1,
URL: http://www.openmobilealliance.org/

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT >>

	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3 Abbreviations


	
	

	API
Application Programming Interface
CM
Connection Manager
GPS
Global Positioning System
OMA
Open Mobile Alliance
OpenCMAPI
Open Connection Manager (CM) Application Programming Interface (API)
PIN
Personal Identification Number
PLMN
Public Land Mobile Network
PUK
Pin Unlocking Key
SIM

Subscriber Identity Module

SMS

Short Message Service

UICC
Universal Integrated Circuit card
Wi-Fi
Wireless Fidelity
WLAN
Wireless Local Area Network

	

	
	

	


4. Introduction
(Informative)

<< Describe the high level architecture in greater detail than provided in section 1.  From a market perspective, this section should answer the following questions (in prose):

What is the purpose of this architecture?

What problems does this architecture solve?

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial enabler or reference release version described in this AD.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality.  

DELETE THIS COMMENT

5. Architectural Model

<< This section defines the enabler’s architectural model.  The model identifies: a) all internal functional components of this enabler, and b) all of the communication relationships between the components of this enabler and with other enablers and applications (including those specifications not defined by OMA).

This section SHOULD contain a diagram of the architecture.  Diagrams in this section should contain logical entities only and not conflate logical entities with physical entities.  However, mobile terminals and networks may be shown because of their potential relevance in the design of the architecture.  Figure 1, Figure 2 (or a combination of them, if considered appropriate), are illustrative examples of an architectural diagram and should be modified to reflect this architecture.

Working Groups SHOULD re-use functions specified by other enablers.  Working Groups should consult other Architecture Documents and Specifications to identify any of this architecture’s functionality (e.g. its systems, subsystems, interfaces and/or reference points, etc) that is already specified. 

This section MAY include an explanation and/or diagram to show how this architecture relates to the various views as defined in  “Inventory of Architectures and Services”.  This diagram and explanation, however, are optional.  

DELETE THIS COMMENT >>

5.1 Dependencies

<< This section MUST enumerate all of the dependencies this architecture has, in order to fulfil the approved enabler requirements (both mandatory and optional).  Dependencies in this context are other OMA enablers and non-OMA specifications (e.g. RFC 2616) this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

A dependency is actually to an interface and the intrinsic functions (required and re-used by this enabler) performed by the component that exposes that interface.

Note: Dependencies should not be confused with deployment options.

If this architecture has no dependencies, then this section only needs to contain a statement as such. 
If this architecture has dependencies on OMA Enablers, specific sub-sections shall describe those enablers and the interfaces used, as well as the purpose for re-use in the context of this enabler.

Example:









5.2 Architectural Diagram
























                                    Figure 1:  OpenCMAPI High Level Architecture Digram
In the diagram, the term device could represent different devices, such laptop/USB modem, M2M, smart phone, tablet, etc.
5.3 Functional Components and Interfaces/reference points definition
































5.2.1 OpenCMAPI Enabler Functional Components                (Normative)

5.2.1.1 OpenCMAPI Functional layer

The OpenCMAPI Functional layer is the OpenCMAPI implementation on the device side. 
The OpenCMAPI Functional layer exposes respectively CMAPI-1 andCMAPI-3 to connection manager application and non-CM application. It uses CMAPI-2 exposed by connection manager application and CMAPI-4 exposed by non-CM application to receive from them the notifications. .
The OpenCMAPI Functional layer can be logically decomposed in two high level internal functions as follows:

· OpenCMAPI security and concurrency control function 

· OpenCMAPI sub functions 

5.2.1.1.1 Security and concurrency control function
The security and access control function controls the interaction between OpenCMAPI Functional layer and the application layer. It grants full access to connection manager application and grant only (read only) a subset of access to non-CM application.

Note: The detail difference between full access and limited access to be described later

5.2.1.1.2 OpenCMAPI sub functions

The OpenCMAPI sub functions include: cellular network connection management,Wi-Fii management, PIN/PUK management, etc which are derived from [OpenCMAPI-RD].

5.2.1.2 Entities external to the OpenCMAPI enabler    (Informative)

(Informative)

5.2.1.3 Connection Manager Application
The connection manager application is an external entity that has the capability to access to all functions provided by the OpenCMAPI enabler.

5.2.1.4 Non-CM application

The non-CM application is an external entity that has the capability to access to only a subset of functions provided by the OpenCMAPI enabler (information status and callback function).

5.2.1.5 Device

Text to be provided

5.2.2 Interfaces Definition            (Normative)





(Normative)

Applied to all interface stated below, all memory is caller allocated, the callee SHALL NOT modify any memory unless otherwise noted.
5.2.2.1 CMAPI-1

This interface is exposed by the OpenCMAPI middleware and provides the operation to connection manager application.

The supported functions of this interface include:

· Cellular Network Connection Management,

· W-Fii connection management,

· Statistics handling

· Information Status handling
· GPS handling
· Power management 
· SMS&USSD management
· PIN/PUK handling
· UICC Interaction 
· Push Data service management,
The interface is synchronous with maximum timeout and possibility of cancellation. The interface SHALL provide as well the capability to register for notification.
5.2.2.2 CMAPI-2

This interface is exposed by connection manager application to receive the notifications from OpenCMAPIFunctional layer.

The interface is asynchronous and requires the registration to receive the notifications.
5.2.2.3 CMAPI-3

This interface is exposed by the OpenCMAPI Functional layer and provides the limited function to non-CM application.

The interface is synchronous with maximum timeout and possibility of cancellation. The interface SHALL provide as well the capability to register for notification.
5.2.2.4 CMAPI-4

This interface is exposed by non-CM application to receive the notifications from OpenCMAPI Functional layer.

The interface is asynchronous and requires the registration to receive the notifications.

5.4 Security Considerations

<<Describe security functionalities based on security requirements defined in corresponding Requirement Document. 

Security functionalities should address and consider at least the following features:

Authentication

Authorization

Data integrity

Confidentiality
Non-repudiation
DELETE THIS COMMENT >>

5.5 Charging Considerations

<<Describe charging functionalities based on charging requirements defined in corresponding Requirement Document. 
The following text MAY be used to identify functional components that may report Chargeable Events.  If used, “X” SHALL be replaced by the name of the enabler being specified and “[OMA X RD]” SHALL be replaced by a reference to the Requirements Document for the enabler, and “OMA X functional entity 1,2,..” SHALL be replaced by a list of functional components of the enabler that may report Chargeable Events.
DELETE THIS COMMENT >>

The underlying network or other suitable entity may need  to  support the receiving of charging data or charging events triggered from an external mechanism in order to fulfil the charging requirements described in [OMA X RD]. One such mechanisms is triggering through the OMA Charging Enabler.

The OMA Charging Enabler [OMA-CHG-AD] coordinates charging data triggers and flow from OMA X enablers into an underlying charging infrastructure, supporting charging mechanisms, e.g. Online, Offline, Price Points.  Functional components that may optionally report Chargeable Events are:

· OMA X functional entity 1

· OMA X functional entity 2

· …
<< If the specification refers to common Charging functionality and does not involve specific Charging related specifications, this section MAY end with the following text:
DELETE THIS COMMENT >>

The interaction between these functional entities and the OMA Charging Enabler is described in [OMA-CHG-AD]. Description of how charging is performed is beyond the scope of the present specification.

<< If the specification involves specific Charging related functionality, then this section MAY include following text for each functional entity listed above.  If used, “OMA X functional entity i” SHALL be replaced by one of the functional entities listed above, and “[TS X Charging]” SHALL be replaced by a reference to the Technical Specification document where the charging functionality for this functional entity is defined.  Please don’t forget to add this reference to section 2.2 above!
DELETE THIS COMMENT >>

The interaction between OMA X functional entity and the OMA Charging Enabler is described in [TS X Charging]. Description of how charging is performed is beyond the scope of the present specification.
<<These texts are guidelines only and this section MAY contain alternative or additional text to explain the charging considerations for this enabler, if any.

DELETE THIS COMMENT >>
Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>
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Appendix B. Flows (informative)

<< The objective of this section is to describe the high-level logical flows between the architectural entities. 
o
These flows should just serve for a better understanding of the architecture. Therefore it is recommended to add a minimum number of flows, which should be very high-level.

DELETE THIS COMMENT >>

Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

C.1 App Headers

<More text>

C.1.1 More Headers

<More text>

C.1.1.1 More Headers

<More text>

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 1: Example Table
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Application





CMAPI3





CMAPI4





Proprietary


Implementation





Device





CMAPI 1 & 2: CM Interface and callback mechanism.


CMAPI 3 & 4: Application Interface and callback mechanism.   





Proprietary





U1 & U2: Proprietary Device interface
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