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1. Scope
(Informative)

 This document defines the requirements for the OMA Open connection Manager API (OpenCMAPI) v.1.0.

The aim of the OMA OpenCMAPI RD v1.0 is to address requirements for:

· all connectivity and connection management  aspects relevant for the business such as:

· Connect/Disconnect

· All relevant elements related to the connection or the device and more specifically all elements necessary and useful to be provided to any UI and user experience.

· SMS

· etc.

The intention is that this API is

· Language independent

· OS independent (potential to support any OS)

· Supporting Multi-Instance (several applications/services can use it in parallel if necessary)
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	

	


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	
	

	


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	
	

	
	

	


4. Introduction
(Informative)

Mobile Broadband is one of the fastest growing businesses within the telecom mobile industry. The main point of contact for all Mobile Broadband customers/devices is the Connection manager application.

Up to now, there is no existing standard or de facto standard for Connection Managers.  Operators and OEM/ODM have to develop and use different and dedicated solutions, thus increasing the effort and time to market.

Furthermore, new fast growing businesses such as Connected Devices & M2M are facing the same hurtles and will need as well a solution to reduce the impacts and efforts to deal with the connection management aspects.

The Open Connection Management (CM) API – enabler addresses these aspects by providing a specification relevant for the industry.

A Connection manager is basically composed of 2 parts:

1. The hardware & connectivity engine part to manage the device with the necessary functions relevant for the user/customer of the connection manager

2. The user experience presented to the customer and composed mainly of the UI, the profiles and the services offered to the user based on actions and answers from the hardware engine part.

The purpose of the proposed work is to define an Open Connection Manager API to assume the hardware and connectivity engine part in order to facilitate development of the top/presentations layer representing the user experience and to avoid issues for integration of any new device within already defined user experience. 

The Open CM API will include all Connection management aspects relevant for the business such as:

· Connect/Disconnect...

· All relevant elements related to the connection or the device and in general all elements necessary and useful to be provided to the UI and user experience.

· SMS

· etc.

The intention is that this API is:

· Supporting all connectivity aspects and requirements of the industry

· Language independent

· OS independent (potential to support any OS)

· Supporting Multi-Instance (several applications/services can use it in parallel if necessary)

Operators and OEM/ODM or anyone could develop on top of such API the user experience in line with their business perspectives (UI, differentiation, services...). Furthermore, without any additional effort, it will be possible to integrate or to exchange any device/hardware to support this user experience.

4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

5. OpenCMAPI release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>
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Figure 1: Example Figure

5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

<intro text for High Level requirements here>
	Label
	Description
	Release

	CMAPI-HLF-001
	The OpenCMAPI enabler SHALL support the management of different types of networks (GSM, UMTS, HSxPA, CDMA, EVDO, LTE, Wlan)
	1.0

	CMAPI-HLF-002
	The OpenCMAPI enabler SHALL support Basic Connectivity (connect/disconnect to Networks) functionalities.
	1.0

	CMAPI-HLF-003
	The OpenCMAPI enabler SHALL support the management of Network Service (e.g. Antenna, Radio Interface, Band, Attach, Registration, PLMN type, Roaming State, Signal strength…)
	1.0

	CMAPI-HLF-004
	The OpenCMAPI enabler SHALL support different network selection modes (Automatic, Manual…)
	1.0

	CMAPI-HLF-005
	The OpenCMAPI enabler SHALL support access to Device Service parameters (e.g. Device info, IMSI, IMEI, operator name, FW version…)
	1.0

	CMAPI-HLF-006
	The OpenCMAPI enabler SHALL support the management of the user settings and mobile network parameters (e.g. APN, DNS, IP…)
	1.0

	CMAPI-HLF-007
	The OpenCMAPI enabler SHALL be able to support multi APN handling
	1.0

	CMAPI-HLF-008
	The OpenCMAPI enabler SHALL be able to provide statistics information (e.g number of kB sent or received, upload/download speed…)
	1.0

	CMAPI-HLF-009
	The OpenCMAPI enabler SHALL be able to provide status information of the cellular interface
	1.0

	CMAPI-HLF-010
	The OpenCMAPI enabler SHALL be able to manage power management aspects
	1.0

	CMAPI-HLF-011
	The OpenCMAPI enabler SHALL support the management of SMS functions (e.g. send, receive, delete…)
	1.0

	CMAPI-HLF-012
	The OpenCMAPI enabler SHALL support the management of USSD features
	1.0

	CMAPI-HLF-013
	The OpenCMAPI enabler SHALL support Multi-Instances (several applications/services can use it in parallel if necessary)
	1.0

	CMAPI-HLF-014
	The OpenCMAPI enabler SHALL support OMA DM.

Informational Note: Will be clarified at later stage.
	Future Release

	CMAPI-HLF-015
	The OpenCMAPI enabler SHALL be able to manage the device firmware upgrade
	1.0

	CMAPI-HLF-016
	The OpenCMAPI enabler SHALL be able to manage update process to update to newer version of the Open CM API
	1.0

	CMAPI-HLF-017
	The OpenCMAPI enabler SHALL be able to support Phone Book /Contacts management
	Future Release

	CMAPI-HLF-018
	The OpenCMAPI enabler SHALL be able to support Flight Mode
	1.0

	CMAPI-HLF-019
	The OpenCMAPI enabler SHALL be able to support VPN hooks
	Future Release

	CMAPI-HLF-020
	The OpenCMAPI enabler SHALL be able to support Corporate & Enterprise support (Mass client deployment tools compatibility, Enterprise-grade security…)
	Future Release

	CMAPI-HLF-021
	The OpenCMAPI enabler SHALL be able to support Single Sign On (SSO)
	Future Release

	CMAPI-HLF-022
	The OpenCMAPI enabler SHALL be able to support tethering functionalities
	Future Release

	CMAPI-HLF-023
	The OpenCMAPI enabler SHALL be able to support  Wimax Networks


	Future Release

	CMAPI-HLF-024
	The OpenCMAPI enabler SHALL be able to support  Hotspot 2.0
Informational Note: Hotspot 2.0 is the name of a certification and common set of future standards (802.1X and 802.11u) for Wi-Fi networks expected in 2012 and to be provided by the Wi-Fi Alliance. 
	Future Release

	CMAPI-HLF-025
	The OpenCMAPI enabler SHALL be able to support  GPS features

	1.0


Table 1: High-Level Functional Requirements

6.1.1 Security

<intro text for Security requirements here>
	Label
	Description
	Release

	CMAPI-SEC-001
	The OpenCMAPI enabler SHALL support PINs/PUKs management
	1.0

	CMAPI-SEC-002
	The OpenCMAPI enabler SHALL protect against potential security threats
	1.0


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

<intro text for Authentication requirements here>
	Label
	Description
	Release

	CMAPI-AUT-001
	The OpenCMAPI enabler SHALL be able to support EAP SIM and EAP AKA authentication using the SIM/RUIM or UICC application credentials.
	1.0

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

<intro text for Authentication requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

<intro text for Data Integrity requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

<intro text for Confidentiality requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging Events
<intro text for Charging requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Events Items

6.1.3 Administration and Configuration

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

<intro text for Usability requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<intro text for Interoperability requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<intro text for Privacy requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<intro text for System requirements here>
	Label
	Description
	Release

	
	
	

	
	
	


Table 12: High-Level System Requirements
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