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1 Reason for Change

Knowing the receiver capabilities will enable the sender to send only supported content which is an asset for the service and a benefit for the traffic load 

In the current specification the Presence Server is necessary to give this information. This CR suggests to remove the dependency to the Presence Server and to use SIP methods to transfer the capabilities information 
R01: modifications according to comments and discussions during the Bangkok meeting
R02: modifications agreed on August 7th 
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

Need to update the SIP Push AD if the document is agreed
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Remove the Client Capability Negotiation section and agree on this proposal.  
6 Detailed Change Proposal

Change 1:  Add the UA-Prof link in the initial subscription
6.4 SUBSCRIBE/NOTIFY Method

The SIP-based event subscription mechanism, or SIP event framework, is described in [RFC3265] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed explicitly by a subscriber entity, also called watcher, which can refresh it periodically, whilst termination of the subscription can be done either by watcher or notifier entity. Once created, subscription provides a dedicated channel between the watcher and notifier entities. 
Subscription mechanism is also used after each registration to send the device capabilities to all Push Sender Agents. Those capabilities will be sent via the [OMA-UAProf] link defined by the OMA BT (Browser Technologies) group. To send this link, the "ua-profile" Event Package, which defines a framework where devices can subscribe with a specific profile type to an application server, will be used. The specific profile type will be "device"as defined in [SIP_UA_Prof] and the capabilities link will be set in the "model" header as described below. 
Push Sender agent and the Push Receiver agent MUST support the SUBSCRIBE and NOTIFY methods as stated in [RFC3265]. In particular, Push Receiver agent MUST support the watcher functionality to subscribe to some specific push application and be able to receive push information, and Push Sender agent MUST support the notifier functionality to receive subscription requests from Push Receiver agents and send push information to them.

Push Sender agent may decide to grant or reject a subscription request from a Push Receiver agent. Decision policy is left to implementation and is out of scope of this specification.

Push Receiver agent may subscribe to any push application at any time, and for any duration. Rules for the exact usage of this mechanism is out of scope of this specification and MUST be provided by each specific application that makes use of it.

Based on the design of the SIP event framework, final successful (200 OK) responses to NOTIFY requests may be interpreted as delivery notifications on the Push Sender agent.
7.2.1 Procedures at the Push Receiver agent
7.2.1.1 Initial subscription
The Push Receiver agent SHALL send a SUBSCRIBE request to Push Sender agents after initial registration, if necessary to subscribe to push events for specific services, e.g. to convey client capabilities or to subscribe to specific events.


· 
· 
The SUBSCRIBE request SHALL be set according to [RFC3265] and [SIP_UA_Prof] and the Push Receiver agent

1. SHALL set the Request-URI to the public SIP URI identifying the current user, and MAY set it to the SIP URI identifying a Push Sender agent (e.g. Device Management Server URI) based on local policy or configuration;
2. SHALL include value “device” in the “profile-type” Event header parameter;  with 
3. the "model" header to the [OMA-UAProf] extension containing the link to the device capabilities if supported, otherwise the default settings for this header SHALL be applied
4. SHALL set exactly one Accept-Contact header field to indicate the feature tag of the targeted push application along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841] and section 9.2.

5. SHALL include at least one Accept header to indicate acceptable content-types for notifications. The content-types in the Accept headers MAY be specific to the application

6. SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

7.2.2 Procedures at the Push Sender agent
7.2.2.1 Initial subscription

Upon receiving a SUBSCRIBE request for the “ua-profile” event package defined in [SIP_UA_Prof] the Push Sender agent performs the following steps:

1. SHALL return the SIP “489 Bad Event” error response, if the “ua-profile” event package is not supported, as defined in [RFC3265]. Otherwise perform the following steps.
2. SHALL check whether the Accept-Contact header starts with ‘+g.oma.icsi‘ or ‘+g.oma.icsi‘ and ‘+g.oma.iari.’ ' and if not included the Push Sender agent SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL perform the necessary authorization checks on the originating user. If the authorization check fails, the Push Sender agent SHALL return the SIP "403 Forbidden" error response. When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the Push Sender agent SHALL use the "P-Asserted-Identity" as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] to ensure that this particular user is authorized to subscribe to the push events.
4. SHOULD store the [OMA-UAProf] link when present and retrieve the associated device capabilities
5. SHALL create a subscription to push application data identified by Event header parameters as described in [SIP_UA_Prof];
6. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.
7. SHALL generate and send an initial NOTIFY request as specified in sub clause 7.2.2.2.

When a new push content is to be delivered to the Push Receiver agent, the Push Sender agent SHALL generate and send a NOTIFY request as specified in sub clause 7.2.2.2.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub clause.

7.2.2.2 Generating a NOTIFY request

The Push Sender agent SHALL generate a NOTIFY request as described in the [RFC3265] , [RFC3841], and [SIP_UA_Prof] with the clarifications given in this sub clause.

The Push Sender agent

1. SHALL check the content to send against content-types supported by the Push Receiver agent as indicated in the SUBSCRIBE request (see sub clause 7.2.2.1);

a. if the Push Sender agent has retrieved the Push Receiver capabilities and the content to send is not supported, then the Push Sender agent SHALL NOT include any content
b. if the Push Sender agent has retrieved the Push Receiver capabilities and the content to send is supported, the Push Sender agent SHALL include the content or a reference to it;
c. if the Push Sender agent has no information about the Push Receiver capabilities, it SHALL include the content or a reference to it;
2. SHALL send the NOTIFY request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

	[OMA-UAProf]
	"User Agent Profile", OMA-TS-UAProf-V2_0-20060206-A
URL: http://www.openmobilealliance.org/

	
	


Change 2:  Add normative reference
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