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Reason for Change

As we do not have any description on redirection mechanism in Message & Notify procedure of SIP Push, then there would be problems if the terminal can not support the services arrived, or if the users want to use other terminals to process the messages.
Impact on Backward Compatibility

None
Impact on Other Specifications

This method should be documented in the AD chapter 5.4
Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

Recommendation

It is recommended that this CR be discussed and agreed.
Detailed Change Proposal

REDIRECT IN MESSAGE METHOD
7. Push Operations
(Normative)

This section describes three delivery mechanisms for Push Using SIP. It is the choice of the individual Push Sender Agent to implement and select the appropriate Push method. The selection criterion is considered out of scope of the standardization.

7.1 MESSAGE Method

The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request carries the content in the form of MIME body parts. MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages. Thus, each MESSAGE request is independent and no session states are stored in the system. The push messages are carried in a SIP Message body MUST NOT exceed 1300 bytes as defined in [RFC3428].

Editor Note: Global change the feature tag and application ID (Thinh)

7.1.1 Procedures at the Push Receiver Agent

Upon receiving an incoming MESSAGE, the Push Receiver Agent

SHALL verify that a P-Asserted-Identity exists according to the procedures of [3GPP TS 24.229]

SHALL verify that Accept-Contact header field to contain the feature tag of the targeted push Communication Service Identifier service, and Application Reference Identifier, as defined in [RFC3841] and section 9.2 and 9.3.
SHALL check whether the transfer addresses has been set by the user. If set, the Push Receiver Agent SHALL return redirection code “3xxx” including the transferred addresses information in the response. Otherwise, continue with the rest of the steps;
SHALL pass the received push content contained in the body of the MESSAGE request to the targeted push application to take action.

SHALL generate a response in accordance to [RFC3428] and the procedures of the SIP/IP Core 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures according to rules and procedures of  [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in the above subclause.

7.1.2  Procedures at the Push Sender Agent

The Push Sender agent SHALL generate a MESSAGE request in accordance with [RFC3428] and [RFC3841].

The Push Sender agent:
SHALL check whether the forward information has been set. If set, the Push Sender agent SHALL set the destination address as the forward addresses. Otherwise, continue with the following steps. 

SHALL set the Accept-Contact header field to contain the feature tag of the targeted push application Push Receiver Agent as defined in [RFC3841] and section  9.5.2..

SHALL set the Request-URI of the SIP MESSAGE request to the public user identity of the intended recipient.

SHOULD check the content to send against content-types supported by the Push Receiver agent as indicated in the Client Capabilities (see Section Error! Reference source not found.)

SHALL, in accordance with [3GPP TS 24.229] and [RFC3325], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent

SHALL send the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
SHALL have the ability to send MESSAGE to the addresses which returned in the 3xxx response if received 3xxx response from the Push Receiver Agent.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures according to rules and procedures of  [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in the above subclause.
REDIRECT in NOTIFY PROCESSING
7.2   SUBSCRIBE/NOTIFY Method
……
7.2.1 Procedures at the Push Receiver agent
……
7.2.1.2   NOTIFY processing
Upon receiving an incoming NOTIFY request that is part of the same dialog as the previously sent SUBSCRIBE request the Push Receiver agent SHALL handle the request according to [RFC3265], [RFC3841], [SIP_UA_Prof], and the procedures of the SIP/IP Core.

If the NOTIFY request was accepted, the Push Receiver agent SHALL check whether the transferred addresses has been set by the user. If set, the Push Receiver agent SHALL return redirection code “3xxx” including the transferred addresses information in the response. If not set, the Push Receiver agent SHALL pass the received push content contained in the body of the NOTIFY request to the appropriate application associated with the subscription to take action.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub clause.

7.2.2 Procedures at the Push Sender agent
……
7.2.2.2 Generating a NOTIFY request

The Push Sender agent SHALL generate a NOTIFY request as described in the [RFC3265] , [RFC3841], and [SIP_UA_Prof] with the clarifications given in this sub clause.

The Push Sender agent
1.    SHALL check whether the forward information has been set, if set, the Push Sender agent SHALL set the destination address to the forward addresses. Otherwise, continue with the following steps.
2.   SHALL check the content to send against content-types supported by the Push Receiver agent as indicated in the SUBSCRIBE request (see sub clause 7.2.2.1);

if the Push Sender agent has retrieved the Push Receiver capabilities and the content to send is not supported, then the Push Sender agent SHALL NOT include any content.

if the Push Sender agent has retrieved the Push Receiver capabilities and the content to send is supported, the Push Sender agent SHALL include the content or a reference to it;

if the Push Sender agent has no information about the Push Receiver capabilities, it SHALL include the content or a reference to it;
3.     SHALL send the NOTIFY request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
4.    SHALL have the ability to send the NOTIFY request to the transferred addresses returned in the 3xxx response if received 3xxx response from the Push Receiver Agent.

The responses to the NOTIFY request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub clause.
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