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Detailed Change Proposal

REDIRECT IN SUBSCRIPTION PROCESSING
7. Push Operations
(Normative)

This section describes three delivery mechanisms for Push Using SIP. It is the choice of the individual Push Sender Agent to implement and select the appropriate Push method. The selection criterion is considered out of scope of the standardization.
……
7.2   SUBSCRIBE/NOTIFY Method
……
7.2.1        Procedures at the Push Receiver agent

7.2.1.1        Initial subscription

If the Push Receiver agent subscribes to push events for a specific push application, then it SHALL be done by sending a SUBSCRIBE request according to [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub clause.
The Push Receiver agent

SHALL set the Request-URI to the public SIP URI identifying the current user, and MAY set it to the SIP URI identifying a Push Sender agent (e.g. Device Management Server URI) based on local policy or configuration;
SHALL include the transferred addresses information in the SUBSCRIBE request;
SHALL include value “application” in the “profile-type” Event header parameter;

SHALL set exactly one Accept-Contact header field to indicate the feature tag with proper Communication Service Identifier and Application Reference Identifier of the targeted push application along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841] and section 9.2.

SHALL include at least one Accept header to indicate acceptable content-types for notifications. The content-types in the Accept headers MAY be specific to the application

SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

Note: The Push Receiver agent MUST NOT subscribe to more than one push application per SUBSCRIBE request, i.e. it MUST NOT insert more than one feature tag corresponding to a push application within the Accept-Contact header fields.

The Push Receiver agent MUST NOT change target push application in subsequent SUBSCRIBE requests within an existing subscription. 

The responses to the SUBSCRIBE request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, a Push Receiver agent residing in a UE SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in section 5.1 in [3GPP 24.229] / [3GPP2 X.S0013.4] and a Push Receiver agent residing in an AS SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in section 5.7.3 [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS and the Push Receiver agent resides in an Application Server the mechanisms of the “Application Server acting as originating User Agent” SHALL be applied as defined in section 5.7.3  of [3GPP 24.229] / [3GPP2 X.S0013.4] and setting its public SIP URI in the “P-Asserted-Identity” header.

……
7.2.2    Procedures at the Push Sender agent
7.2.2.1   Initial subscription

Upon receiving a SUBSCRIBE request for the “ua-profile” event package defined in [SIP_UA_Prof] the Push Sender agent performs the following steps:

SHALL return the SIP “489 Bad Event” error response, if the “ua-profile” event package is not supported, as defined in [RFC3265]. Otherwise perform the following steps.
SHALL check whether the Accept-Contact header starts with ‘+g.oma.icsi‘ or ‘+g.oma.icsi‘ and ‘+g.oma.iari.’ ' and if not included the Push Sender agent SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

SHALL perform the necessary authorization checks on the originating user. If the authorization check fails, the Push Sender agent SHALL return the SIP "403 Forbidden" error response. When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the Push Sender agent SHALL use the "P-Asserted-Identity" as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] to ensure that this particular user is authorized to subscribe to the push events.

SHOULD store the [OMA-UAProf] link when present and retrieve the associated device capabilities
SHALL check whether received any transferred addresses information in the SUBSCRIBE request. If received, the Push Sender agent SHOULD change the destination address to the forward addresses. 
SHALL create a subscription to push application data identified by Event header parameters as described in [SIP_UA_Prof];

SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.

SHALL generate and send an initial NOTIFY request as specified in sub clause 7.2.2.2.

When a new push content is to be delivered to the Push Receiver agent, the Push Sender agent SHALL generate and send a NOTIFY request as specified in sub clause 7.2.2.2.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub clause.
REDIRECT IN REGISTRATION PROCESSING
8    Registration
(Normative)

8.1    Overview
(Informative)

SIP/IP Core Network registration, and de-registration, which use REGISTER request, are a procedure where the user requests authorization to use the SIP/IP Core services in the network.  The SIP/IP Core Network authenticates and authorizes the user to access the SIP/IP network.

In order for the Push Sender agent to receive a REGISTER request from the Push Receiver agent, the SIP/IP Core Network can trigger a third-party REGISTER to it whenever it receives a registration request from the Push Receiver agent, as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A] , respectively. This trigger is based on a filter criterion configured for this user and this type of message, which indicates that every REGISTER message including SIP Push support will be sent, via a 3rd party registration, to the Push Sender agent. An informative example of such criterion is provided in Appendix 0 of this specification,

Push Sender agent can also act as watcher of the “reg” event package according to [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].

8.2    Procedures at Push Receiver agent
(Normative)

The Push Receiver agent SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subsection.

When the Push Receiver agent register, re-register, it perform the following steps:

SHALL generate a SIP REGISTER request;
SHALL include the transferred addresses information in the REGISTER request;
SHALL include the SIP Push feature-tag of each push application (see Section Error! Reference source not found. for the detail) in the Contact header of the SIP REGISTER request;

SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]; 

When the Push Receiver agent deregisters it perform the following steps:

SHALL generate a SIP REGISTER request.

If the client needs to remain SIP/IP Core registered the Push Receiver agent SHALL reregister with the SIP/IP Core without including each of the SIP Push feature-tag.  

If the client also needs to deregister from the SIP/IP Core, the Push Receiver agent SHALL send a SIP REGISTER request with an Expires header set to 0.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Push Receiver agent implemented by the UE SHALL comply with registration, re-registration rules and procedures in subsection 5.1.1 of the [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].

Editor note: verify the SIP REGISTER can support service and application ref ID.(Kent)
8.3    Procedures at Push Sender agent
(Normative)

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Push Sender agent implemented by the Application Server (AS) SHALL behave according to the procedures in subsection 5.7.1 of the [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].
Push Sender Agent  SHALL check whether received any redirection addresses information in the REGISTER request, If received change the destination address to the forward addresses.
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

