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1 Reason for Change

This proposal is to support the decistion made on our conf call the 4/10-07 on how to use CSI and ARI in SIP Push.
The agreed proposal is to don’t handle CSI in SIP Push but follows 3GPP on how to manage ARI.
This version of the CR includes the changes from OMA-CD-PUSH-2007-0054R01-CR_An_update_to_support_for_CSI_and_ARI_in_SIP_Push_ and the online edits from the Vancouver F2F.
2 Impact on Backward Compatibility

<statement describing the scope and nature of impacts of the change on the compatibility with previous versions of the document>

3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents

if changes are required in other documents describe the plan to handle these (e.g. companion CRs being submitted for those docs, liaisons with owning groups are proposed, etc.)>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal
Change 1:  References

9.2 Normative References

	
	

	draft-drage-sipping-service-identification 
	"A Session Initiation Protocol (SIP) Extension for the Identification of Services".


9.1.1 Procedures at the Push Receiver agent

9.2.1.1 Initial subscription

The Push Receiver agent SHALL send a SUBSCRIBE request to Push Sender agents after initial registration, if necessary to subscribe to push events for specific services, e.g. to convey client capabilities or to subscribe to specific events.

The SUBSCRIBE request SHALL be set according to [RFC3265] and [SIP_UA_Prof], and the Push Receiver agent

1. SHALL set the Request-URI to the Public SIP URI identifying the current user, and MAY set it to the SIP URI identifying the Push Sender agent based on local policy or configuration; 

2. SHALL include value “device” in the “profile-type” Event header parameter; with the "model" header parameter to the [OMA-UAProf] reference to the device capabilities if supported, otherwise the default settings for this header SHALL be applied
3. SHALL include the oma-app Profile Type according to rules and procedures of the “Initial Profile Enrolment” as specified in  Appendix X "The "oma-app" Profile-type"
4. 
5. MAY insert a P-Preferred-Identity header  according to rules and procedures of [RFC 3325]
6. SHALL send the SUBSCRIBE request towards the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub clause.

9.1.2 Procedures at the Push Sender agent

9.2.2.1 Initial subscription

Upon receiving a SUBSCRIBE request the Push Sender agent SHALL follow the steps and procedures in accordance with [SIP_UA_Prof] and Appendix X "The "oma-app" Profile-type" with the clarifications in the following steps:

1. SHALL return the SIP “489 Bad Event” error response, if the “ua-profile” event package is not supported, as defined in [RFC3265]. Otherwise perform the following steps.
2. 
3. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325]. If the authorization check fails, the Push Sender agent SHALL return the SIP "403 Forbidden" error response.
4. SHOULD store the [OMA-UAProf] link when present and retrieve the associated device capabilities

5. If no event-app-id value is present in the oma-app profile type parameters in the Event header then an IMS Communication Service Identifier MAY be interpreted as the event-app-id value of the oma-app profile type.  

6. SHALL create a subscription to push application data identified by Event header parameters as described in [SIP_UA_Prof];
7. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.
8. SHALL generate a Profile Enrollment Confirmation  as specified in Appendix AA "The "oma-app" Profile-type"
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub clause.
9.3 INVITE MSRP Method
When a Push Sender Agent wishes to send a large content  without using content indirection, the Push Sender Agent SHALL initiate a MSRP session as described in procedure 6.5.2“Procedures at the Push Sender agent”. Once the MSRP session is established and the message is delivered, Push Sender Agent shall automatically close down the MSRP session as specified in 7.3.1.2 MSRP Session release [editor note: fix reference].
9.1.1 Procedures at the Push Receiver agent

9.3.1.1 Push Receiver Agent Invited to a MSRP Session

When the Push Receiver Agent receives a SIP INVITE to set up a MSRP session, the Push Receiver Agent:

1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are supported by the Push Receiver Agent and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

2. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g. when the Push Receiver Agent determines that there is not enough resources to handle the MSRP Session; or,

3. SHALL store as the Session Identity the content of the Contact header as described in [RFC 4579].

4. If an Application Resource Identifier is present,, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures for the enabler. 

5. When the Push Receiver Agent receives a SIP INVITE containing a “file-selector” parameter, the Push Receiver Agent SHALL accept from the Push Sender Agent input regarding the file (s) he is willing to accept;  

6. SHALL include in the SIP 200 "OK" response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP]  and 

a. SHALL set the SDP directional media attribute to  a=recvonly

b. MAY indicate the maximum size message they wish to receive using the max-size a-line attribute according to rules and procedures of [MSRP] 

c. MAY add a feature tag g.oma.pusheventapppref  to the Accept-Contact header according to rules and procedures of [RFC3841] and chapter 9.3
7. SHALL send the SIP 200 "OK" response towards the Push Sender Agent according to rules and procedures of the SIP/IP Core; and, 
8. SHALL include the option tag 'timer' in a Require header;
9. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], 
10. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];
11. SHALL prepare to receive MSRP SEND messages as described in [MSRP];

SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

9.1.2 Procedures at the Push Sender agent

9.3.2.1 Establishment of a MSRP Session 

When the establishment of an MSRP session is needed, the Push Sender Agent:

1. SHALL generate an initial SIP INVITE request as according to rules and procedures of [RFC3261;

2. MAY include an 
3. Application Resource Identifier of the application resource e.g.   g.oma.pusheventappp  to the accept contact header according to rules and procedures of in chapter 9.3;

4. SHOULD include an Allow header with all supported SIP methods; 

5. SHALL include the option tag 'timer' in the Supported header according t orules  and procedures RFC 4028; and,

6. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].

7. SHALL set the Request-URI of the SIP INVITE request to the Push Receiver Agent

8. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] and

a. SHALL set the SDP directional media attribute to a=sendonly

b. MAY add the media attribute to the SDP settings as specified in [mmusic-file-transfer]

c. SHALL support multiple "m=" lines if more than one file is to be transfered as described in [mmusic-file-transfer 1]

9. SHALL send the SIP INVITE request towards the Push Receiver Agent according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the Push Sender Agent: 

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL store the Session Identity if received in the Contact header as described in [RFC 4579]; 

3. SHALL start the Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

4. SHALL interact with the User Plane as specified in Error! Reference source not found. Error! Reference source not found.
5. When the 200 OK response for the last MSRP SEND is received, the Push Sender Agent  SHALL close the MSRP session for that particular file transfer by  setting the m line to zero i.e. m= 0,  according to the procedures defined in 5.2.1.2“MSRP Session  Release”. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

Change 2:  Push Resource
9.4 Identifier
(Normative)
· The Push Resource Identifier 

i. 
ii. 
iii. 


9.5 Push 
1. Push 
SHALL be used to identify resources of the the Push Receiver Agent. The Push Resource Identifier SHALL be encoded into the name of the g.oma.pusheventapppa feature tag in INVITE, REFER or MESSAGE. 
The Push Application Identifier MAY be used in the contact header of a REGISTER, to represent a to represent a request for delivery of content to the identified applications.
9.1.1 Values


Push applications are identified with a unique identifier registered with [OMNA] called the ‘PUSHEVENTAPP”. SIP Push reuses this identifier to uniquely target a specific application resources linked to the Push Receiver agent.


The feature tag value for each specific application MUST be registered with OMNA.

2. 
Change 3:  Another change

9.6 Example
This example describes a possible use of Application Resource Identifier for the OMA Push 2.x Service where OMA Push 2.x service use SIP Push.

The SIP Push 2.x enabler could use Application Resource Identifier to distinguish and route between applications that use the push enabler. Push applications are identified with a unique identifier registered with [OMNA] called the ‘PUSH Application ID’. For SIP Push 2.x each push application id is mapped to an Application Reference Identifier.

The names used in WAP Push 2.x for push application reference identifiers may be coded with the pattern “+g.oma.pusheventappp ref ="xxx”, where xxx is derived from the OMNA registered push application id URN. For well known push applications xxx is the URN without the “x-wap-application:” or “x-oma-application:” prefix. For other registered applications xxx is replaced with the full registered URN. For example the MMS URN “x-wap-application:mms.ua” could map to the feature tag value “push.mms.ua” which maps to the feature parameter +g.oma.pusheventappp=" ="mms.ua”. An example with several values is +g.oma.pusheventappp="mms.ua, syncml.ua, loc.ua”
9.7 Application Resource Identifier Usage
(Normative)

9.1.1 REGISTER
The Application Resource Identifier of each supported push application MAY be included in the Contact header as feature tag  g.oma.pusheventappp (see Section 9.3).

9.1.2 MESSAGE
In delivering push messages through the MESSAGE method the Push Sender Agent MAY add an Application Resource Identifier e.g.oma.pusheventappp in the  Accept-Contact header according to rules and procedures in chapter 9.3. When the targeted application is unknown the Application Resource Identifier MUST be omitted (see Section Error! Reference source not found.).
When receiving a MESSAGE request, the Push Receiver agent SHALL use the Application Resource Identifier (when present) to route the incoming MESSAGE to the correct application. (see SectionError! Reference source not found.)

An example usage (sample flow) of the MESSAGE method with feature tag is shown in Appendix D.2.
9.1.3 SUBSCRIBE

When sending a SUBSCRIBE request, the Push Receiver agent,  MAY provide a list of supported Application Resource Identifiers in according to rules and procdures of  APPENDIX A.THE “OMA-APP” PROFILE-TYPE.
An example usage (sample flow) of the SUBSCRIBE method with feature tag is shown in AppendixD.3.
9.1.4 NOTIFY

In delivering push messages through the NOTIFY method the push sender agent MAY add an Application Resource Identifier in the feature tag g.oma.pusheventappp ref according to rules and procedures in chapter 9.3.

9.1.5 REFER

The push sender the push sender tMAY add an Application Resource Identifier e.g. g.oma.pusheventappp according to rules and procedures in chapter 9.3. of the referred to push applications.

9.1.6 INVITE

The TINVITE request the push sender MAY add Application Resource Identifier the feature g.oma.pusheventappp according to rules and procedures in chapter 9.3..
Appendix A SIP SUBSCRIBE for the oma-app Profile Type

To initiate Profile Enrolment the Push Receiver agent sends a SIP SUBSCRIBE with the oma-app profile type.  

A.1 Initial Profile Enrolment 

During the oma-app Profile Enrolment the Push Receiver Agent establishes a content update subscription and announces what are the applications and versions available using the "event-app-id" parameter as specified in A.x. This parameter can be used in SUBSCRIBE requests only when the Event package is set to "UA-Profile" and the profile-type header is set to "oma-app". 

The Push Receiver Agent MAY add the Application Resource Identifier (see chapter 9.3) of each application that is available to receive content updates in the event-app-id parameter of the oma-app profile. The event-app-id parameter MAY contain one or more Application ResourceIdentifiers

Change 4:  Sample Flows
Appendix D. Sample flows
(Informative)

D.1 Registration
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Figure 1 Registration and de-registration procedures

· Editor note: update these flows with application id, etc. (Thinh)

· Upon connecting to the SIP/IP Core Network, the Push Receiver agent will perform the registration procedure as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.  For de-registration, the same procedures will apply accordingly.

· Upon successful registration procedure and filter information the SIP/IP Core Network generates a third-party REGISTER request and sends it to the Push Sender agent, when the Push Receiver agent is authorized to use the service.  Based on filter processing, the SIP/IP Core Network informs the Push Sender agent about the registration of the client. The same procedures apply for de-registration.
· Upon receipt of the REGISTER request, the Push Sender agent wills response with 200 (OK). 

REGISTER sip:registrar.biloxi.com SIP/2.0

Via: SIP/2.0/UDP bobspc.biloxi.com:5060;branch=z9hG4bKnashds7
Max-Forwards: 70

To: Bob <sip:bob@biloxi.com>

From: Bob <sip:bob@biloxi.com>;tag=456248

Call-ID: 843817637684230@998sdasdh09

CSeq: 1826 REGISTER

Contact: <sip:bob@192.0.2.4>; +g.oma.pusheventappp="urn:urn-xxx:oma:application.mms.ua, urn:urn-xxx:oma:application.syncml.ua, urn:urn-xxx:oma:application.loc.ua”
Expires: 7200

Content-Length: 0

SIP/2.0 200 OK

Via: SIP/2.0/UDP bobspc.biloxi.com:5060;branch=z9hG4bKnashds7

;received=192.0.2.4

To: Bob <sip:bob@biloxi.com>;tag=2493k59kd

From: Bob <sip:bob@biloxi.com>;tag=456248

Call-ID: 843817637684230@998sdasdh09

CSeq: 1826 REGISTER

Contact: <sip:bob@192.0.2.4>

Expires: 7200

Content-Length: 0

D.2 MESSAGE sample flow


[image: image2]
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Figure 2 - MESSAGE flow with an example feature tag
1. A Push Sender agent sends a REFER request to the Push Receiver agent

MESSAGE sip:user2@domain.com SIP/2.0

Via: SIP/2.0/TCP user1pc.domain.com;branch=z9hG4bK776sgdkse

Max-Forwards: 70

From: sip:user1@domain.com;tag=49583

To: sip:user2@domain.com
Accept-Contact; +g.oma.pusheventappp="urn:urn-xxx:oma:application.mms.ua” 
Call-ID: asd88asd77a@1.2.3.4

CSeq: 1 MESSAGE

Content-Type: text/plain
P-Preferred-Identity: "John Doe" <sip:john.doe@home1.net>
Content-Length: 18

2 Push Receiver agent returns a 200 OK to Push Sender agent
SIP/2.0 200 OK

Via: SIP/2.0/TCP proxy.domain.com;branch=z9hG4bK123dsghds;received=192.0.2.1

Via: SIP/2.0/TCP user1pc.domain.com;;branch=z9hG4bK776sgdkse;received=1.2.3.4

From: sip:user1@domain.com;tag=49394

To: sip:user2@domain.com;tag=ab8asdasd9

Call-ID: asd88asd77a@1.2.3.4

CSeq: 1 MESSAGE
P-Preferred-Identity: "John Doe" <sip:john.doe@home1.net>
Content-Length: 0

D.3 SUBSCRIBE/NOTIFY sample flow


[image: image4.wmf]Push 

Send

er 

Agent

SIP

/

IP Core 

Network

Push 

Receiv

er 

Agent

(

1

) 

SIP SUBSCRIBE

Event

: 

ua

-

profile

(

4

) 

200 

OK

(

11

) 

200 

OK

(

6

) 

NOTIFY

(

7

) 

200 

OK

(

9

) 

NOTIFY

(

12

) 

200 

OK

(

2

) 

SIP SUBSCRIBE

Event

: 

ua

-

profile

(

3

) 

200 

OK

(

5

) 

NOTIFY

(

8

) 

200 

OK

P

u

s

h

 

s

u

b

m

i

s

s

i

o

n

(

10

) 

NOTIFY


Figure 3:  Push Receiver agent subscribes to push submission events.

1) 1) Push Receiver agent (john.doe@home1.net) subscribes to push submission events for PUSH Application ID number ‘0x05’ (Push SyncML). Note that this value is only given as illustrative example and cannot be used without being registered with OMNA.

SUBSCRIBE sip:john.doe@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

From: <sip:john.doe@home1.net>;tag=31415

To: <sip:john.doe@home1.net>

Accept-Contact:*;
Event: ua-profile;
profile-type=oma-app;event-app-id=” PushSyncML”;
profile-type=device;vendor="sonyericson.com";model="xxx";version="1.2.3
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 85 SUBSCRIBE

P-Preferred-Identity: "John Doe" <sip:john.doe@home1.net>
Privacy: none

Expires: 600000

Accept: application/vnd.syncml.ds.notification

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

2) The SIP/IP Core network forwards the SIP SUBSCRIBE request to the corresponding Push Sender agent. When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD, the subscriber's preferred public SIP URI is inserted in the P-Asserted-Identity header.

SUBSCRIBE sip:john.doe@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1,

SIP/2.0/UDP pcscf1.visited1.net:7531 branch=z9hG4bK240f34.1,

SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

Route: <sip:psadm1.home1.net;lr>

From: <sip:john.doe@home1.net>;tag=31415

To: <sip:john.doe@hom1e.net>
Accept-Contact: *;+g.+g.oma.pusheventappp=" urn:urn-xxx:oma:application.mms.ua”
Event: ua-profile;

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 85 SUBSCRIBE

P-Preferred-Identity: "John Doe" <sip:john.doe@home1.net>

Privacy: none

Expires: 600000

Accept: application/vnd.syncml.ds.notification
Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

3) Upon receiving a SIP SUBSCRIBE request for the “ua-profile” event package, the Push Sender agent performs the necessary authorization checks on the originator's identity, whether the identity is allowed to subscribe according to local policy (e.g., allow the user to subscribe from his current device). If the authorization is successful, it creates a subscription dialog to "ua-profile" event package to provide the changes of the data identified by the "Event" header parameters, and returns a 200 OK to the subscriber.

4) The SIP/IP Core network forwards the 200 OK response to the originator of the SIP SUBSCRIBE request, i.e. sip:john.doe@home1.net.

5) Push Sender agent generates and sends an initial SIP NOTIFY containing an empty body (or push content if applicable).

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP psadm1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:john.doe@home1.net>;tag=31415

To: <sip:john.doe@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 102 NOTIFY

Subscription-State: active;expires=600000

Event: ua-profile

Contact: <sip:psadm1.home1.net>

Content-Length: 0

6) The SIP/IP Core network forwards the SIP NOTIFY request to the appropriate Push Receiver agent.

7) The Push Receiver agent responds with a 200 OK.

8) The SIP/IP Core network forwards the 200 OK to the Push Sender agent.

9) During the subscription, the Push Sender agent submits a push content by sending a SIP NOTIFY request to the Push Receiver agent.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP psadm1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:john.doe@home1.net>;tag=31415

To: <sip:john.doe@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 112 NOTIFY

Subscription-State: active;expires=600000

Event: ua-profile:profile-type=oma-app:mms.ua
Content-Type: application/vnd.syncml.ds.notification
Contact: <sip:psadm1.home1.net>

Content-Length: (...)

[SyncML DS notification content]

10) The SIP/IP Core network forwards the SIP NOTIFY request to appropriate Push Receiver agent.

11) The Push Receiver agent responds with a 200 OK.

12) The SIP/IP Core network forwards the 200 OK to the Push Sender agent.

Note: The steps 1-8 (in the box) aim at creating an initial subscription between the Push Receiver and the Push Sender agents. Once the Push Receiver agent is successfully subscribed to the “ua-profile” event package at the Push Sender agent, steps 1-8 are not required anymore.
D.4 REFER sample flow
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Figure 4   Push Sender agent triggers a subscription from a Push Receiver agent.

2. A Push Sender agent sends a REFER request to the Push Receiver agent

REFER sip:john.doe@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>

From: <sip:psadm.home1.net>;tag=31415

To: <sip:john.doe@home1.net>
Accept-Contact:*; +g.oma.pusheventappp="urn:urn-xxx:oma:application.PushSyncML”
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 1 REFER

Expires: 600

Refer-To: <sip:john.doe@home1.net;method=SUBSCRIBE?Event=ua-profile%3bprofile-type; oma-​app;event-app-id=”PushSyncML”;profiletype=device;vendor="sonyericson.com"; model="xxx;;version="1.2.3:
Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357>
​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​​P-Preferred-Identity: "John Doe" <sip:john.doe@home1.net>
Content-Length: 0
3. Push Receiver agent receives a REFER request via SIP/IP Core network. The REFER request message instructs it to send a SUBSCRIBE message to the user’ SIP URI (sip:john.doe@home1.net) to subscribe to the “ua-profile” event package and to the “omaapp” profile type. Note that the event profile type  value indicating Push Resource ID number  Push SyncML is only given as illustrative example and cannot be used without being registered with OMNA.
4. Upon receiving the REFER request, the Push Receiver agent requests approval from the user prior to proceed. If the approval is granted, the Push Receiver agent sends an appropriate response (202 Accepted) to the SIP/IP Core network.
5. SIP/IP Core network forwards the response (202 Accepted) to the requester of the REFER.
6. The Push Receiver agent sends an immediate initial NOTIFY request within the REFER-created dialog to the SIP/IP Core network
7. SIP/IP Core network forwards the NOTIFY request to the requester of the REFER.
8. The requester entity sends an appropriate response (200 OK) to the SIP/IP Core network.
9. SIP/IP Core network forwards the 200 OK response to the Push Receiver agent.
10. The Push Receiver agent sends a SUBSCRIBE request to the resource identified by the URI in the Refer-To header field value, according to the procedures defined in 6.2.1.1, as a separated dialog. The SUBSCRIBE request initiates a subscription to the ua-profile event package.
11. Upon receiving the first NOTIFY request within the ua-profile dialog, the Push Receiver agent sends a final NOTIFY request within the refer dialog to inform the requester of the result of the action triggered out of the REFER request.
NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:5060;branch=z9hG4bK-abcd

Max-Forwards: 70

To: <sip:psadm.home1.net>;tag=31415

From: <sip:john.doe@home1.net>;tag=1234

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 1 NOTIFY

Event: refer

Subscription-State: terminated;reason=noresource

Contact: sip:[5555::aaa:bbb:ccc:eee]:5060

Content-Type: message/sipfrag;version=2.0

Content-Length: 16

SIP/2.0 200 OK

12. SIP/IP Core network forwards the NOTIFY request (Event:refer) to the requester entity.
13. The requester entity sends an appropriate response (200 OK) to the SIP/IP Core network.
14. SIP/IP Core network forwards the 200 OK response to the Push Receiver agent.
INVITE / MSRP SAMPLE FLOW

D.5 INVITE / MSRP Sample Flow

D.5 Pushing Messages over INVITE and MSRP

The following example describes how to push content to a user.

In this scenario, the Content will be sent over MSRP to the Push Receiver Agent.


                        Push Sender Agent        Push Receiver Agent.

               |                        |

               |(1) (SIP) INVITE        |

               |----------------------->|

               |(2) (SIP) 200 OK        |

               |<-----------------------|

               |(3) (SIP) ACK           |

               |----------------------->|

               |                        |

               |(4) (MSRP) SEND (chunk) |

               |----------------------->|

               |(5) (MSRP) SEND (chunk) |

               |----------------------->|

               |(6) (MSRP) 200 OK       |

               |<-----------------------|

               |(7) (MSRP) 200 OK       |

               |<-----------------------|


|


  |



|(8) (MSRP) REPORT       |

               |<-----------------------|

               |                        |

               |(9) (SIP) BYE           |

               |----------------------->|

               |(10) (SIP) 200 OK       |

               |<-----------------------|

               |                        |

               |                        |

Figure 5: Pushing MSRP Messages

One or more messages will be sent to the Push Receiver Agent by MSRP channel. The Push Sender Agent will sends a SIP INVITE request to the SIP/IP core to negotiate with the Push Receiver Agent about establishing MSRP channel. . If the Push Sender want to send more then one file then one m= line is required per file with file descriptor information connected to each of the m lines.
1. The SIP/IP Core sends the SIP INVITE to the Push Receiver Agent based on information stored during registration.
2. The Push Receiver Agent analyses the SDP parameters and returns the agreed parameters by sending a SIP 200 "OK" response to the SIP/IP Core. If the Push Receiver Agent for some reason do not want to reject a file offered by the offerer, it sets the port number of the "m=" line associated with the file to zero. 

a. The SIP/IP Core forwards the SIP 200 "OK" response to the Push Sender Agent. (not shown in the picture)
3. The Push Sender Agent acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core.
a. The SIP/IP Core forwards the SIP ACK request to the Push Sender Agent.(not shown in the picture)
4. The Push Sender Agent send the the first chunk of data in a MSRP SEND to the Push Receiver Agent using the MSRP channel and the Success-Report header is inserted and set to yes. The MSRP SEND request that will carry the push message as payload.

5. The Push Sender Agent send the the second chunk of data in a MSRP SEND to the Push Receiver Agent using the MSRP channel. The MSRP SEND request that will carry the push message as payload.

6. The Push Receiver Agent responds with an MSRP 200 “OK” on the first MSRP SEND to the Push Sender Agent using the MSRP channel.
7. The Push Receiver Agent responds with an MSRP 200 “OK” on the second MSRP SEND to the Push Sender Agent using the MSRP channel.12. When the Push Sender Agent and the Push Receiver Agent do not need the MSRP channel, the Push Sender Agent sends a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the Push Receiver Agent.
8. When the complete message was successfully received, the Push Reciver Agent sends a MSRP REPORT as  a Success Report was requested.

9. The Push Sender Agent terminates the session by sending a SIP BYE to the Push Receiver Agent.

a. The SIP/IP Core forwards the SIP BYE request to the Push Receiver Agent. .(not shown in the picture).
10. The Push Sender Agent responds to the Push Receiver Agent with SIP 200 "OK" through the SIP/IP Core.
a. The SIP/IP Core forwards the SIP 200 "OK” to the Push Sender Agent. .(not shown in the picture)
NOTE: If more than one message is to be sent to the client before step10, the Push Sender Agent will repeat the step 8-10.
File Transfer with SDP offer/answer, modified example from file transfer draft
INVITE request containing an SDP offer for file transfer

     INVITE sip:bob@example.com SIP/2.0

     To: Bob <sip:bob@example.com>

     From: My Sender Agent <sip:bob@push-sender-agent.example.com>;tag=1928301774

     Call-ID: a84b4c76e66710

     CSeq: 1 INVITE

     Max-Forwards: 70

     Date: Sun, 21 May 2006 13:02:03 GMT

     Contact: <sip:bob@push-sender-agent.example.com>
     Accept-Contact:*; +g.oma.pusheventappp=" urn:urn-xxx:oma:application.mms.ua”
     P-Preferred-Identity: "John Doe" <sip:john.doe@home1.net>


     Content-Type: application/sdp

     Content-Length: [length of SDP]

             --boundary71

     Content-Type: application/sdp

     Content-Length: [length of SDP]

     v=0

     o=push 2890844526 2890844526 IN IP4 push-sender-agent.example.com

     s=

     c=IN IP4 push-sender-agent.example.com

     t=0 0

     m=message 7654 TCP/MSRP *

     i=This is my latest picture

     a=sendonly

     a=accept-types:message/cpim

     a=accept-wrapped-types:*

     a=path:msrp://push-sender-agent.example.com:7654/jshA7we;tcp

     a=file-selector:name:"My cool picture.jpg" type:image/jpeg

           size:4092 hash:sha-1:72245FE8653DDAF371362F86D471913EE4A2CE2E

     a=disposition: not-render
     a=file-date:creation:"Mon, 15 May 2006 15:01:31 +03:00"

     a=icon:cid:id2@ push-sender-agent.example.com

     --boundary71

     Content-Type: image/jpeg

     Content-Transfer-Encoding: binary

     Content-ID: <id2@ push-sender-agent.example.com>

     Content-Length: [length of image]

     Content-Disposition: icon

     ...small preview icon of the file...

     --boundary71--

From now on we omit the SIP details for the sake of brevity.

The Push Receiver Agent on bobpc receives the INVITE request, inspects the SDP offer, computes the file descriptor and finds a local file whose hash equals the one indicated in the SDP.  Push Receiver Agent accepts the file transmission and creates an SDP answer as follows:

     v=0

     o=bob 2890844656 2890844656 IN IP4 bobpc.example.com

     s=

     c=IN IP4 bobpc.example.com

     t=0 0

     m=message 8888 TCP/MSRP *

     a=recvonly

     a=accept-types:message/cpim

     a=accept-wrapped-types:*

     a=path:msrp://bobpc.example.com:8888/9di4ea;tcp

     a=file-selector:name:"My cool picture.jpg" type:image/jpeg size:4092 hash:sha-1:72245FE8653DDAF371362F86D471913EE4A2CE2E

The push sender agent opens a TCP connection to the push receiver agent. The push sender agent then creates an MSRP SEND request that. This SEND request contains the first chunk of the file.

           MSRP d93kswow SEND

    To-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

    From-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

    Message-ID: 12339sdqwer

Byte-Range: 1-2048/4385
    Success-Report: yes
    Content-Type: message/cpim

    To: Bob <sip:bob@example.com>

    From:  <sip:bob@push-sender-agent.example.com>

    DateTime: 2006-05-15T15:02:31-03:00

    Content-Disposition: not-render; filename="My cool picture.jpg"; creation-date="Mon, 15 May 2006 15:01:31 +03:00"; size=4092

    Content-Type: image/jpeg

    ... first set of bytes of the JPEG image ...

    -------d93kswow+

The Push Sender Agent sends the second and last chunk.  Note that MSRP allows to send pipelined chunks, so there is no need to wait for the 200 (OK)response from the previous chunk.

      MSRP op2nc9a SEND

      To-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

      From-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

      Message-ID: 12339sdqwer

      Byte-Range: 2049-4385/4385

      Content-Type: message/cpim

      ... second set of bytes of the JPEG image ...

      -------op2nc9a$

Bob acknowledges the reception of the first chunk.

      MSRP d93kswow 200 OK

      To-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

      From-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

      Byte-Range: 1-2048/4385

      -------d93kswow$

Bob acknowledges the reception of the second chunk.

      MSRP op2nc9a 200 OK

      To-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

      From-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

      Byte-Range: 2049-4385/4385

      -------op2nc9a$

Bob acknowledges the reception of the complete message as a REPORT was requested

Bob-> The Push Sender Agent (MSRP):

   MSRP dkei38sd REPORT

   To-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

   From-Path: msrp://bobpc.example.com:8888/9di4ea;tcp
   Message-ID: 12339sdqwer

   Byte-Range: 1-4385/4385
   Status: 000 200 OK

   -------dkei38sd$

Push Sender Agent terminates the SIP session by sending a SIP BYE request.

Bob acknowledges the reception of the BYE request and sends a 200 (OK) response.
D.5 Feature tags

D.5.5.1 Push Event Application feature tag
Media feature tag name: + g.oma.pusheventapppims.app.

ASN.1 Identifier: assigned by IANA.

Summary of the media feature indicated by this tag:  This feature tag indicates that the resource
 support in OMA Push for applications.

Values appropriate for use with this feature tag: 
The Push Event Application feature tag is defined to fulfil the the for requesting or delivery resources for an application

When included in the Contact header field of a REGISTER request, an agent SHOULD include all applications that it can support. 

Security Considerations: Security considerations for this media feature tag are discussed in [RFC3840] 
The Push Recivier / Sender Agent SHALL use the following format for g.oma.pusheventappp:
In the following ABNF, quoted-string, COMMA, are defined in [RFC3261].

Values appropriate for use with this feature tag: quoted-string 
The value of the quted-string is event-app-id-list  =  event-app-id*("," event-app-id)
   Event-app-id = 1*(%x21 / %x23-2B / %x2D-7E);
D.5.5.2 






IM ServerPush Sender agent





�EMBED Word.Picture.8���





SIP/IP Core 





ClientPush Reciever agent





1 User registered





3 SIP INVITEMESSAGE





2 SIP INVITEMESSAGE





5 200 OK





4 200 OK





























Push Sender agent





SIP/IP Core 





Push Reciever agent





1 User registered





3 SIP MESSAGE





2 SIP MESSAGE





5 200 OK





4 200 OK











�Wording??





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 20)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 20)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

_1186457555.vsd
Push Receiver Agent


SIP/IP Core Network


Push Sender Agent


Third-Party
REGISTER request


200 (OK)


REGISTER request


200 (OK)



_1251127779.doc
[image: image1.emf]  +sip.app - subtype="urn:urn - xxx. .oma.sip - push  


[image: image2.emf]  +sip.app - subtype="urn:urn - xxx. .oma.sip - push  




Push Sender Agent











SIP/IP core Network



































































Push Receiver Agent







































SIP MESSAGE







Accept contact = �







+sip.app-subtype="urn:urn-xxx..oma.sip-push



�







P-Prefered-Identity = “Originator”



 <orig@domain.com>



P-Preferred-Service: urn:urn-xxx. oma.sip-push











P-Asserted-Identity = “Originator”



 <orig@domain.com> 



P-Asserted-Service: urn:urn-xxx. oma.sip-push











Body: Push message
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