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1 Reason for Contribution

The intent of this contribution is to propose SIP Push TS text addressing use of content indirection.
2 Summary of Contribution

Section 7.3 INVITE MSRP Method mentions “When a Push Sender Agent wishes to send a large content without using content indirection, the Push Sender Agent SHALL initiate a MSRP session…”. Yet the other sections (MESSAGE, NOTIFY) do not explain the detailed difference between use of content indirection and the embedding of the Push content. Additional TS text is added to clarify the use of content indirection specifically.
3 Detailed Proposal

Change 1: Add references to WAP Push specs.
2.1 Normative References

	[RFC4483]
	E. Burger, Ed., “A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, RFC 4483, May 2006


Change 2: Add details in section 7.1
7.1 MESSAGE Method
The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request may carry the content in the form of MIME body parts, or per [RFC4483] may indirectly reference the content. MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages. Thus, each MESSAGE request is independent and no session states are stored in the system. The push messages are carried in a SIP Message body MUST NOT exceed 1300 bytes as defined in [RFC3428].
7.1.1 Procedures at the Push Receiver Agent

Upon receiving an incoming MESSAGE, 
1. The Push Receiver Agent SHALL verify that a P-Asserted-Identity exists according to the procedures of [3GPP TS 24.229]
1. SHALL verify that Accept-Contact header field to contain the feature tag of the targeted push Communication Service Identifier service , and Application Reference Identifier, as defined in [RFC3841] and section Error! Reference source not found. and Error! Reference source not found..

2. If push content is contained in the body of the MESSAGE request,
a. The Push Receiver Agent SHALL pass the received push content to the targeted push application.
b. The Push Receiver Agent SHALL generate a response in accordance to [RFC3428] and the procedures of the SIP/IP Core 
3. If the content is indirectly referenced in the MESSAGE request per [RFC4483],
a. The Push Receiver Agent SHALL retrieve the push content at the indicated location, and pass the content to the targeted push application.
b. If retrieval of the push content succeeds, the Push Receiver Agent SHALL generate a success response in accordance to [RFC3428] and the procedures of the SIP/IP Core.

c. If retrieval of the push content failed, the Push Receiver Agent SHALL generate an error response in accordance to [RFC3428] and the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in the above subclause.

7.1.2 Procedures at the Push Sender Agent

The Push Sender Agent SHALL generate a MESSAGE request in accordance with [RFC3428] and [RFC3841]. 
In generating and sending a MESSAGE required,
1. The Push Sender Agent SHALL set the Accept-Contact header field to contain the feature tag of the targeted push application Push Receiver Agent as defined in [RFC3841] and section  Error! Reference source not found...
2. The Push Sender Agent SHALL set the Request-URI of the SIP MESSAGE request to the public user identity of the intended recipient.
3. The Push Sender Agent SHOULD check the content to send against content-types supported by the Push Receiver agent as indicated in the Client Capabilities (see Section Error! Reference source not found.)
4. If content indirection is to be applied, the Push Sender Agent SHALL indirectly reference the content in the MESSAGE request per [RFC4483]. Otherwise the Push Sender Agent SHALL embed the push content in the body of the MESSAGE request.
5. The Push Sender Agent SHALL, in accordance with [3GPP TS 24.229] and [RFC3325], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
6. The Push Sender Agent SHALL send the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in the above subclause.

Change 3: Add details in section 7.2
7.2 SUBSCRIBE/NOTIFY Method

The SIP-based event subscription mechanism, or SIP event framework, is described in [Error! Reference source not found.] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed explicitly by a subscriber entity, also called watcher, which can refresh it periodically, whilst termination of the subscription can be done either by watcher or notifier entity. Once created, subscription provides a dedicated channel between the watcher and notifier entities. 

Subscription mechanism is also used after each registration to send the device capabilities to all Push Sender Agents. Those capabilities will be referenced via [Error! Reference source not found.] . This reference will be sent using the "ua-profile" Event Package, which defines a framework where devices can subscribe with a specific profile type to an application server. The specific profile type will be "device"as defined in [Error! Reference source not found.] and the capabilities reference will be set in the "model" header as described below.

Push Sender agent and the Push Receiver agent SHALL support the SUBSCRIBE and NOTIFY methods as stated in [Error! Reference source not found.]. In particular, Push Receiver agent SHALL support the subscriber functionality for some specific push content and SHALL support reception of push content, and Push Sender agent SHALL support the notifier functionality to receive subscription requests from Push Receiver agents and send push information to them.
Push Sender agent and the Push Receiver agent SHALL support the direct embedding of push content in the NOTIFY method, and content indirection per [RFC4483].
Push Sender agent may decide to grant or reject a subscription request from a Push Receiver agent. Decision policy is left to implementation and is out of scope of this specification.

Push Receiver agent may subscribe to any push application at any time, and for any duration. Rules for the exact usage of this mechanism is out of scope of this specification and MUST be provided by each specific application that makes use of it.

Based on the design of the SIP event framework, final successful (200 OK) responses to NOTIFY requests may be interpreted as delivery notifications on the Push Sender agent.
Change 4: Add details in section 7.2.1.2
7.2.1.2 NOTIFY processing

Upon receiving an incoming NOTIFY request that is part of the same dialog as the previously sent SUBSCRIBE request the Push Receiver agent SHALL handle the request according to [RFC3265], [RFC3841], [SIP_UA_Prof].
If the NOTIFY request was accepted,
· If push content is contained in the body of the NOTIFY request,

· The Push Receiver Agent SHALL pass the received push content to the targeted push application.
· The Push Receiver Agent SHALL generate a response in accordance to [RFC3265] and the procedures of the SIP/IP Core 
· If the content is indirectly referenced in the NOITIFY request per [RFC4483],

· The Push Receiver Agent SHALL retrieve the push content at the indicated location, and pass the content to the targeted push application.
· If retrieval of the push content succeeds, the Push Receiver Agent SHALL generate a success response in accordance to [RFC3265] and the procedures of the SIP/IP Core.

· If retrieval of the push content failed, the Push Receiver Agent SHALL generate an error response in accordance to [RFC3265] and the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver agent SHALL also apply the 3GPP/3GPP2 IMS rules and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub clause.
Change 5: Add details in section 7.2.1.2
(other changes to be discussed in the meeting)
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
If agreed, the text changes should be incorporated into the SIP Push TS.
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